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This document was prepared by the Safety Management International Collaboration Group (SM ICG). The purpose of the SM ICG is to promote a common understanding of Safety Management System (SMS)/State Safety Programme (SSP) principles and requirements, facilitating their application across the international aviation community. In this document, the term “organization” refers to a product or service provider, operator, business, and company, as well as aviation industry organizations; and the term “authority” refers to the regulator authority, Civil Aviation Authority (CAA), National Aviation Authority (NAA), and any other relevant government agency or entity with oversight responsibility.

The current core membership of the SM ICG includes the Aviation Safety and Security Agency (AESA) of Spain, the National Civil Aviation Agency (ANAC) of Brazil, the Civil Aviation Authority of the Netherlands (CAA NL), the Civil Aviation Authority of New Zealand (CAA NZ), the Civil Aviation Authority of Singapore (CAAS), the Civil Aviation Department of Hong Kong (CAD HK), the Civil Aviation Safety Authority (CASA) of Australia, the Direction Générale de l’Aviation Civile (DGAC) in France, the Ente Nazionale per l’Aviazione Civile (ENAC) in Italy, the European Aviation Safety Agency (EASA), the Federal Office of Civil Aviation (FOCA) of Switzerland, the Finnish Transport Safety Agency (Trafi), the Irish Aviation Authority (IAA), Japan Civil Aviation Bureau (JCAB), the United States Federal Aviation Administration (FAA) Aviation Safety Organization, Transport Canada Civil Aviation (TCCA), the United Arab Emirates General Civil Aviation Authority (UAE GCAA), and the Civil Aviation Authority of United Kingdom (UK CAA). Additionally, the International Civil Aviation Organization (ICAO) is an observer to this group.

Members of the SM ICG:
· Collaborate on common SMS/SSP topics of interest
· Share lessons learned
· Encourage the progression of a harmonized SMS/SSP
· Share products with the aviation community
· Collaborate with international organizations such as ICAO and civil aviation authorities that have implemented or are implementing SMS and SSP

For further information regarding the SM ICG please contact:

Regine Hamelijnck			Jacqueline Booth 		Amer M. Younossi 
EASA					TCCA				FAA, Aviation Safety 
+49 221 8999 1000 			(613) 952-7974 		(202) 267-5164	 	 
regine.hamelijnck@easa.europa.eu	jacqueline.booth@tc.gc.ca	Amer.M.Younossi@faa.gov	

Neverton Alves de Novais		Mike Hutchinson
ANAC 					CASA
+55 61 3314 4606			+61 (03) 9518 2774
Neverton.Novais@anac.gov.br	mike.hutchinson@casa.gov.au

SM ICG products can be found on SKYbrary at:

http://www.skybrary.aero/index.php/Safety_Management_International_Collaboration_Group (SM_ICG)

To obtain an editable version of this document, contact smicg.share@gmail.com.
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[bookmark: _Toc468361539]Introduction
Aviation authority workforces include highly skilled positions with significant technical, vocational, and educational requirements. With the implementation of performance-based Safety Management System (SMS) requirements for service providers, aviation authorities need to ensure that their inspectors have the required competencies to perform SMS oversight effectively.

The purpose of this document is to provide an outline to aviation authorities on what should be included in a training program to prepare inspectors to carry out SMS oversight activities.

Note: The term “inspectors” in this document refers to aviation authority personnel authorized to carry out SMS oversight of regulated organizations.

Note: The term “SMS oversight” in this document is intended to cover:

· Initial SMS approval/certification/authorization, and
· Surveillance of regulated organizations to verify that they continue to meet the applicable requirements. 

[bookmark: _Toc468361540]SMS Training Program Outline
The training program outline in this document focuses on developing inspector competencies for SMS oversight of regulated organizations.

The scope of the training program outline includes prerequisites, learning objectives, topics to be covered, and resources for developing training that will help build these SMS competencies.

The scope of this document does not include lesson plans or methods for assessing inspector SMS competencies.

Appendix A, Pre-existing Inspector Competencies, contains pre-existing competencies recommended for inspectors prior to entering an SMS training program.

Appendix B, Overview of Training Program Outline, gives an overview of learning objectives for training program sections.

Appendix C, Detailed Training Program Outline, details key learning points and resources to support each learning objective. These resources may be used to develop lesson plans for an SMS training program. Note: The resources cited in Appendix C are not exhaustive.

[bookmark: _Toc356374330][bookmark: _Toc468361541]SMS Competencies
The foundation for the training program outline is the competency framework in the SM ICG’s Inspector SMS Competency Guidance. This framework groups the competencies into the following core subject areas:

1) [bookmark: Managementsystems]Management systems
2) [bookmark: Regulatoryframeworkandintent]Regulatory framework and intent
3) [bookmark: Oversighttechniques]Oversight techniques
4) [bookmark: Organizationalsafetyperformance]Organizational safety performance
5) [bookmark: Organizationalsafetyculture]Organizational safety culture
6) [bookmark: Confidentialityofsensitiveinfo]Confidentiality of sensitive information
7) [bookmark: Communicationskills]Communication skills
8) [bookmark: Systeminteractionsandinterfaces]System interactions and interfaces
9) [bookmark: Analyticalskills]Analytical skills
10) [bookmark: Decisionmakingskills]Decision-making skills
11) [bookmark: Openmindedness]Open-mindedness
12) [bookmark: Assertiveness]Assertiveness
13) [bookmark: Teamwork]Teamwork
14) [bookmark: Judgment]Judgment
15) [bookmark: Humanandorganizationalfactors]Human and organizational factors
16) [bookmark: Safetycriticalimplications]Safety-critical implications

These core competency groups are referenced by number in the right-most column of the training program outline in Appendix C.
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[bookmark: _Toc468361542]Appendix A:
Pre-existing Inspector Competencies

The following competencies from SM ICG’s Inspector SMS Competency Guidance are not addressed in the Training Program Outline because they are considered to be pre-existing competencies recommended for inspectors prior to entering an SMS training program:

	SM ICG Competency
	SM ICG Core Competency #

	· Participated in training and has demonstrated experience in regulatory surveillance activities
	3

	· Understands legislation and regulations regarding data disclosure and protection
	6

	· Demonstrates highly developed written communication skills, including the ability to write detailed technical reports
· Demonstrates experience and ability to communicate effectively in a complex technical environment
· Demonstrates a high level of interpersonal, oral, and written communication skills, including the ability to liaise effectively at a senior level and influence outcomes both internally and with external organizations
· Able to adequately manage conflict and confrontation in a work environment
	7

	· Able to use logic and analysis to arrive at appropriate conclusions from relevant information and assumptions
· Able to infer, categorize, organize, and connect related concepts
· Able to exercise judgment, intelligence, and discretion in making decisions
· Demonstrates skills that can help identify decision alternatives
· Able to envision possible future consequences of alternative solutions
· Able to collaborate, communicate, cooperate, learn, negotiate, and listen to ensure effective group decision-making
· Skilled in managing emotions and perception issues to ensure objectivity in stressful decision situations
· Able to discern what factors contribute to a situation allowing for focusing on an appropriate solution
	10

	· Rigorously and tenaciously finds proof or objective evidence
· Able to state opinions firmly without either aggressively threatening or submissively accepting the opinions of others
	12

	· Able to collaborate and cooperate to achieve a common goal
· Able to employ cooperative behaviour to resolve interpersonal problems and optimize member interaction
· Able to build trust and respect among team members
· Able to receive and offer constructive feedback to other team members
· Able to work with specialists from other technical disciplines
	13

	· Able to recognize and mitigate personal biases and emotional involvement when conducting inspections
· Able to justify and document major decisions based on observable signals
	14




A-2

[bookmark: _Toc468361543]Appendix B:
Overview of Training Program Outline

The Training Program Outline for Inspector SMS Competency consists of four sections in order of progression:

1. Safety Management Concepts
2. Regulatory Framework
3. SMS Components
a) Safety policy and objectives
b) Safety risk management
c) Safety assurance
d) Safety promotion
4. SMS Evaluation

[bookmark: _Toc468361544]Learning Objectives for Training Program Sections

[bookmark: _Toc468361545]Section 1: Safety Management Concepts
1. To explain what a management system is
2. To identify how safety is integrated into an organization’s management system
3. To recognize the potential safety impacts of interfaces between an organization’s SMS and other organizations
4. To recognize the potential safety impacts of interfaces between systems within an organization
5. To recognize risks to safety related to human and organizational factors
6. To recognize the impact of an organization’s safety culture on its safety performance

[bookmark: _Toc468361546]Section 2: Regulatory Framework
1. To describe the applicable international standards, State legislation, and regulations related to aviation safety management
2. To explain the intent of State legislation and regulations related to aviation safety management
3. To recognize the relationship of the State Safety Programme (SSP) with SMS requirements
4. To apply State policies and procedures with respect to SMS
5. To explain the principles of prescriptive and performance-based requirements
[bookmark: _Toc468361547]Section 3: SMS Components
Component 1: Safety policy and objectives
1. To distinguish the accountability and responsibilities of the Accountable Executive, management, and key safety personnel
2. To discern how management commitment to an organization’s SMS is reflected in the safety policy and evidenced by their actions throughout the organization
3. To identify how organizations set and measure safety objectives
4. To validate an organization’s emergency response plan coordination process
5. To evaluate an organization’s SMS documentation system
Component 2: Safety risk management
1. To evaluate an organization’s safety reporting system and investigation process
2. To assess an organization’s hazard identification processes
3. To assess the effectiveness of an organization’s risk management process
Component 3: Safety assurance
1. To analyze an organization’s means to measure safety performance
2. To evaluate how an organization assesses its safety performance compared with its safety objectives
3. To assess an organization’s change management process
4. To explain the relationship between quality assurance and safety assurance
5. To evaluate how an organization assesses the effectiveness of its SMS, to continuously improve the SMS
Component 4: Safety promotion
1. To evaluate an organization’s safety communication, training, and education processes

[bookmark: _Toc468361548]Section 4: SMS Evaluation
1. To recognize different approaches to implementing and achieving an effective SMS
2. To plan an assessment of an organization’s SMS
3. To demonstrate interviewing skills of all levels of organizational personnel involved in the SMS
4. To obtain objective evidence where possible and exercise judgment when necessary to reach conclusions about an organization’s SMS
5. To explain the allowable use and control of information obtained from an organization’s SMS
6. To identify systemic deficiencies in an organization
7. To assess the effectiveness of an SMS and discern whether the SMS is appropriate for the size and complexity of the organization
B-2

[bookmark: _Toc468361549]Appendix C:
Detailed Training Program Outline
Section 1: Safety Management Concepts

	Learning Objective #
	Learning Objective
	Key Learning Points
	Resources
	SM ICG Core Competency #

	1
	To explain what a management system is
	Definition of management system
Management systems typically include:
· Organizational structure
· Framework for establishing accountability—responsibility and authority
· Processes for setting goals and determining requirements
· Processes for delivery of the organization’s products/services
· A means of controlling and assuring attainment of the requirements (including corrective action processes)
· Processes for communicating and assuring necessary competencies
	Wikipedia definition
ISO 9000-2015 definition
TCCA slide defining Safety and Security Management Systems:


ISO Management System Standards
	1


	2
	To identify how safety is integrated into an organization’s management system
	Purpose of SMS
Integration of management processes (Plan-Do-Check-Act cycle) with technical and safety processes
Application of safety management to operational/technical functions of the organization
	ICAO SMM: 2.9, “Integration of Management Systems”
SM ICG The Senior Manager's Role in SMS
FAA slide explaining system safety:


UK CAA slide of an integrated management system:


	1

	3
	To recognize the potential safety impacts of interfaces between an organization’s SMS and other organizations
	Interfaces—and potential impacts—between other organizations
Communication and agreements between organizations such as access to reporting systems and joint risk assessments
Identification of hazards from external sources
Risk acceptance (transfer, sharing, avoidance)
Safety assurance of contractors and other organizations
	ICAO SMP/2-WP/16, Interfaces Between SMSs, and Between SMS and SSP:


SM ICG SMS Integration: Points to Consider
CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 2: Safety Policy and Objectives (p.10)
FAA ATO SMS Manual: 2.1 Introduction to Managing System Safety
UK CAA slides on managing interfaces:


Helicopter Maintenance Magazine, August 2013: “The Importance of an Integrated Quality Management System (QMS) and Safety Management System (SMS) in Aviation Operations”
	8

	4
	To recognize the potential safety impacts of interfaces between systems within an organization
	Interfaces—and potential impacts—between systems within an organization
Systems include functional area systems and those related to organization management systems (e.g., Quality Management System (QMS), Occupational Health and Safety Management System, Security Management System)
Different certificates/privileges held by one organization (e.g., Air Traffic Organization (ATO), Approved Maintenance Organization (AMO), air operator)
Accident causation models of safety events (cross-domain interactions)
	ICAO SMP/2-WP/14, System Description:


SM ICG SMS Integration: Points to Consider
NZCAA AC 100-1, Safety Management: 1.6, “SMS Integration with other Management Systems”
ICAO SMM: 2.9 & 5.4.2, “Integration of Management Systems”
FAA ATO SMS Manual: 2.1, “Introduction to Managing System Safety”
Case study on cross-domain interactions in accident causation: A STAMP Analysis of the LEX COMAIR 5191 Accident
	8

	5
	To recognize human and organizational factors/related risks to safety
	High-level key aspects of human and organizational factors considerations:
· Communications
· Leadership
· Human performance models (e.g., SHELL, 5M)
· Situational awareness
· Decision-making
· Fatigue and fatigue risk management
· Human error and error management
· Workload and task design

(Note: This is not an HF course; thus, it only refers to key concepts.)
	CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 6: Human Factors
CASA Safety Behaviours: Human Factors Resource Guide for Engineers: Chapter 1, “Introduction”; Chapter 3, “Human performance and its limitations”; Chapter 12, “Human factors within an organisation”
CASA Integration of Human Factors into SMS
FSF Operator’s Guide to Human Factors in Aviation: Human Factors Strategy
UK CAA CAP 716 Aviation Maintenance Human Factors (EASA Part 145)
TCCA Human Performance Factors for Elementary Work and Servicing
FAA Operator’s Manual: Human Factors in Aviation Maintenance
FAA Operator’s Manual: Human Factors in Airport Operations
FAA Human Factors Awareness Course
FAA ATO SMS Manual: 2.3.2, “The Human Element’s Effect on Safety”
FAA Human Factors Acquisition Job Aid
FAA Human Factors Design Guide
Human Factors Analysis and Classification System (HFACS)
ICAO Human Factors Guidelines for Aircraft Maintenance Manual (Doc. 9824)
	8, 15

	6
	To recognize the impact of an organization’s safety culture on its safety performance
	Definition of safety culture and its components: risk, just, reporting, learning, informed and flexible cultures and their impact on personnel behaviours at various levels of the organization
Different types of national, ethnic, and professional cultures and how they may affect the safety culture of an organization
Importance of the safety policy and safety leadership to foster a positive safety culture
Importance of an open reporting environment and its impact on the effectiveness of a management system
Possible reduction of reporting due to sanctions applied by authorities against the organization based on reported data
Benefits of a Just Culture:
· Increased safety reporting;
· Trust building; and
· More effective safety and operational management.
Punishment vs. Learning
Definition of the boundary between ‘Acceptable Behaviour’ and ‘Unacceptable Behaviour’
Identification of processes and policies that support a just culture
	ICAO SMP/2-WP/12, Promotion of a Positive Safety Culture:


Safety Culture Framework for the ECAST SMS-WG
CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 4: Safety Assurance (p. 39–41)
Eurocontrol Just Culture Policy
CANSO Standard of Excellence in Safety Management Systems (Appendix A, Section 1, pp. 17–18, “Development of a Positive and Proactive Safety Culture”)
FAA ATO SMS Manual: 1.6, “Safety Culture and Promotion: Valuing Safety in the ATO”
ICAO SMM: 2.6, “Safety Culture”; Appendix 1 to Chapter 2, “Organization Safety Culture (OSC)/Organization Risk Profile (ORP) Assessment Checklist”
SM ICG Safety Culture Guidance and Evaluation Tool (under development)
	5, 6, 15



Section 2: Regulatory Framework

	Learning Objective
#
	 Learning Objective
	Key Learning Points
	Resources
	SM ICG Core Competency #

	1
	To describe the applicable international standards, State legislation, and regulations related to aviation safety management
	ICAO Annex 19 Standards and Recommended Practices (SARPs)
National Regulations for SMS (and standards, if applicable)
SMS applicability (Which organizations does it apply to?)
Effective dates
	ICAO Annex 19
State SMS Regulations
	2

	2
	To explain the intent of State legislation and regulations related to aviation safety management
	National guidance material for SMS
Acceptable means of compliance guidance
	State guidance
	2

	3
	To recognize the relationship of the State Safety Programme (SSP) with SMS requirements
	Relationship between SSP and SMS
The interaction between an organization’s SMS and the SSP
	ICAO Annex 19 and SMM
State SSP
State SMS Regulations
	2

	4
	To apply State policies and procedures with respect to SMS
	National SMS policy(ies) and procedures (acceptance/certification, oversight/surveillance, etc.)
National enforcement policies and how they may differ in respect to SMS
State’s approach to SMS implementation (use of implementation plans and timescales for implementation)
	State SMS policies and procedures
State SSP
	2

	5
	To explain the principles of prescriptive and performance-based requirements
	Principles of prescriptive requirements and performance-based requirements
Verification of compliance using prescriptive and performance-based requirements
	ICAO SMM: 2.16, “Prescriptive and Performance-Based Requirements”
EASA Report on Performance-Based Regulations:


TCCA slide explaining types of regulations:


SM ICG SMS Evaluation Tool
	1, 3



Section 3: SMS Component 1 (Safety policy and objectives)

	Learning Objective #
	 Learning Objective
	Key Learning Points
	Resources
	SM ICG Core Competency #

	1
	To distinguish the accountability and responsibilities of the Accountable Executive, management, and key safety personnel
	Safety performance roles and responsibilities of:
a) Accountable Executive
b) Senior Management
c) Frontline Managers
d) Safety Manager
e) Safety Committees, if applicable
Safety accountability vs. responsibility (delegation)
Level(s) of management with authority to make decisions regarding safety risk tolerability
Accountable Executive in organizations holding multiple certificates

	SM ICG The Senior Manager’s Role in SMS
SM ICG The Frontline Manager’s Role in SMS
ICAO SMM: 5.3.16–5.3.23, 5.3.27–5.3.33, Appendix 2 to Chapter 5
CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 2: Safety Policy and Objectives (p. 1–7)
TCCA AC 107-001, Guidance on Safety Management Systems Development: 3.5, “The Accountable Executive and Corporate Culture”
	1

	2
	To discern how management commitment to an organization’s SMS is reflected in the safety policy and evidenced by their actions throughout the organization
	Safety policy does the following:
· Defines the organization’s commitment to safety, including the promotion of a positive safety culture
· Identifies the obligations of staff to use the safety reporting system
· Describes what is unacceptable behaviour (including circumstances under which disciplinary action would not apply)
· Commits to provide sufficient resources to manage safety (financial, human, material, and equipment)
Organizational structure appropriate to the size and complexity of the organization
Management commitment and active support (alignment of the organization’s activities to the safety policy, allocation of resources, management reviews, dashboards, safety meeting attendance)
Periodic review of safety policy (e.g., change of AE or significant organizational change)
	SM ICG The Senior Manager’s Role in SMS
SM ICG The Frontline Manager’s Role in SMS
SM ICG SMS Evaluation Tool
ICAO SMM: 5.3.6–5.3.12
ISO 9001, Guidance on Auditing Top Management Commitment
	N/A

	3
	To identify how organizations set and measure safety objectives
	Safety objectives do the following:
· Reflect the organization’s commitment to continuously improve the effectiveness of their SMS
· Are communicated throughout the organization and periodically reviewed
Safety performance management reflects the State SSP/EASP or other regional safety plans (if available)
Relationship between safety objectives, safety performance targets, and safety performance indicators
	

ICAO SMM: 4.2.21–4.2.23, “Agreement on service provider’s safety performance”
SM ICG SMS for Small Organisations (p. 3)
SMS for Airports: 4.2, “Safety Policy and Objectives”
TCCA AC 107-001, Guidance on Safety Management Systems Development:  4.2–4.3, “Safety Policy and Objectives”
	4

	4
	To validate an organization’s emergency response plan coordination process
	Sectors required by the State to establish and maintain Emergency Response Plans (ERP)
Coordination of ERPs with the organization’s affected external interfaces
	ICAO SMM: Appendix 3 to Chapter 5
ICAO SMP/2-WP/13, ERP Coordination: 


CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 2: Safety Policy and Objectives (p. 13–14)
TCCA AC 107-001, Guidance on Safety Management Systems Development: 10.0, “Emergency Response Plan”
CAA NZ AC 100-1, Safety Management: 2.2, “Coordinated Emergency Response Planning”
SMS for Airports: Coordination of Emergency Planning (pp. 16–17)
FAA AC 150/5200-31C, Airport Emergency Plan
	N/A

	5
	To evaluate an organization’s SMS documentation system
	SMS documentation system includes:
a) SMS Manuals—to describe SMS policies, processes, procedures, and accountabilities
· Integration of SMS manual with other required documentation, need for document controls, periodic reviews
b) SMS Records—outputs of the SMS processes and procedures (examples of records: meeting minutes, safety data, safety reports, hazard logs, risk registers, safety risk assessments, etc.)
· Retention of records
	ICAO SMM: 5.3.36–5.3.38, Appendix 4 to Chapter 5
SM ICG SMS Evaluation Tool
ISO 9001, Guidance on Auditing Electronic Documented Information Systems
TCCA AC 107-001, Guidance on Safety Management Systems Development: 5.0, “Documentation”
CAA NZ AC 100-1, Safety Management: 2.3, “Development, Control and Maintenance of Safety Management Documentation”
EHEST SMM for Complex Operators: Chapter 7, “Documentation Control Procedure”
	1, 11



Section 3: SMS Component 2 (Safety risk management)

	Learning Objective #
	Learning Objective
	Key Learning Points
	Resources
	SM ICG Core Competency #

	1
	To evaluate an organization’s safety reporting system and investigation process
	Mandatory and voluntary reporting systems
· Perimeter of mandatory and voluntary reporting systems: accessibility to third parties 
Maturity of reporting—types of reports (i.e., first-, second-, third-generation reports: “He has done something wrong,” “Something may go wrong,” “I have done something wrong,” etc.)
Internal investigation of safety events
· Prioritization of safety investigations
Causal analysis process and outputs
· Various models of causal analysis: BowTie, Fishbone Diagram, 5 Whys, etc.
Timely corrective and preventive actions
Validation of effectiveness in preventing recurrence
· Recurrence indicates ineffective corrective action
	ICAO SMM: 5.3.66–5.3.71, Appendix 5 to Chapter 5
SM ICG SMS for Small Organisations: 2.1.1–2.1.3, Appendix 8
CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 4: Safety Assurance (pp. 2–3)
SMS for Airports: 6.4, “Safety Reporting”; 6.5, “Accident and Incident Investigation”
CAA NZ AC 100-1, Safety Management: 2.6, “Safety Investigation”
TCCA AC 107-001, Guidance on Safety Management Systems Development: 6.2, “Reactive Processes”
TCCA AC SUR-002, Root Cause Analysis and Corrrective Action for TCCA Findings
Root Cause Analysis for Beginners
Mini-Guide to Root Cause Analysis
Best Practices for Event Review Committees
	9, 16

	2
	To assess an organization’s hazard identification processes
	Definition of and relationship between hazards and consequences
Methods of hazard identification (reactive, proactive)
· Use of multiple sources of hazard identification
· Hazard identification is ongoing
Examples of typical hazards for aviation sectors
Hazards related to interfaces
Hazards related to human factors
Organizational hazards
Collection and analysis of hazards

	SM ICG SMS Evaluation Tool
SM ICG Hazard Taxonomy Examples
SM ICG Development of a Common Hazard Taxonomy
ECAST SMS WG Guidance on Hazards Identification
SMS for Airports: 5.3, “Identify Hazards”; Table 8, “Common Airport Hazards”
CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 3: Safety Risk Management (pp. 1–5)
CAA NZ AC 100-1, Safety Management, 2.4, “Hazard Identification”
TCCA AC 107-001, Guidance on Safety Management Systems Development: 6.3, “Pro-Active Processes”
ICAO SMM: 2.13, 5.3.42–5.3.52
Shell Aircraft International: A Simplified Process for Hazard Management
	16

	3
	To assess the effectiveness of an organization’s risk management process
	Definitions and concepts related to risk management
Risk management process (analysis, assessment, and control of the safety risks associated with identified hazards)
Risk management techniques, tools, models, methods
Tolerable level of risk and risk control prioritization
Safety-critical implications in risk management include:
· Failing to identify latent hazards within the organization, which could lead to unacceptable levels of risk
· Under-rating risk (based on what happened or has happened in the past, not what could have happened)
· Assessing risk in isolation (not involving staff with practical knowledge of the activity being assessed)
· Assessing only the most severe outcome (which is usually also the least probable, while a less severe but more probable risk scenario could result in a higher risk rating)
· Awareness of vulnerability in underlying assumptions when determining probability and severity
	

ICAO SMM: 2.14–2.15, Appendix 2-3 to Chapter 2, 5.3.53–5.3.61
SM ICG SMS Evaluation Tool
CAA NZ AC 100-1, Safety Management: 2.5, “Risk Management”
CASA SMS for Aviation - A Practical Guide (2nd Edition) Booklet 3: “Safety Risk Management
EHEST SMM for Complex Operators: Chapter 8, “Safety Risk Management”
SMS for Airports: 5.4–5.7
FAA ATO SMS Manual: Chapter 3, “The Safety Analysis and Risk Mitigation Process”
ARMS Methodology for Risk Assessment, How to Risk Assess Using the ARMS Methodology, ARMS Quick Reference Guide
FSF Basic Aviation Risk Standard
TCCA Integrated Risk Management Framework Lexicon (English and French):

[bookmark: _MON_1542008499] 
	9, 16




Section 3: SMS Component 3 (Safety assurance)

	Learning Objective #
	Learning Objective
	Key Learning Points
	Resources
	SM ICG Core Competency #

	1
	To analyze an organization’s means to measure safety performance
(What)
	Definitions related to safety performance
· Safety performance relates to the organization’s contribution to aviation safety
Indicators: Types of indicators, use of indicators, characteristics of effective indicators, possible unintended effects of using indicators and targets 
Data: Types of data, sources of data, quality of data, characteristics of data, limitations of data, data collection methods
Data analysis: Tools, capability, trends
Measuring what is important rather than what is easy to measure
Results: Input into management review process, action taken 
	

ICAO SMM: 2.12, 5.4–5.1, 5.4–5.7, Appendix 6 to Chapter 5
SM ICG A Systems Approach to Measuring Safety Performance: The Regulator Perspective
SM ICG Measuring Safety Performance Guidelines for Service Providers
SM ICG SMS for Small Organisations: 3.1, “Safety Performance Monitoring and Measurement,” Appendix 11, “Safety Performance Indicators for a Small Organization”
SMS for Airports: 6.7, “Measuring SMS Performance—Trend Analysis”
CAA NZ AC 100-1, Safety Management: 2.7, “Monitoring and Measuring Safety Performance”
Eurocontrol “ANS Performance Monitoring”
FAA ATO SMS Manual: 1.5.1, “Measuring NAS-Wide ATO Safety Performance”; 3.6.4, “Develop Safety Performance Targets”
FAA ATO Performance Measurement Profile:


	4, 9

	2
	To evaluate how an organization assesses its safety performance compared with its safety objectives
(How)
	Links and robustness of the safety performance cycle:
Set objectives, targets and indicators  Determine sources of data  Gather and analyze data  Monitor performance indicators  Measure safety performance  Input into management review  Assess results and take action  Validate corrective action effectiveness  Review objectives and targets  etc. 
Effectiveness looks at whether:
· The process is documented
· Safety data is collected; what sources of data the organization is using; the quality of the data used for safety indicators; how accessible safety reporting systems are
· Safety data is analysed; what analytical capability the organization has; what tools are used
· Information is extracted; what trends are detected; how indicators are used as input into the management review process
· Alert levels and alerting triggers are appropriate and activated 
· Indicators are understood and results are communicated; feedback to submitters using the reporting systems
· Information drives corrective action or further improvement in safety performance targets; which management decisions are made
· Indicators are periodically reviewed for appropriateness and pertinence
	SM ICG SMS Evaluation Tool
EASA/ANSP Questionnaire for Measurement of Effectiveness of Safety Management SKPI
ICAO SMM: Appendix 12 to Chapter 4, “SMS Assessment Checklist”
	4, 9

	3
	To assess an organization’s change management process
	Recognizing which changes, in isolation or combination, may have a safety impact
· Changes which may affect the level of safety risk associated with the organization’s aviation products, infrastructure/system, management, operation, or services provided
Recognizing the impact of internal and external change
· Identifying and managing the safety risks that may arise from those changes
Effectiveness of existing risk controls/mitigations
Introduction of new hazards
	ICAO SMM: 2.8, 5.3.74–5.3.77
CASA SMS for Aviation - A Practical Guide (2nd Edition): Booklet 4, Safety Assurance (pp. 4–12)
CASA Managing Change in the Aviation Industry
CAA NZ AC 100-1, Safety Management: 2.8, “Management of Change”
SM ICG SMS for Small Organizations: 3.2, “The Management of Change”; Appendix 13, “Management of Change Template”
EHEST SMM for Complex Operators: 8.9, “The Management of Change”; Appendix 8, “Change Management Form”
TCCA Aviation Safety Letter – “An Ounce of Prevention”
	1

	4
	To explain the relationship between quality assurance and safety assurance
	Defining quality assurance and safety assurance
Safety assurance complements quality assurance to validate the effectiveness of safety risk controls
Interaction between quality assurance and safety assurance
Basic characteristics of QMS and differences with SMS
	ICAO SMM: 5.3.62–5.3.65
ICAO SMP/2-WP/4, Internal Audit Role in Safety Assurance:


ICAO SMP/2-WP/5, Management System Integration:


CAA NZ Resource Kit Booklet 2, From QMS to SMS
CAA NZ AC 00-3, Internal Quality Assurance
TCCA AC 107-001, Guidance on Safety Management Systems Development: 9.0, “Quality Assurance Program”
TCCA AC SUR-003, Quality Assurance Programs (under development)
ISO 0900, Guidance on Auditing the Internal Audit Program
Safety Assurance v Quality Assurance (lessons learned from Toyota):


Aviation Safety Management System: Towards an Integrated Management System (Portugese):


	1, 8

	5
	To evaluate how an organization assesses the effectiveness of its SMS, to continuously improve the SMS
	What effectiveness means
External/internal review processes (audits, surveys, safety performance indicators (SPIs), lessons learned, etc.)
· Outcomes feeding back into the SMS
Link with the safety performance cycle
· Recognizing a change in safety performance and taking action
Senior management review of the effectiveness of the SMS
	ICAO SMM: 5.3.78–5.3.82
SM ICG SMS Evaluation Tool
ISO 9001, Guidance on Auditing Improvement
NZCAA AC 100-1, Safety Management: 2.9, “Continuous Improvement of the SMS”; 2.10, “Internal Audit Programme”; 2.11, “Management Review”
SMS for Airports: 6.6, “SMS and Internal Safety Assessments”; Annex B and C
SM ICG SMS for Small Organizations: 3.3, “Continuous Improvement of the SMS”; Appendix 14, “Management Review Template”
	1




Section 3: SMS Component 4 (Safety promotion)

	Learning Objective #
	Learning Objective
	Key Learning Points
	Resources
	SM ICG Core Competency #

	1
	To evaluate an organization’s safety communication, training, and education processes
	Training and Competency:
· Competency definition and competency assessment
· Training needs analysis (includes contracted personnel), including ongoing (recurrent) training
· Training methodology appropriate to the material and the individual
· Training will vary between different roles in the organization
· Competency of trainers (external providers or internally delivered)
· Effectiveness of safety training program is monitored
· Training documentation and records
Safety Communication:
· Identification of relevant safety information sources (internal and external, including from interfacing organizations)
· Communication of safety information (internal, and external to other affected organizations)
· Methods of communication (appropriate to target audience)
· Safety-critical information is communicated in a timely manner
· Ensuring communication is received and acted upon as required
	ICAO SMM: 5.3.86–5.3.93
CASA SMS for Aviation - A Practical Guide (2nd Edition Booklet 5: Safety Promotion
NZCAA AC 100-1, Safety Management: 2.12, “Safety Training and Competency”; 2.13, “Communication of Safety-Critical Information”; Annex E, “Training and Compentency Guidance Material”
SMS for Airports: 6.8, “Safety Training and Education”
[bookmark: _GoBack]EHEST SMM for Complex Operators: Chapter 10, “Safety Promotion”; Chapter 11, “Training and Communication on Safety”
SM ICG SMS Evaluation Tool
ISO 9001, Guidance on Auditing Competence
ISO 9001, Guidance on Auditing Internal Communication
	1, 11



Section 4: SMS Evaluation

	Learning Objective #
	 Learning Objective
	Key Learning Points
	Resources
	SM ICG Core Competency #

	1
	To recognize different approaches to implementing and achieving an effective SMS
	Various approaches to implement SMS 
SMS procedures should be customized to each organization
Extending a single SMS over multiple activities requiring an approval/certificate
Integration of SMS with existing management system
	ICAO SMP/2-WP/10, Scalability of SMS and SSP Implementation:


Less complex organizations:
SM ICG SMS for Small Organizations
SM ICG SMS for Small Organizations: Considerations for Regulators
CASA SMS for Aviation - A Practical Guide (2nd Edition)” Booklet 7: SMS for Small, Non-Complex Organisations
CAA NZ Resource Kit Booklet 3, Implementing SMS Guidelines for Small Aviation Organisations
UK CAA CAP 1059, Safety Management Systems: Guidance for Small, Non-Complex Organisations
TCCA AC 107-002, SMS Development Guide for Smaller Aviation Organizations
More complex organizations:
UK CAA CAP 795, Safety Management Systems (SMS) Guidance for Organisations
TCCA AC 107-001, Guidance on Safety Management Systems Development
	1, 11

	2
	To plan an assessment of an organization’s SMS
	Team management, work scheduling, planning effective interviews, and sampling, etc.
Researching safety intelligence, safety record, enforcement record, and documentation of the organization
The authority’s policies, processes, procedures, and tools for the assessment of an organization’s SMS
	TCCA AC SUR-004, Civil Aviation Surveillance Program
International Accreditation Forum “Duration of QMS and EMS Audits”
CASA SMS Inspector’s Handbook (under development)
ANAC training material for SMS assessment planning (under development)
	3

	3
	To demonstrate interviewing skills of all levels of organizational personnel involved in the SMS
	Adaptation of questions according to the roles and responsibilities of the individual (consider flow of communication across the organization)
Use of probing questions/cascading questions
Cross-checking responses from various sources
	UK CAA SMS assessment questions:


AeroSafetyWorld, May 2012, “SMS Reconsidered”: 4 questions to assess SMS effectiveness
NZ CAA V-cycle diagrams:



Quality Progress, October 2009, “Ask, and Ye Shall Receive”:


	7

	4
	To obtain objective evidence where possible and exercise judgment when necessary to reach conclusions about an organization’s SMS
	Cross-checking of information from different sources
Seeking confirmation of doubts and concerns
Gathering objective evidence to support evaluation activities
Use of subjective judgment to assess effectiveness rather than just compliance
	State legal authorities for inspectors re evidence gathering
ISO 9001, Audit Guidance on Evidence Collection
	14

	5
	To explain the allowable use and control of information obtained from an organization’s SMS
	State legal framework and regulator policies for protection and release of organization information (appropriate vs. inappropriate usage or disclosure)
Appropriate information to take into the regulator’s possession (what is evidence?)
Potential impact of data release or inappropriate usage, including inadvertent disclosure
State responsibility to determine the most appropriate action to address safety issues arising from sensitive information accessed (e.g., internal reporting systems, flight data monitoring (FDM))
	State legal requirements and policies
Example compliance philosophies:
FAA Order 8000.373, Federal Aviation Administration Compliance Philosophy
TCCA CAD 107-004, Aviation Enforcement – Safety Management Systems
	6

	6
	To identify systemic deficiencies in an organization
	Systems thinking (i.e., beyond how the organization presents itself through its manuals, to understand their system and processes)
Definition of systemic
Difference between systemic and individual deficiencies
Systemic deficiencies at an organizational level
	

SKYbrary Toolkit: Systems Thinking for Safety/Systems Thinking Methods
Virginia Deptartment of Health training example for systemic deficiency
	3, 8

	7
	To assess the effectiveness of an SMS and discern whether the SMS is appropriate for the size and complexity of the organization
	Typical markers of organizational complexity
Application of the State SMS evaluation tool to assess an SMS, including scalability
Acceptance criteria taken into account for the assessment and the expectation for different levels of performance (Present, Suitable, Operating, Effective)
How well the SMS processes are applied to technical processes
What is compliance? “Simple compliance” (are they complying?) vs. “effective compliance” (how they are complying, how compliance will be maintained, is the output as expected?). 
	SM ICG SMS Evaluation Tool
DGAC SMS Assessment Tool:


ICAO SMM: Appendix 12 to Chapter 4, “SMS Assessment Checklist”
EASA/ANSP Questionnaire for Measurement of Effectiveness of Safety Management SKPI
SM ICG SMS for Small Organisations: Considerations for Regulators
AeroSafetyWorld, May 2012, SMS Reconsidered: Four questions to assess SMS effectiveness
	1, 11
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Resource Material for Section 3 Component 2 Learning Objective 2.doc
Resource Material for Learning Objective:  To assess the effectiveness of the organization’s risk management process.

Recognize the key steps for an organization’s risk management process:

· Identify aviation safety-related hazards (What could cause harm?);


· Identify risks associated with those hazards (What could go wrong?);


· Identify risk scenarios (How could it happen?);


· Identify consequences of those risks (Who could be affected and how?);


· Rate probability/likelihood (the chance of each risk resulting in the consequence – How often could it happen?);


· Rate severity (the impact of each consequence on the organization – How bad could it be?);


· Determine tolerability - Are the assessed risks within the organization’s defined acceptable level of risk?  If Yes, they can accept the risk.  If No, they must identify controls to reduce risk to the organization’s defined acceptable level of risk (risk level can be reduced by reducing likelihood, severity, or both);

· Risk mitigation – Also consider impact on existing risk controls and the possible generation of new risks;

· Risk accountability - Monitor and assess effectiveness of risk controls; Review existing risk controls as a result of subsequent event investigation.

· Residual risk - After risk controls are applied, re-evaluate to determine residual risk.  The residual risk must be within the organization’s defined tolerable level of risk, otherwise further controls are required.


Risk Management also needs to look at potential hazards and risks in design of new systems or procedures or changes to them prior to implementation:


· What could go wrong if the systems or changes are implemented and what controls should be incorporated?


· Have appropriate SMEs been included in the design process to ensure that the new or changed process is realistic?


· Have interfaces and impact on other related systems been considered
?


· What should be built into the safety assurance strategy?


The accumulation of incremental changes and aggregate risk


A common problem is not the failure to apply SRM to major changes but the neglect of scrutiny of frequent, “minor,” changes. Particularly where small changes occur incrementally over time, a gradual, “drift,” may occur.
 SRM needs to be done and evaluated for all changes. At the same time, the process must be simple and scalable to be both efficient and effective.


Risk Transfer


Also need to look at substitute risk – new hazards introduced by the changes involved in the controls.


Transitional risk should also be considered (period between identifying an unacceptable risk and implementing risk controls.

�Failure to perform pre-implementation SRM is a common problem ion our experience. CAAs’ inspectors must approve, accept, certificate many, if not most changes to service provider systems. Checking on whether they have done appropriate SRM, “homework,” should be part of the certification/approval/acceptance process.



�Dr. Sidney Dekker has accounts of such a drift in a discussion of the Alaska 261 accident, a good case study example.



�Sometimes cumulative effects of additional controls may increase workload and complexity as well  as creating potential goal conflicts. Inclusion of knowledgeable SMEs in the design and review process on the part of the service provider can help. Thus also underscores the importance of taking a systems perspective when inspectors evaluate changes for approval.
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LEXIQUE

RDIMS # / SGDDI No. 6083986


CADRE INTÉGRÉ DE GESTION


DES RISQUES


DE L’AVIATION CIVILE


		ALPHABETICAL ENGLISH DEFINITIONS LISTING

		LISTE ALPHABÉTIQUE DES DÉFINITIONS FRANCOPHONES



		Accident

Accountability

Action Plan

Action Research

Associated Issues

Assumptions

Authority

Basic activity

Certainty

Chaotic

Complex

Complexity

Complicated

Components of the Hazard

Consensus

Consequence

Constraint

Cost-Benefit Analysis

Defining the Scope

Documentation Framework

Documenting the Risk Management Process

Evaluation of the Risk Control Options

Exposure

Exposure Interval

Feedback Loops

Follow-up

Frequency

Hazard

Hazard Statement

Identifying Risk Control Options

Impact

Incident

Likelihood

Linear

Mitigate

Monitoring

Non-linear

Opportunity

Probability

Public Safety

Qualitative

Quantitative

Residual Risk

Risk

Risk Activity

Risk Analysis

Risk Appetite

Risk Assessment

Risk Assessment Team

Risk Aversion

Risk Criteria

Risk Decision

Risk Evaluation

Risk Identification

Risk Index

Risk Indicator

Risk Level

Risk Management

Risk Management Process

Risk Management Team

Risk Profile

Risk Scenario

Risk Treatment

Safe-fail

Safety

Safety Management

Safety Management System

Safety Results

Severity

SHELL Model

Simple

Stakeholder

Stakeholder Consultation

Stakeholder Impact

Stakeholder Profile

Strategic Environmental Assessment (SEA)

Subject Matter Expert [SME]

System

System Thinking

Transitional Risk

Uncertainty

		Accident

Activité à risque

Activité de base

Analyse coûts-avantages

Analyse des risques

Atténuer

Aversion au risque

Boucles de rétroactions

Cadre de documentation

Certitude

Chaotique

Complexe

Complexité

Compliqué

Composantes d’un danger

Consensus

Conséquence

Consultation auprès des intervenants

Contrainte

Critères de risque

Danger

Décision relative aux risques

Définir la portée

Échec intégré

Énoncé du danger

Enregistrement du processus de gestion des risques

Équipe de gestion des risques

Équipe d’évaluation des risques

Évaluation des options de contrôle des risques

Éxamen des risques

Évaluation environnementale stratégique (ÉES)

Évaluation des risques

Expert en la matière (EM)

Exposition

Fréquence

Gestion de la sécurité

Gestion des risques

Goût du risque

Gravité

Hypothèse

Identification des risques

Identifier les options de contrôle des risques

Incertitude

Incidence

Incidences sur les intervenants

Incident

Indicateur de risques

Indice de risque

Intervalle d’exposition

Intervenant

Linéaire

Modèle SHELL

Niveau du risque

Non linéaire

Opportunité

Plan d’action

Pouvoir

Probabilité

Processus de gestion des risques

Profil de risque

Profil d’intervenant

Qualitatif

Quantitatif

Questions connexes

Recherche par l’action

Réflexion axée sur les systèmes

Responsabilité

Résultats de sécurité

Risque

Risque de transition

Risque résiduel

Scénario de risque

Sécurité

Sécurité publique

Simple

Suivi

Surveillance

Système

Système de gestion de la sécurité

Traitement des risques

Vraisemblance





		ENGLISH (Back to Alphabetical listing)

		FRANÇAIS (Retour à la liste alphabétique)



		Accident - Unplanned or unwanted event causing injury to personnel, damage to equipment or structures, loss of material, or reduction of ability to perform a prescribed function.


Accident



		Accident - Événement non planifié ou non désiré occasionnant des blessures au personnel, des dommages à l’équipement ou aux structures, une perte du matériel ou une réduction de la capacité d’effectuer une fonction prescrite.


Accident





		Accountability - Obligation or willingness to accept responsibility to account for one's actions.


responsabilité



		Responsabilité - Obligation ou consentement à assumer la responsabilité de ses gestes.


Accountability





		Action Plan - As part of Risk Treatment, the Action Plan under the responsibility of the Decision Maker is a record of the activity[s] to be undertaken.  It includes the Implementation date, completion date, person[s] responsible for individual tasks, monitoring impact and documenting the results, [follow-up].


Plan d’action



		Plan d’action - Dans le cadre du traitement des risques, le plan d’action, sous la responsabilité du décideur, est un journal de l’activité ou des activités à mener. Il inclut la date de mise en œuvre, la date d’achèvement, les responsables des tâches individuelles, la surveillance des incidences et l’enregistrement des résultats [suivi].


Action Plan





		Action Research - The process of assessing after the fact what went well in a Risk Assessment, and what concerns exist in and around it, with the intention of improving both the effectiveness of future risk mitigation measures and the conduct of future Risk Assessments.


Recherche par l’action



		Recherche action - Il s’agit d’un processus d’évaluation subséquent à l’évaluation des risques identifiant les point réussis et les préoccupations connexes dans le but d’améliorer tant l’efficacité des mesures d’atténuation des risques que le déroulement des évaluations du risque futures.


Action Research





		Associated Issues - Any element of the situation that has an impact on, or complicates making a decision.


Questions connexes



		Questions connexes - Tout élément d’une situation qui complique ou qui a des incidences sur le processus décisionnel.


Associated Issues





		Assumptions - Anything taken for granted in observing the situation.


Hypothèse



		Hypothèse - Tout ce qui peut être tenu pour acquis en observant la situation.


Assumptions





		Authority - Organizational power and responsibility an individual or team carries.


Pouvoir




		Pouvoir - Pouvoir et responsabilités organisationnels que possède une personne ou une équipe.


Authority






		Basic activity - Any situation where you feel concern that something might go wrong.


Activité de base




		Activité de base – Toute situation où vous craignez que quelque chose ne tourne mal.


Basic activity



		Certainty - The subjective state of confidence about the happenning of an event occurrence.  Knowing with confidence, absence of doubt or hesitation


Certitude



		Certitude - Un état subjectif de conviction à l’égard d’un événement. Savoir avec confiance, sans doute ni hésitation.


Certainty





		Chaotic - A confused mass or mixture or conglomeration of parts or elements without order or connection producing unpredictable and confusing effects.


Chaotique



		Chaotique - Une masse, un mélange ou un regroupement désordonné de parties ou d’éléments sans ordre ni connexion, produisant des effets confondants ou imprévisibles.


Chaotic







		ENGLISH (Back to Alphabetical listing)

		FRENCH (Retour à la liste alphabétique)



		Complex - Comprised of many components with multiple interconnected feedback loops.


Complexe

[Complexity: The Emerging Science at the Edge of Order and Chaos, M. M. Waldrop, 1992, Simon & Schuster, New York, NY]




		Complexe - Ce qui est constitué de plusieurs composantes avec de multiples boucles de rétroaction interconnectées. 


 Complex

[WALDROP, M. M., Complexity: The Emerging Science at the Edge of Order and Chaos, New York, Simon & Schuster, 1992.]






		Complexity - Characteristic of a system describing the degree of interaction between its components.  As the number and nature of the interactions increase, behavior within the system becomes immeasurable in linear terms.  Non-linear patterns emerge.


Complexité

[Synthesized from numerous sources]




		Complexité - Caractéristique d’un système qui décrit le degré d’interaction entre ses composantes. À mesure que la quantité et la nature des interactions augmentent, les réactions du système deviennent impossibles à mesurer dans des termes linéaires. Des tendances non linéaires se dégagent.


Complexity

[Composée à partir de sources diverses]






		Complicated - A situation, issue, system or problem consisting of an intricate combination of parts or elements not easy to unravel or separate.


Compliqué

[Oxford Dictionary]




		Compliqué - Une situation, un enjeu, un système ou un problème composé d’une combinaison confuse de parties ou d’éléments difficiles à démêler ou à séparer.


Complicated

[Oxford Dictionary]






		Components of the Hazard - Contributing elements of a hazard or the specific elements of the condition, object or activity that have a potential to cause harm or damage.


Composantes d’un danger



		Composantes d’un danger - Éléments contribuant à un danger ou les éléments spécifiques d’une condition, d’un objet ou d’une activité qui pourrait provoquer des blessures ou des dommages.  


Components of the Hazard





		Consensus - General agreement within a group.


Consensus

[Oxford Dictionary]




		Consensus - Accord général entre les membres d’un groupe.


Consensus

[Oxford Dictionary]






		Consequence - Impact or effect as a result of the scenario. (see Impact)


Conséquence



		Conséquence - Incidence ou effet résultant du scénario. (voir incidence)


Consequence





		Constraint - Any element of the situation that has the potential to limit action.


Contrainte



		Contrainte - Tout élément d’une situation qui pourrait limiter une mesure. 


Constraint





		Cost-Benefit Analysis - Measuring the advantages of the Risk Decision against its impact, both in quantitative and qualitative terms.


Analyse coûts‑avantages



		Analyse coûts-avantages - Mesurer les avantages de la décision sur le risque par rapport à son incidence, en termes quantitatifs et qualitatifs.


Cost-Benefit Analysis







		ENGLISH (Back to Alphabetical listing)

		FRENCH (Retour à la liste alphabétique)



		Defining the Scope - Setting the parameters of the Risk Decision to be taken in order to understand the total impact of the Risk[s].


Définir la portée

[CSA Q 850/ ISO 31000]




		Définir la portée - Déterminer les paramètres de la décision en matière de risque qui doit être prise afin de comprendre toutes les incidences du ou des risques.


Defining the Scope

[CSA Q 850/ ISO 31000]






		Documentation Framework - Structure established at the beginning of the Risk Management Process used to retain data and evaluate how well the outputs of the process meet the original concern, risk or hazard.


Cadre de documentation



		Cadre de documentation - Structure établie au début du processus de gestion des risques et utilisée pour conserver les données et évaluer à quel point les résultats du processus correspondent aux préoccupations, aux risques ou aux dangers définis initialement.


Documentation Framework





		Documenting the Risk Management Process - Information management structure established at the beginning of the Risk Management Process used to retain data and records with the view to evaluate how well the outputs of the process meet the original concern, risk or hazard. Records of the risk management process shall be maintained throughout all steps. The Records, Documents and Information Management System RDIMS shall be the central repository unless otherwise specified by the Decision Maker.


Enregistrement du processus de gestion des risques



		Enregistrement du processus de gestion des risques - Structure de gestion de l’information établie au début du processus de gestion des risques et utilisée pour conserver les données et les dossiers dans le but d’évaluer à quel point les résultats du processus correspondent aux préoccupations, aux risques et aux dangers définis initialement. Des dossiers sur le processus de gestion des risques doivent être conservés à toutes les étapes. Le Système de gestion des dossiers, des documents et de l’information (SGDDI) doit être le système d’archivage central, sauf si le décideur en a décidé autrement.


Documenting the Risk Management Process





		Evaluation of the Risk Control Options - Assessing the options against risk criteria in order to choose the most appropriate option to implement.


Évaluation des options de contrôle des risques



		Évaluation des options de contrôle des risques - Comparer les options par rapport aux critères de risque afin de choisir l’option de mise en œuvre la plus adéquate.


Evaluation of the Risk Control Options





		Exposure – A measurement of the opportunity for a sequence of events, situation, activity or factors to occur during the Exposure Interval.


Exposition



		Exposition – Une mesure de la possibilité qu’une séquence d’événements, qu’une situation, qu’une activité ou que des facteurs se produisent durant l’Intervalle d’exposition. 


Exposure





		Exposure Interval - Period within which the risk activity is evaluated (time, cycles, intervals, people, etc.)


Intervalle d’exposition



		Intervalle d’exposition - Période au cours de laquelle l’activité à risque est évaluée (temps, cycles, intervalles, personnes, etc.).


Exposure Interval





		Feedback Loops - A structural feature of a system whereby information about the results (output) of a process, experiment, decision is returned to the originating source.  The returning information (feedback) can modify future input from that source.


Boucles de rétroactions

[Peter M. Senge (1990). The Fifth Discipline:  The Art and Practice of the Learning Organization.  New York:  Doubleday]




		Boucles de rétroactions - Caractéristique structurelle d’un système par laquelle l’information sur les résultats (extrants) d’un processus, d’une expérience ou d’une décision est retournée à la source. Le retour de l’information (rétroaction) peut modifier les entrées futures provenant de cette source.  


Feedback Loops

[SENGE, Peter M. The Fifth Discipline:  The Art and Practice of the Learning Organization,  New York, Doubleday, 1990.]





		ENGLISH (Back to Alphabetical listing)

		FRENCH (Retour à la liste alphabétique)



		Follow-up - Requirement to ensure that the approved action plan has been executed and to measure its effectiveness.


Suivi



		Suivi - Exigence pour s’assurer que le plan d’action approuvé a été exécuté et d’en mesurer l’efficacité.


Follow-up





		Frequency - How often a particular scenario may be expected to occur over a period of time.


Fréquence



		Fréquence - Nombre d’occurrences prévu d’un scénario particulier sur une période donnée. 


Frequency





		Hazard - A substance, human activity or situation that has the potential for causing injury or loss of life, damage to property, environmental degradation, social and economic disruption or a combination of the above, or functioning of government or a combination of the above.


Danger

[Government of Canada Interdepartmental Committee - All Hazards Risk Assessment Framework dated November 2009]




		Danger - Substance, activité humaine ou situation qui pourrait provoquer des blessures ou la mort, des dommages à la propriété, la détérioration de l’environnement, des perturbations socio-économiques ou gouvernementales ou une combinaison de ces problèmes.


Hazard

[Comité interministériel du gouvernement du Canada, Cadre d’intégration tous risques de novembre 2009]






		Hazard Statement - Detailed statement defining the scope of the hazard that exposes the decision maker and/or stakeholder, to risk.


Énoncé du danger



		Énoncé du danger - Énoncé détaillé qui décrit la portée du danger qui expose décideurs et/ou intervenants à un risque.


Hazard Statement





		Identifying Risk Control Options - Determining the safety action(s) that can be used to reduce the Likelihood, Severity and/or Exposure, in order to reduce the risk level of the hazard.


Identifier les options de contrôle des risques



		Identifier les options de contrôle des risques - Déterminer la ou les mesures de sécurité qui peuvent réduire le niveau de vraisemblance, de gravité et/ou d’exposition afin de faire baisser le niveau de risque du danger.


Identifying Risk Control Options





		Impact - Consequence or effect as a result of the scenario. (see Consequence)


Incidence



		Incidence - Conséquence ou effet d’un scénario (voir « Conséquence »)


Impact





		Incident - Minor event attracting noteworthy attention.


Incident



		Incident - Événement mineur qui attire une attention digne de mention.


Incident





		Likelihood - The chance of something happening during the exposure interval.


Vraisemblance

[ISO Guide 73:2009]




		Vraisemblance - La chance qu’une chose se produise durant l’intervalle d’exposition.


Likelihood

[Guide ISO 73:2009]






		Linear - Of causation, evolution, time, etc. changing by regular steps or stages, sequentially.


Linéaire

[Oxford English Dictionary]




		Linéaire - Se dit d’une causalité, d’une évolution, d’une période, etc. qui change selon des étapes régulières, en suivant une séquence.


Linear

[Oxford English Dictionary]






		Mitigate - To make milder, less severe or less harsh.


Atténuer



		Atténuer - Adoucir, rendre moins grave ou moins sévère.


Mitigate







		ENGLISH (Back to Alphabetical listing)

		FRENCH (Retour à la liste alphabétique)



		Monitoring - Continual checking, supervising, critically observing or determining the status in order to identify change from the performance level required or expected.


Surveillance

[ISO Guide 73:2009, definition 3.8.2.1]




		Surveillance - Vérification continue, supervision, observation critique ou détermination du statut afin de cerner les changements nécessaires ou espérés sur le plan du rendement.


Monitoring

[Guide ISO 73:2009, définition 3.8.2.1]






		Non-linear - Involving or possessing the property that the magnitude of an effect or output is not proportionally related to that of the cause or input.


Non linéaire


[Oxford English Dictionary]




		Non linéaire - Concernant ou ayant une caractéristique selon laquelle l’ampleur d’un effet ou d’un résultat n’est pas proportionnelle à la cause ou à la source.


Non-linear

[Oxford English Dictionary]






		Opportunity - A potential positive deviation from what is normal, and is generally something that can improve an existing situation.


Opportunité



		Opportunité - Déviation positive par rapport à ce qui est normal pouvant généralement améliorer une situation existante.


Opportunity





		Probability - Measurement of the likelihood that a sequence of events will occur and result in a specific consequence.


Probabilité



		Probabilité - Mesure de la vraisemblance qu’une séquence d’événements se produira et provoquera une conséquence particulière.


Probability





		Public Safety - The protection of life, health, property and the environment.


Sécurité publique



		Sécurité publique - La protection de la vie, de la santé, de la propriété et de l’environnement.


Public Safety





		Residual Risk - Any risk remaining not addressed or created after selecting a risk control option.


Risque résiduel



		Risque résiduel - Tout risque qui demeure, qui n’a pas été traité ou qui apparaît après avoir choisi une option de contrôle des risques.


Residual Risk





		Risk - Something happening that may have an impact on the achievement of objectives.


Risque

Note: When considering pure safety risks, Risk is the potential for injury or Loss [i.e. What can go wrong?].


[National Audit Office 2000 – UK]




		Risque - Un événement qui peut avoir des incidences sur la réalisation des objectifs. 


Risk

Remarque : En ce qui concerne les risques de sécurité,  risque signifie la possibilité de provoquer des blessures ou la mort [donc, qu’est-ce qui peut mal se passer?].


[National Audit Office 2000, R.-U.]






		Risk Activity - The operation with which a given (number of) risk(s) is associated.


Activité à risque



		Activité à risque - Une activité qui comporte un certain nombre de risques.


Risk Activity





		Risk Analysis - Process to comprehend the nature of risk and to determine the level of risk. Risk Analysis includes risk estimation.


Analyse des risques

[ISO Guide 73, 3.6.1]




		Analyse des risques - Processus permettant de comprendre la nature des risques et pour déterminer le niveau de risque. L’analyse du risque comprend une évaluation des risques.


Risk Analysis

[Guide ISO 73, 3.6.1]
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		Risk Appetite - Amount and type of risk that an organization is prepared to pursue, retain or take.


Goût du risque

[ISO Guide 73:2009, definition 3.7.1.2]




		Goût du risque - Quantité et type de risques qu’une organisation est disposée à traiter, à conserver ou à prendre.


Risk Appetite

[Guide ISO 73:2009, définition 3.7.1.2]






		Risk Assessment - Overall process of risk identification, risk analysis and risk evaluation.


Évaluation des risques



		Examen des risques - Processus global de détermination, d’analyse et d’évaluation des risques.


Risk Assessment





		Risk Assessment Team - A group of Subject Matter Experts [SME] chosen for their competence to assist in the risk assessment process and making recommendations to the Decision Maker.


Équipe d’évaluation des risques



		Équipe d’évaluation des risques - Un groupe d’experts en la matière (EM) choisi en vertu de leurs compétences pour contribuer au processus d’évaluation des risques et pour aider à formuler des recommandations aux décideurs.


Risk Assessment Team





		Risk Aversion - Attitude to turn away from risk.


Aversion au risque

[ISO Guide 73:2009, definition 3.7.1.4]




		Aversion au risque - Attitude d’évitement à l’égard des risques.


Risk Aversion

[Guide ISO 73:2009, définition 3.7.1.4]






		Risk Criteria - Risk criteria are based on the organization’s strategic objectives and are the standard from which the significance of risk is evaluated.


Critères de risque



		Critères de risque - Les critères de risque sont fondés sur les objectifs stratégiques de l’organisation et sont la norme qui permet d’évaluer l’ampleur des risques.


Risk Criteria





		Risk Decision - Selection of risk control options.


Décision relative aux risques



		Décision relative aux risques - Choix des options de contrôle des risques.


Risk Decision





		Risk Evaluation - Process of comparing the results of risk analysis with risk criteria to determine whether the risk and/or its magnitude is acceptable or tolerable.


Examen des risques

[ISO 31000 2.26]




		Évaluation des risques - Processus de comparaison des résultats de l’analyse du risque aux critères de risque afin de déterminer si les risques et/ou l’ampleur des risques sont acceptables ou tolérables.


Risk Evaluation

[ISO 31000 2.26]






		Risk Identification - Process of finding, recognizing and identifying risks.


Identification des risques



		Identification des risques - Processus par lequel des risques sont cernés, reconnus ou identifiés.


Risk Identification
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		Risk Index - Relative indication of the level of risk. The product of the likelihood that a sequence of events, situation, activity or factors will occur and result in a specific consequence and the severity of the specific consequence to the stakeholder that is affected, and the exposure if needed.


Indice de risque

3 Variable Matrix: 


Likelihood x Severity x Exposure = Risk Index

Minimum 


Moderate 


High


0 – 10


11 – 30 


More than 30


2 Variable Matrix:


Likelihood X Severity = Risk Index


Minimum


Moderate


High


0-4 


5-9


More than 9




		Indice de risque - Indice relatif du niveau de risque qui est déterminé en multipliant la vraisemblance qu’une chronologie d’événements, qu’une situation, qu’une activité ou que des facteurs se produisent et provoquent une conséquence particulière, par la gravité de la conséquence particulière à l’endroit de l’intervenant affecté et si nécessaire par l’exposition.


Risk Index


Matrice à trois variables :


Vraisemblance x Gravité x Exposition = Indice de risqué


Faible


Modéré


Élevé 


0 – 10


11 – 30 


Plus de 30


Matrice à deux variables :


Vraisemblance x Gravité = Indice de risqué


Faible


Modéré


Élevé


0 – 4 


5 – 9 


Plus de 9






		Risk Indicator - A measure to monitor the risk level[s] of a system or organization.  


When values of risk indicators are tracked collectively over time, significant changes may indicate a change in the underlying risk level, thereby contributing to the capacity to predict and respond in a timely manner. Therefore, risk indicators serve as an early warning to identify potential event that may impact on the achievement of activity/project objectives.


Indicateur de risques



		Indicateur de risques - Mesure servant à surveiller le ou les niveaux de risque d’un système ou d’une organisation. 


Lorsque les valeurs des indicateurs de risques sont suivies de manière collective sur une période donnée, des changements importants pourraient indiquer un changement au niveau de risque sous-jacent, contribuant ainsi à la capacité de prévoir les risques et d’intervenir en temps opportun. Les indicateurs de risques servent donc à détecter rapidement les événements qui pourraient avoir des incidences sur la réalisation des objectifs d’une activité ou d’un projet.


Risk Indicator





		Risk Level - Magnitude of one risk or various risks, expressed in terms of the combination of their likelihood and the severity of their potential consequences. Levels are: Very Low ; Low ; Low-Medium ; Medium; Medium-High; High; Very high.


Niveau du risque



		Niveau du risque - Ampleur d’un risque ou de plusieurs risques, exprimée en combinant leur vraisemblance et la gravité de leurs conséquences potentielles. Les niveaux sont : Très faible ; Faible, Faible-Moyen ; Moyen ; Moyen-Élevé ; Élevé ; Très Élevé.

Risk Level





		Risk Management - A systematic approach to setting the best course of action under uncertainty by identifying, understanding, assessing, monitoring, acting on, and communicating risk issues.


Gestion des risques

[TC Corporate Planning and Reporting Directorate -October 2009]




		Gestion des risques - Démarche systématique pour établir le meilleur plan d’action dans des situations d’incertitude en déterminant, en comprenant, en évaluant, en surveillant et en communiquant les questions liées aux risques et en prenant des mesures en conséquence.


Risk Management

[Direction de la planification et de l’établissement de rapports ministériels de TC, octobre 2009]
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		Risk Management Process - The risk management process should be:


· an integral part of management,


· embedded in the culture and practices, and


· tailored to the business processes of the organization.


It comprises of the following activities: 


· Communication and Consultation,


· Establishing the Context,


· Risk Identification,


· Risk Analysis,


· Risk Evaluation,


· Risk Treatment,


· Monitor and  Review [Follow-up].


Processus de gestion des risques

[ISO/FDIS 31000:2009- 5.0]




		Processus de gestion des risques - Le processus de gestion des risques devrait :


· être une partie intégrante de la gestion;


· être intégré à la culture et aux pratiques;


· être personnalisé selon les processus d’affaires de l’organisation.


Il comprend les activités suivantes : 


· Communications et consultations


· Établissement du contexte


· Identification des risques


· Analyse des risques


· Évaluation des risques


· Traitement des risques


· Surveillance et examen [suivi]


Risk Management Process

[ISO/FDIS 31000:2009- 5.0]






		Risk Management Team - All persons involved in the risk management process for a particular issue. The Risk Management Team includes the Risk Assessment Team, other team members responsible for taking action, monitoring impact, and follow-up, and the decision-maker (or delegate).


Équipe de gestion des risques

[RMC  June 2006]




		Équipe de gestion des risques - Toutes les personnes impliquées dans le processus de gestion des risques, en rapport à un problème particulier. L’équipe de gestion des risques comprend l’équipe d’évaluation des risques, autres membres d’équipes chargés de prendre des mesures, de surveiller les incidences et faire un suivi, ainsi que le décideur (ou les délégués).


Risk Management Team

[CGR, juin 2006]






		Risk Profile - Description of any set of risks.  


Note: The set of risk can contain those that relate to the whole organization, part of the organization, or as otherwise defined.


The Risk Profile encompasses the following:


· the organization's risks are identified through environmental scanning; 


· current status of risk management within the organization is assessed; and 


· the organization's risk profile is identified (key corporate risk areas, stakeholders’ risk tolerance, ability and capacity to mitigate risk, and learning needs).


Profil de risque

[ISO Guide 73:2009; 3.8.2.5]; [TBS’s IRMF]




		Profil de risque - Description de quelconque groupe de risques.  


Remarque : Un ensemble de risques peut inclure les risques liés à toute l’organisation, à une partie de l’organisation ou à un autre groupe, selon le cas.


Le profil de risque implique que:


· les risques soient identifiés au moyen d’une évaluation du contexte dans lequel l’organisation opère, 


· la situation actuelle de l'organisation en matière de gestion du risque soit évaluée et que 


· le profil de risque de l'organisation soit déterminé par les principaux secteurs de risque, la tolérance des intervenants à l'égard du risque, la capacité et l'aptitude à les atténuer et les besoins en apprentissage.


Risk Profile

 [Guide ISO 73:2009; 3.8.2.5]; [ CGIR du SCT ]






		Risk Scenario - A sequence of events, situation, activity or factors leading to a result that has single or multiple consequences.


Scénario de risque



		Scénario de risque – Une séquence d’événements, une situation, une activité ou des facteurs menant à un résultat ayant une simple ou de multiples conséquences.


Risk Scenario
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		Risk Treatment - Risk treatment involves taking action by implementing the selected risk control options, monitoring their impact and follow-up.


Traitement des risques



		Traitement des risques - Le traitement des risques comprend la mise en œuvre des mesures de contrôle des risques choisies incluant la surveillance de l’incidences et le suivi.


Risk Treatment





		Safe-fail - A strategy or tactic that can be discarded when found to be ineffective and is not costly in its curtailment.


Échec integré

[Harvard Business Review, A Leader's Framework for Decision Making, Nov2007, Vol. 85 Issue 11]




		Échec intégré - Stratégie ou tactique qui peut être éliminée si elle est inefficace et dont la réduction n’est pas coûteuse.


Safe-fail

[A Leader's Framework for Decision Making, Harvard Business Review, volume 85, numéro 11, novembre 2007]





		Safety - The condition to which risks are managed to acceptable levels.


Sécurité

[Civil Aviation Safety Program Manual 2009]




		Sécurité - Condition grâce à laquelle les risques sont gérés à des niveaux acceptables


Safety

[Manuel du programme de sécurité aérienne pour la Direction générale de l’Aviation civile, 2009]






		Safety Management - The part of an organization’s overall management function, which determines and implements its safety policy and principles.


Gestion de la sécurité



		Gestion de la sécurité - Dans le cadre des fonctions de gestion globale d’une organisation, la partie chargée de déterminer et de mettre en œuvre les politiques et les principes de sécurité.


Safety Management





		Safety Management System - Systematic, explicit, comprehensive, and proactive process for managing risks that integrates operations and technical systems with financial and human resource management to achieve safe operations and compliance. Includes strategies specifying how this will be achieved; the role of all individuals with respect to safety; the method used to measure and record the level of safety in the organization; the tools available to monitor ongoing safety levels and safety issues; and, the procedures implemented and lessons disseminated as a result of the previous steps.


Système de gestion de la sécurité



		Système de gestion de la sécurité - Processus systématique, explicite, complet et proactif de gestion des risques qui intègre les systèmes opérationnels et techniques et la gestion des ressources financières et humaines afin de mener des activités sécuritaires et d’assurer la conformité. Il comprend : des stratégies pour préciser la façon de le réaliser; le rôle de chaque personne concernée par la sécurité; la méthode utilisée pour mesurer et consigner le niveau de sécurité dans l’organisation; les outils disponibles pour surveiller les niveaux de sécurité et les enjeux en cours; les procédures qui ont été mises en œuvre et les leçons qui ont été diffusées à la suite des étapes précédentes.


Safety Management System





		Safety Results - The (long-term) impacts of the program’s collective activities.


Résultats de sécurité



		Résultats de sécurité - Incidences (à long terme) des activités collectives du programme.


Safety Results





		Severity - A measurement of the impact of a particular or multiple Consequences on the Stakeholder affected. 


Gravité



		Gravité - Mesure de l’incidence d’une ou de plusieurs conséquences sur l’intervenant affecté.


Severity
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		SHELL Model - The SHELL Model expresses the interrelationships and interdependencies of different systemic components and the human component under the influence of environmental conditions. The combination of hardware, software and human resources, does not exist in a vacuum; they always operate in a context of economic, political, historical and socio-cultural factors.  The model is depicted graphically to display not only its four components, but also the relationships, or interfaces between Liveware and all other components.


[Software-Hardware-Environment-Liveware (in support of the activity)-Liveware (at the centre of the activity)]


Modèle SHELL

[E. Edwards – 1972 Man and Machine: Systems for Safety; modified by Hawkins 1984, 1987]
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		Modèle SHELL - Le modèle SHELL démontre l’interrelation et l’interdépendance des différents éléments relatifs au système et aux personnes et sous l’influence des conditions environnementales. 


La combinaison des ressources matérielles, logicielles et humaines n’existe pas en vase clos; elles agissent toujours dans le contexte de facteurs économiques, politiques, historiques et socioculturels. Le modèle est illustré graphiquement de manière à montrer non seulement les quatre éléments, mais aussi la relation ou les interfaces, entre le personnel informatique et les autres éléments.


[Logiciel-Matériel-Environnement-Personnel (en support à l’activité)-Personnel (au centre de l’activité)]


SHELL Model


[EDWARDS, E. 1972 Man and Machine: Systems for Safety, 1984, modifié par Hawkins, 1987]


[image: image3.jpg]







		Simple - Easily discernable, comprehensible interaction between a limited number of components.


Simple

[Synthesized from numerous sources]




		Simple - Interaction facilement visible et compréhensible entre un nombre limité d’éléments.


Simple

[Composée à partir de sources diverses]






		Stakeholder - A person or organization with an interest in aviation safety and includes external stakeholders such as the traveling public, the aviation industry, the Foreign Civil Aviation Authorities, the International Civil Aviation Organization (ICAO) and internal stakeholders such as Civil Aviation personnel and the Minister of Transport.


Intervenant

[IMS Standard -TP 14693 05/2007; RDIMS 114879 – NCAMX approved]




		Intervenant - Personne ou organisation qui a un intérêt pour la sécurité aérienne, y compris les intervenants externes (notamment : les voyageurs, l’industrie de l’aviation, les autorités étrangères de l’aviation civile, l’Organisation de l’aviation civile internationale [OACI]) et les intervenants internes, notamment le personnel de l’aviation civile et le ministre des Transports.


Stakeholder

[Norme sur le SGI – TP 14693 05/2007; SGDDI no 114879 – approuvé par le CNDGAC]






		Stakeholder Consultation - Process by which interested parties participate in the risk decision by providing required information.


Consultation auprès des intervenants



		Consultation auprès des intervenants - Processus grâce auquel les parties intéressées participent à la prise de décision en matière de risques en fournissant des renseignements nécessaires.


Stakeholder Consultation





		Stakeholder Impact - Effect of the Risk Decision on the stakeholders.


Incidences sur les intervenants

		Incidences sur les intervenants - Effet des décisions en matière de risques sur les intervenants.


Stakeholder Impact
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		Stakeholder Profile - Identification of stakeholder needs, issues and concerns, serving as the basis for selecting the means of consulting and communicating.


Profil d’intervenant



		Profil d’intervenant - Détermination des besoins, des questions et des préoccupations des intervenants afin d’établir une base pour choisir les outils de consultation et de communications.


Stakeholder Profile





		Strategic Environmental Assessment (SEA) - SEA is a systematic process for evaluating the environmental effects of policy, plan or program (PPP) proposals.


Évaluation environnementale stratégique (ÉES)


[Transport Canada: STRATEGIC ENVIRONMENTAL ASSESSMENT MANUAL Revised: June 2004 (RDIMS # 805847)]



		Évaluation environnementale stratégique (ÉES) - Processus systématique d’évaluation des effets d’un projet de politique, d’un plan ou d’un programme sur l’environnement.


Strategic Environmental Assessment (SEA)


[Transports Canada : GUIDE DE L’ÉVALUATION ENVIRONMEMENTALE STRATÉGIQUE Révision : juin 2004 (SGDDI No. 805839)]





		Subject Matter Expert [SME] - Person who has knowledge and skills in a specific area.


Expert en la matière (EM)



		Expert en la matière (EM) - Personne qui a des connaissances et des compétences dans un certain domaine.


Subject Matter Expert [SME]





		System - Regularly interacting or interdependent group of items forming a unified whole.


Système



		Système - Groupe d’éléments interdépendants ou qui interagissent régulièrement de manière à former un ensemble unifié.


System





		System Thinking - An approach for managing complexity by helping decision-makers understand the cause and effect relationships among data, information, and people. 


It identifies types (or patterns) that occur over and over again in decision-making. Systems thinking expand individual thinking skills and improve individual decision-making.


Réflexion axée sur les systèmes

[Managing knowledge @ work an overview of knowledge management” a document prepared under the auspices of the United States General Services Administration to the Federal Knowledge Management Working Group of the Federal Chief Information Officers Council]




		Réflexion axée sur les systèmes - Démarche pour gérer la complexité en aidant les décideurs à comprendre les relations de cause à effet entre les données, les renseignements et les personnes.


Cette démarche permet de cerner les types (ou les modèles) qui se produisent de manière répétitive dans le processus décisionnel. Les réflexions axées sur les systèmes accroissent les compétences en matière de réflexion des personnes et améliorent leurs capacités de prendre des décisions.


System Thinking

[Managing knowledge @ work an overview of knowledge management, document rédigé sous l’égide du United States General Services Administration, Federal Knowledge Management Working Group, Federal Chief Information Officers Council]






		Transitional Risk - The risks, present during the time it takes between the assessment and the full implementation of the risk control options.


Risque de transition



		Risque de transition - Risques qui existent entre l’évaluation et la mise en œuvre complète des options de contrôle des risques.


Transitional Risk



		Uncertainty - The quality or state of being subjectively removed from a sense of assurance or confidence; implying doubt or hesitation.


Incertitude

[Synthesized from numerous sources]

		Incertitude - État ou qualité d’être, subjectivement, privé d’un sentiment d’assurance ou de confiance; et qui implique le doute ou l’hésitation.  


Uncertainty

[Composée à partir de sources diverses]





� EMBED Unknown  ���







� EMBED Unknown  ���
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Resource Material for Section 3 Component 3 Learning Objective 2.doc
Resource Material for Learning Objective:  To understand the organization’s means to measure safety performance.

INDICATORS

· Why Use Indicators


· Assess current safety performance

· Link between objectives and achievements


· Detect variation over time (trends)


· Forecast future performance


· Identify risk factors


· Part of organisation’s safety assurance processes:  testing whether the SMS is operating to expectations and requirements


· Part of the toolbox for monitoring the organisation and how well it is doing


· Commensurate with size of organisation and complexity of activities

· Types of Indicators


· Reactive or lagging indicators measuring the results of past activities/events

· Outcome indicator -  measure the results of the organisation’s activities


· Output indicators - measure products of a process / activities that are designed to positively affect outcome targets


· Proactive or leading indicators using forward-looking activities or predictive information


· Used to assess the robustness of organisational systems


Risk management indicators


Hazard identification indicators


Trend indicators

· Interactive indicators related to the safety culture of the organisation

· Examples:  Safety climate survey results, human factors indicators, communication and participation indicators


· Considerations


· Differentiation between operational and strategic indicators (decision-making at the right level of responsibility and authority)


· High-consequence outcome and lower-consequence event safety indicators

· Process Measures


· Direct measurements of outcomes infrequent or difficult to obtain (e.g. accidents); predictive; measures implementation and maintenance of essential processes (e.g. SMS processes, training, operational compliance); may be based on known relationships

· Characteristics of effective indicators


· Concrete:  Actual data collection; link to actual operations and processes


· Measurable:
Counts, rates, periodicity, 


· Data is available for measure


· Scale and complexity: the right type and amount of indicators


· Acceptable:
Chosen by appropriate decision-makers with the appropriate authority


· Management commitment to the safety objectives



· Defined selection criteria and alignment with safety risk management processes that determine the prioritisation of issues


· Documented in State-approved SMS and linked to SSP


· Reliable: Availability and access to data and sources of information


· Repeatability;  Review for pertinence


· Relevant:  Link to actual operations and processes – the organisation can demonstrate knowledge of its processes


· Logical link between indicators and targets and objectives


· Analysis of indicators allows action to be taken


DATA

· Types of Data


· Qualitative (e.g. observational, descriptive, categorical; measures the “qualities” of objects)


· Reports: Objective facts (observations; automatic data, e.g. FDA)


· Inferences: Logical conclusions based on facts (results of analysis)


· Judgments: Subjective conclusions; opinions (expert or lay)


· Quantitative


· Nominal: Numbers used as labels (essentially qualitative – cannot be manipulated mathematically)


· Ordinal: Ordered large to small, higher to lower; increments may not be meaningful


· Interval: Increments are meaningful (e.g. speed, temperature)


· Ratio: Rates, fractions


· Sources of Data


· Reporting systems: mandatory / voluntary; safety occurrences; hazards; confidential reporting;


· Internal safety investigations;


· Safety studies and reviews;


· Audits (internal and external);


· Risk assessments;


· Surveys (safety and culture);  etc.


· Quality of Data

· Reliability:  Consistency between measures of equivalent objects (e.g. different observers recording equivalent data from observing the same thing)


· Validity:  Data accurately represents what it’s intended to measure; correlation/relevance to performance of subject of interest; face validity – indicators that make intuitive sense


· Sensitivity:  Ability to detect variation


· Characteristics of Data


· Avoiding absolute indicators (e.g. number of incidents)


· Using rates and ratios (e.g. number of incidents per 1000 flying hours)


· Using trends (evolution of data over time)


· Periodicity that is relevant to the organisation and data source (e.g. an operator flying once a week vs. several flights a day)


· Limitations of Data

· Biases and Fallacies


· Recency bias: Most recently encountered, easiest to bring up in memory


· Salience bias: Most striking, attention-getting but not necessarily representative


· Confirmation bias: Discounting or low weight on information that disconfirms current belief 


· Hindsight bias: What we know now that we assume they should have known then


· Ecological fallacy: Stereotyping; assuming all members of a group will have characteristics of a norm, average, or stereotype


· Exception fallacy: Assuming that individuals or small samples are representative of a group


· Estimated Values


· Estimation methods


· Estimation criteria


· Data Collection


· Methods


· Automated data (e.g. FDA systems)


· Inspector observations


· Review of records


· Interviews


· Access to existing databases


· Data and information sharing


· Data Collection Activities


· Investigations


· Surveillance


· Safety studies


· Surveys


· Analysis


· Sampling


· Sufficient size and distribution


· Control of bias


ANALYSIS

· Data analysis


· Tools used to extract intelligence from the information and data

· Normalizing data (establish a “level playing field”)

· How to code / tag / categorise data so it can be drilled down into, filtered, assessed

· Allocation and dispatch of data/indicator review, filtering, assessment, compilation of information


· The concept of standard deviation, alert levels, and data volatility 


· Creating Scales:  Converting qualitative to quantitative data (e.g. categorization, scales)

· Graphs:  different types; how to generate and read them


· Creating displays and summaries:  Use of dashboards and performance summary tools

· Trend Analysis


· Tracking of data over time to provide trends


· Determination of monitoring periods that are appropriate and relevant to the organisation


· Trending:  average vs. median, increases/decreases, rates and ratios, timescales

· Consistency of data points (reliability); Sufficiency number of data points

· Regularity of sampling


· Control of “noise”


· Awareness of normal variation (e.g. seasonal trends, variable exposure)


· Trend Limitations

· Underestimated issues if there is under-reporting


· Overestimation because of topical or news-trendy issues


· Statistically irrelevant trends when there is too little data


· Trending the raw number of employee reports as an indication of how many problems are being experienced is a common but poor example


RESULTS

· Decision-making and actions 

· Internal mechanisms for review of indicators:  management review, safety committees, etc.

· Input into management review:  how information is escalated to decision makers 


· Output of management review:  what action is taken to correct safety deficiencies or improve organisation processes 


· Safety information sharing


· Gathering and sharing information with other aviation organizations and with the regulator


· The mechanisms for sharing; risks and opportunities

· Staff capability


· Training - competence to collect, analyse and use safety indicators


· Communication and Education - awareness of indicators and outcomes of their use
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Good Performance Measurement…


…includes a mix of reactive & proactive indicators


Proactive:





Leading/performance drivers


Measure activities or inputs to managing safety


Measurement linked to a preventative action


Used to improve the processes to reduce incidents


Reactive:





Lagging/trailing


Measure outcomes of past activity


Based on data from incidents that already occurred


Determine what areas need the most improvement




















Source of Good Performance Measurement statement:  TC’s Intro to SMS course Lesson Plan Module 5 Pg. 16 dated Sept. 11, 2005 (http://www.tc.gc.ca/eng/civilaviation/standards/sms-training-lesson_plans-module5-menu-2427.htm).  Also:  “Lagging measures without leading drivers do not communicate how the outcomes are to be achieved”.  i.e. how can you reduce incidents & accidents if you don’t add measures to change from current activities?





From new SMS e-course Module 6:


- Reactive performance indicators measure the outcomes of past activity.  They assess performance and are critical for focusing SMS efforts and determining what areas need the most improvement.


Proactive performance indicators predict future safety performance and reveal the presence of ‘latent conditions’ (conditions have not resulted in an accident/incident, but could result in an accident/incident) and deficiencies in an organization’s safety framework.





The Emperor Has No Hard Hat:  


p.110 – If the new behaviours are being consistently practiced, but there is no improvement in trailing indicators, then the intervention is not making you safer.  Cut your losses and try something else.


-p.131 – The closer to the production/service delivery activity that people are on the org chart, the more they should be measured and rewarded on activities (leading indicators), rather than outcomes (trailing indicators).  The reverse is true:  the higher that people are in the organization, the more they should be held accountable for outcomes, as opposed to activities.  You can only hold people accountable for things they can control.





TC example:


Inspectors say they are so busy meeting FOI requirements that they don’t have time to adequately evaluate CAPs for root cause analysis and effectiveness of preventative actions.  Is that because management is counting PVIs and assessments but not counting CAP evaluations and on-site follow-ups?  How would behaviour change if for a couple of years the emphasis was shifted to counting the latter instead of the former?  And think about the effect of a reward to reinforce the importance of ensuring that CAPs have been implemented such that the systemic issues will never recur – i.e. everyone who exceeds an established performance level each month of # of CAPs evaluated, # of follow-ups on site to verify effectiveness, and documented to meet a qualitative measure, gets first day of the following month off?!  Interesting to ponder how this type of approach can be applied in certificate holder’s organizations.





Outcomes vs. Outputs (per Pocket Guide to Performance Management):


- Outcomes are accomplishments important to an organization’s stakeholders, i.e. improvement in safety.  Outcomes tend to be specified in goal statements and focus on how success is judged in an organization.


- Outputs are accomplishments that result from correctly completing all steps in a process.  Outputs can be tangible such as cars or reports, or intangible such as services performed correctly or deficiencies identified.





Good Performance Measurement…


Reactive - Reduce:





Incidents


Accidents


Damage to equipment


Injuries


Internal audit findings


External non-compliances identified


Enforcement actions


Stakeholder complaints


Proactive - Increase:





Hazards identified


CAPs implemented & effectiveness measured


Procedures reviewed/updated


Internal audits performed


ERP drills/exercises


Safety cases conducted


Safety meetings/attendance


SMS improvement resources allocated


2


RDIMS # 8012343


…includes a mix of reactive & proactive indicators




















Reactive indicators focus on what you want less of, and proactive indicators focus on what you want more of.





Measurable within the company’s context.





Module 5 - Intro to SMS course:  “Good performance measurement includes a mix of reactive & proactive indicators”
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Performance Measure Profile 


System Risk Event Rate (SRER) 
FY 2013 Methodology Report 


 


 


 


Performance Measure Applicability 


☐ DOT Strategic Plan ☒ Destination 2025 


Goal: n/a 


Outcome: n/a 


Metric: n/a 


Goal: Move to the Next Level of Safety 


Outcome: Aviation risk is reduced through all 
phases of flight (gate-to-gate). 


Metric: Reduce risks in flight by limiting the rate 
of the most serious losses of standard separation 


to 20 or fewer for every thousand (.02) losses of 
standard separation within the National Airspace 
System. 


☐ Agency Priority Goal  


FY 2013 Performance Target 
Limit the rate of the most serious losses of standard separation to 20 or fewer for every thousand (.02) 
losses of standard separation within the National Airspace System. 


Lead Organization: Air Traffic Organization (ATO) 


 


 FY 2009 FY 2010 FY 20111 FY 2012 FY 2013 


Target N/A N/A 20.00 20.00 20.00 


Actual N/A N/A 24.54 9.33 TBD 


Definition of Metric  


Metric Unit: 


All instances of violation of a prescribed radar separation standards, termed loss of 
standard separation. 


Loss of Standard Separation (LoSS): 


The violation of a prescribed radar separation standard, as defined in FAA Order 
7110.65 or other national directive, for an operation under ATO services, including a 
pilot deviation, which results in less than the applicable separation minima between 
two or more airborne aircraft. 


Loss of Standard Separation (most serious): 


All validated losses of standard separation events with 66 percent or less of standard 
separation are categorized as Risk Analysis Events (RAE) and examined by a panel 


consisting of bargaining unit representatives, pilots, and other experts using a 
disciplined and exhaustive Risk Analysis Process.  Criteria used to determine those 
RAEs that constitute a serious LoSS event include: proximity, closure rate, 
repeatability and severity.   


System Risk Event Rate (SRER): 


The loss of standard separation data will be used to compute the SRER, which is the rate 
of the most serious losses, for every thousand losses of standard separation within the 


                                                 
1
 This was a new target for FY 2011.  No prior year results are available. 
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system. 


Computation: 
Rolling 12-month rate of serious losses of standard separation per thousand losses of 
standard separation.  


Formula: ∑(Serious Loss of Standard Separation)/(Total Loss of Standard Separation)*1,000 


Scope of 
Metric: 


This metric will measure the separation performance of radar controlled aircraft flying 
under Instrument Flight Rules.   


Method of 
Setting Target: 


The initial target of 20 was set based on a projection of SRER from legacy data 
(Operational Incidents and Pilot Deviations).  The target of 20 has been set for FY 2011 
through FY 2014 to establish a baseline while deploying improved analysis and loss of 
standard separation detection equipment.  It will set a minimum level of system 
performance that should be attainable while continuing an improving trend over historical 
performance. 


Why the FAA and/or DOT Choose this Metric 


The ATO ensures that aircraft flying within the National Airspace System maintain required separation. With 
this new metric, FAA will be able to: 


• Align our approach to safety with our international partners, 
• Integrate pilot and controller performance data on all air traffic incidents, 
• Evaluate separation incidents caused by other factors, including pilot deviations, 
• Avoid under-reporting and misclassification of incidents, and 
• Facilitate the safe transition to NextGen. 


Public Benefit 


Targeting the resources of the ATO to mitigate the most serious hazards in the NAS results in a focused 
increase in safety. A similar safety enhancement approach process in commercial aviation produced a 
dramatic decrease in the accident rate during the first part of the 21st century. 


Partners 


FAA’s Air Traffic Organization (ATO) and other lines of business as necessary to mitigate losses of standard 
separation. 


External Factors Affecting Performance 


None 


Source of the Data 


Source data for the SRER will be obtained through the reporting of loss of standard separation in accordance 
with the FAA orders or other national directives. Source data will be collected directly via the Comprehensive 
Electronic Data Analysis and Reporting (CEDAR) System and the Traffic Analysis and Review Program (TARP) 
from all the FAA‘s air traffic control facilities. ATO Safety and Technical Training will be responsible for 
assuring the accuracy of this data and for maintaining records. 


Statistical Issues 


The data are not subjective and all identified loss of standard separation events will be included in the SRER. 


Completeness 


The data are typically not finalized for 90 days following the close of the fiscal year.  The FAA has 
implemented procedures and equipment to identify report and validate all losses of separation, thereby 
removing the majority of the subjectivity and/or ability to filter the results.   


Reliability 


FAA uses performance data and information collected through a defined, repeatable risk analysis process for 
program management, personnel evaluation, and accountability in prioritizing its facility audits and 
assessments.  The FAA verifies and validates the accuracy of the data through the initial validation process 
followed by quality assurance and quality control reviews.  Reconciliation of the databases is conducted 
monthly and anomalies are explored and resolved.  In cases where major problems are identified, a request 
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to re-submit is issued.  The FAA conducts annual reviews of reported data and compares them with data 


reported from previous years.  
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SAFETY MANAGEMENT PANEL (SMP) 
 


SECOND MEETING 
 


Montréal, 11 to 15 July 2016 
 


Agenda Item 5:  Consideration of proposals for enhanced safety management guidance material 


5.9: Safety management systems 
 


INTERNAL AUDIT ROLE IN SAFETY ASSURANCE 
 


(Presented by SMP WG2) 
 


SUMMARY 
 


This working paper recommends the inclusion of additional guidance material 
to support the new Note to Annex 19, Appendix 2, Standard 3.1.1 regarding 
the role of internal audits in relation to safety assurance. 
 
Action by the SMP is in paragraph 5. 


REFERENCES 


Annex 19 — Safety Management, Amendment 1 
Doc 9859, Safety Management Manual (SMM)  
Job card SMP016 


1. INTRODUCTION 


1.1 The Safety Management Panel (SMP) was tasked with making recommendations to 
improve guidance material for the ICAO Safety Management Manual (SMM) (Doc 9859) regarding the 
role of internal audits in relation to safety assurance. This working paper proposes additional guidance 
material for Chapter 9 of the SMM, fourth edition. 


2. INTENT OF NOTE TO APPENDIX 2, STANDARD 3.1.1 


2.1 Amendment 1 of Annex 19 introduces the following Note to Appendix 2, Standard 3.1.1: 


“Note:  An internal audit process is one means to monitor compliance with safety regulations, the 
foundation upon which SMS is built, and assess the effectiveness of these safety risk controls and 
the SMS.  Guidance on the scope of the internal audit process is contained in the SMM.” 
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2.2 With regard to the term “safety regulations” used in this new Note, the ICAO Secretariat 
clarified that this term is consistent with the word “regulation” defined in Doc Doc 9734, Safety Oversight 
Manual, Part A — The Establishment and Management of a State’s Safety Oversight System, Appendix B 
and also used in the Note to Annex 19 — Safety Management, Appendix 1, Section 2: 


“Note.— The term “regulations” is used in a generic sense and includes but is not limited to 
instructions, rules, edicts, directives, sets of laws, requirements, policies and orders.” 


2.3 The intent of the new Note to Appendix 2, Standard 3.1.1 is to clarify that under a  safety 
management system (SMS), the organization still needs to monitor compliance with regulatory risk 
controls. The intent of the proposed guidance material is to clarify the role of the internal audit process 
within the SMS. 


2.4 In response to comments received to State letter AN 8/3-15/46, regarding the new Note to 
Appendix 2 Standard 3.1.1, and the Air Navigation Commission (ANC) Final Review of proposed 
Amendment 1 to Annex 19, the ICAO Secretariat provided the following clarification to support a 
harmonized interpretation: 


“The internal audit process does not verify the safety performance of the organization.  
Information used to measure the organization’s safety performance is generated through its 
safety reporting systems and is verified in reference to the safety performance indicators and 
targets.” 


3. CONTEXT OF INTERNAL AUDITING 


3.1 In many areas that are subject to aviation safety regulations, applicable regulations, 
industry standards (including ISO 9001 and AS/EN9100 series standards) and/or non-aviation regulatory 
requirements may contain management system provisions calling for some type of internal audit function 
(sometimes also referred to as ‘compliance monitoring function’). This function is an essential part of 
SMS; it is necessary to ensure that risk controls applied in the form of regulations, standards and 
requirements are effectively implemented and monitored by the service provider. 


3.2 Most aviation safety regulations provide specifications for risk controls that have been 
established at a State level. Service providers must provide risk controls in the context of their operational 
environment that meet the regulations, in addition to developing risk controls for hazards that are unique 
to their organization and its operating environment. Ensuring compliance is, therefore, part of risk 
management. 


4. GUIDANCE MATERIAL PROPOSAL 


4.1 The guidance material proposed in the Appendix of this working paper is intended to 
clarify the role of internal audits in relation to safety assurance within the SMS. 
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5. ACTION BY THE SMP 


5.1 The SMP is invited to: 


a) consider the proposed guidance material in this paper; and; 


b) agree on the ideas developed in the Appendix of this working paper. 


— — — — — — — — 
 











 


 


SMP/2-WP/4 
Appendix 


 
APPENDIX  


 
PROPOSED ADDITION TO CHAPTER 9 OF SMM, FOURTH EDITION 


 
 
 
It is proposed to add the following paragraphs to section 9.3.3 of SMM 4th edition, to complement the 
existing Chapter 5 guidance for SMS Component 3 and SMS Element 3.1: 
 
The safety assurance function assesses the effectiveness of the SMS, including the effectiveness of the 
service provider’s safety risk controls.  Safety assurance shall give confidence that risks to aviation safety 
are being managed and controlled to acceptable levels by the service provider through appropriate 
actions, that internal processes are effective, and that safety objectives are met. 
 
Most aviation safety regulations provide specifications for risk controls that have been established at a 
State level. Service providers must provide risk controls in the context of their operational environment 
that meet the regulations, in addition to developing risk controls for hazards that are unique to their 
organization and its operating environment. Ensuring compliance is, therefore, part of risk management. 
 
Internally the internal audit process to monitor compliance with aviation safety regulations is an essential 
part of SMS: it is necessary to ensure that risk controls applied in the form of regulations are effectively 
implemented and monitored by the service provider, and that the causes and contributing factors of any 
non-compliances are analysed.  As the applicable regulations are transferred into the service provider’s 
policies, processes and procedures (operational/technical processes and SMS processes), the main focus 
of the internal auditing is generally on those policies, processes and procedures. 
 
Planning of internal audits should take into account the safety criticality of the processes to be audited, the 
results of previous audits and assessments (from all sources), and the risk controls implemented as part of 
risk management. Internal audits can identify non-compliance with regulations and with the service 
provider’s policies, processes and procedures, as well as identify system deficiencies, lack of 
effectiveness of risk controls, and opportunities for improvement. 
 
Both compliance and effectiveness are essential for the service provider to achieve its safety objectives.  
The internal audit process can be used to determine both compliance and effectiveness.  The following 
questions can be used to assess compliance and effectiveness of each process/procedure required by 
regulations, including the internal audit process itself: 
 
Determine Compliance 
 Does the required process exist? 
 Is it documented (inputs, activities, interfaces and outputs defined)?   
 Does it meet requirements (the criteria)? 
 Is it understood by users?   
 Is it in use?   
 Is it being followed consistently by all affected personnel?   
 Are the defined outputs being produced? 
 Have process changes been documented and implemented? 
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Determine Effectiveness  
 Is the process objective (purpose) being achieved consistently? 
 Is the process outcome (result) what the process ‘customer’ asked for? 
 Is the process regularly reviewed? 
 Are process changes risk assessed?  
 Have process improvements resulted in the expected benefits? 


 
In addition, internal audits should monitor progress in closing previously identified non-compliances 
(which should have been addressed through root cause analysis and the development and implementation 
of corrective and preventive action plans).  The results from analysis of root cause(s) and contributing 
factors for any non-compliance should feed into the service provider’s safety risk management processes. 
 
The outputs of the internal audit process become one of the various inputs to the safety risk management 
and safety assurance functions.  Internal audits inform the service provider’s management of the level of 
compliance within the organization, the degree to which internal controls in the form of policies and 
processes are effective and working as intended, and identify where corrective or preventive action is 
required.  
 
 
It is proposed to add the following paragraphs to section 9.3.3 of SMM 4th edition, to complement the 
existing Chapter 5 guidance for SMS Element 3.3: 
 
Internal evaluations/reviews assess the effectiveness of the SMS and identify areas for potential 
improvement of the SMS.  Effectiveness is achieved when the organization routinely monitors the SMS 
to identify potential areas of improvement and the outcomes of this process lead to improvements to the 
SMS. 
 
Determining SMS effectiveness requires implementation of methods to measure outputs as well as 
outcomes of the service provider’s processes, and assess the information gathered through these activities. 
Such methods may include internal and second- or third party audits, monitoring the recurrence of 
accidents and incidents, safety surveys, management reviews, evaluation of safety performance indicator 
levels and trends and comparison to the State aggregate and global levels, etc. 
 
Depending on the organization’s size and complexity, service providers should strive to implement a 
variety of methods to determine SMS effectiveness, and these should not be based only on audits for 
example.  The methods used must be clearly understood and repeatable, and result in recommendations to 
management for action to address ineffectiveness and decisions to continuously improve the SMS. 
 
 
It is proposed to change the following in SMM existing Chapter 5 and add the resulting text to section 
9.3.3 of SMM 4th edition: 
 
 
Para 5.3.80 – replace the text by the one below: to consider that internal audits also assess compliance 
with the SMS on an ongoing basis. 
 
5.3.80 Internal audits involve the systematic and scheduled examination of the service provider’s 
aviation activities and processes, including those required under the SMS. To be most effective, internal 
audits are conducted by persons or departments that are independent of the functions being audited. Such 
audits should provide the accountable executive, as well as senior management with feedback on the 
status of compliance with regulations and the service provider’s policies, processes and procedures, the 
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effectiveness of corrective actions, as well as the effectiveness of safety risk controls and the SMS as a 
whole. 
 
Para 5.3.81 -  replace the text with the one below to reflect the service provider’s viewpoint and focus on 
what they can learn from independent audits by third parties such as regulators, accredited certification 
bodies and industry associations.   
 
 
5.3.81 Additional feedback on the status of compliance with regulations, and the effectiveness of the 
SMS may be provided by relevant authorities responsible for acceptance and oversight of the service 
provider’s SMS and industry associations or other third parties selected by the service provider to audit 
their organization and processes. Results of such second- and third-party audits are inputs to the safety 
assurance function, providing the service provider with indications of the effectiveness of their internal 
audit processes and of opportunities to improve their SMS. 
 
 
 
Table 5-2 Phase 3 – clarify the intent of the reference to “establish an external quality audit programme”.  
The term ‘external audits’ is imprecise from the viewpoint of service providers.  Various auditing bodies 
use the more precise term ‘second-party audits’ to refer to an external audit performed by or for the 
service provider (i.e. customer) on a second organization (e.g. a supplier), and the term ‘third-party 
audits’ to refer to an external audit performed on the service provider by an accredited certification body 
or audit organization independent of the customer-supplier relationship. 
 
 
The guidance in SMM existing Chapter 5 should be reviewed to ensure it accurately reflects the 
principles in this Working Paper. 
 
 
It is proposed to complement Chapter 9 of SMM 4th edition with links to material on internal auditing, 
as part of the ICAO on-line resources supporting Annex 19. 
 
This may consider a wide range of available guidance such as, but not limited to: 
 
 New Zealand CAA AC 00-3 "Internal Quality Assurance" 


 TCCA AC SUR-003 “Quality Assurance Programs Overview” (under development) 


 FAA AC 120-59A “Air Carrier Internal Evaluation Programs” 


 SKYbrary:  Safety Audits 


 ISO 9001 Auditing Practices Group Guidance on “Internal Audit” 


 Quality Auditor Review, Volume 2 Issue 2 “Audit for Effectiveness & Suitability” 


 12th Annual ASQ Quality Audit Division Conference:  “Auditing for Continual Improvement:  A 
process for adding value” 


 ISO 9001 Auditing Practices Group Guidance on auditing Continual Improvement 


 UK Railway Safety and Standards Board “Safety Assurance Guidance” 


 
— END — 






image20.emf
SMP.2 - WP.05  Management system integration eg.pdf


SMP.2 - WP.05 Management system integration eg.pdf


 


SAFETY MANAGEMENT PANEL (SMP) 
 


SECOND MEETING 
 


Montréal, 11 to 15 July 2016 
 


Agenda Item 5:  Consideration of proposals for enhanced safety management guidance material 


5.9: Safety management systems 
 


MANAGEMENT SYSTEM INTEGRATION 
 


(Presented by SMP/WG2) 
 


SUMMARY 
 


This working paper recommends the inclusion of updated guidance material 
on management system integration into ICAO Doc 9859, fourth edition to 
more specifically consider integration benefits and related challenges.  
 
This also supports the new Note 2 to Chapter 4: ‘An organization may elect to 
extend one SMS across multiple service provider activities.’   
 
Action by the SMP is in paragraph 4. 


REFERENCES 


Annex 19 — Safety Management, Amendment 1
Doc 9859, Safety Management Manual (SMM) – Chapters 2.9,  4.4.2 and 5.4.2 
Job card SMP016 


1. INTRODUCTION 


1.1 This working paper presents the advantages of management system integration and 
highlights elements deserving particular attention. It also includes a number of considerations addressed 
to service providers extending their SMS across multiple activities and to regulators on how to ensure 
effective oversight of integrated management systems.  


1.2 Three aspects of management system integration are considered:  


a) effective integration of safety management processes into the organization’s existing 
system and processes;   


b) the benefits of taking an integrated approach to an organization that holds multiple 
aviation related approval certificates or to the management of all tasks and processes 
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required by different management system standards (safety, security, occupational 
health and safety, quality etc…); and 


c) the relationship and differences between quality management systems (QMS) and 
safety management systems (SMS) and how these could be implemented in an 
integrated manner. 


2. DISCUSSION 


2.1 General 


2.1.1 Aviation organizations vary greatly in terms of overall size and complexity. Each 
organization has some type of existing management system that may be composed of multiple processes 
and subsystems “held together” through some form of governance system. In a number of areas, aviation 
safety regulations have traditionally required some form of quality system (quality control, quality 
assurance, quality management) as a means to monitor compliance with applicable requirements. With 
the introduction of SMS, the relationship between quality management and safety management within the 
overall management system needs to be clarified.  


2.1.2 When implementing SMS the organization may see benefits in integrating the different 
organizational management subsystems and processes in order to achieve its safety objectives and 
corporate goals in the most efficient and effective way. Integration also has the potential to support 
efficient oversight by allowing the regulator to take a systems view on the organization, as well as to 
reduce the number of audits by auditing/assessing the common management system elements and 
processes only once.  


2.1.3 A holistic organizational management system is usually referred to as an integrated 
management system (IMS). The Chartered Quality Institute Integrated Management Special Interest 
Group1 defines IMS as follows: 


“An Integrated Management System is a single integrated system used by an 
organization to manage the totality of its processes, in order to meet the 
organization's objectives and equitably satisfy the stakeholders.” 


2.2 Benefits and challenges of integrated management – service provider perspective  


2.2.1 Benefits 


2.2.1.1 Aviation service providers are facing significant challenges and pressures to be 
increasingly competitive in a dynamic industry and to satisfy a diverse set of regulatory, statutory 
requirements and/or stakeholder needs. Integrated management will support organizations in facing those 
challenges. It enables managers to recognize and take into account all significant influences on their 
organization, such as the strategic direction for their business, relevant legislation and standards, internal 
policies and culture, hazards, risks and opportunities, as well as resource requirements and the needs of 
those who may be affected by any aspect of the organization’s operation.  


2.2.1.2 Fully integrated management brings about many advantages, which improve efficiency 
and effectiveness and should not be thought of as just merging management system documentation. A 


                                                      
1   http://www.thecqi.org/Community/Special-Interest-Groups-SIGs/Integrated-Management-Group/ 
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holistic approach to management is of particular interest in relation to safety management: trade-offs 
between the different organizational goals require senior management to have a full and clear picture of 
the risks their organization is exposed to. Moreover, in an integrated system, risk mitigation or corrective 
action to be taken in one area will systematically be assessed for their impact on all other areas. At the 
same time, integrated management recognizes that uniformity and diversity must harmoniously coexist 
within an organization. Generic approaches should only be used if they add value.  


2.2.1.3 The main advantages of integrated management can be summarized as follows2:  


a) reduced duplication and overlapping of processes and resources leading to increased 
profitability;  


b) elimination of potentially conflicting responsibilities and relationships;  


c) better decision-making in relation to risks and opportunities considering the wider 
impacts across all activities; 


d) better goal conflict resolution and management (e.g. conflicts between compliance 
and risk issues, conflicts between business- and safety goals);  


e) single systems rather than multiple systems trying to compete with each other; 


f) consolidation of training and reduction in training needs; and 


g) more effective monitoring (assessments, audits, inspections) including regulatory 
oversight and certification surveillance (industry standards) with the ability to focus 
monitoring where it will be most effective. 


2.2.2 Challenges 


2.2.2.1 Except in the case of a new organization that may implement an integrated management 
system “from scratch”, developing an integrated management system may face specific challenges that 
are primarily resulting from the resilience of existing organizational structures and cultures. Therefore, 
senior management commitment is essential. It is important that management system integration is not 
merely seen as yet another initiative from senior management, but as a transformation programme to 
maximize the benefits from SMS and other management systems, while streamlining policies and 
processes for the benefit of staff. 


2.2.2.2  Other difficulties may arise as most organizations will have different functional managers 
responsible for the different management systems, such as the head of occupational health and safety, 
head of environment, quality manager and safety manager. This may require the appointment of a person 
(or group of persons) responsible for the integrated management system, with the right level of authority 
on the existing functional managers. Moreover, the existence of different organizational units for the 
different functional areas may lead to competition over resources and the creation of organizational silos. 
 
2.2.2.3  There is also a risk that the organization limits its integration efforts to aligning 
procedures and creating single manuals, without adapting the underlying policies and processes.   


                                                      
2   The Chartered Quality Institute Integrated Management Special Interest Group identified 12 key benefits, cf. 


 http://www.thecqi.org/Documents/community/Special-Interest-Groups/Integrated-Management/report-management-
 integration-whitepaper.pdf  
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2.2.2.4  The way regulatory oversight is performed over the integrated management system may 
also create barriers to effective integration as the different authorities responsible for different approval 
certificates may have diverging expectations on how the requirements should be met for these approval 
areas. The same applies to the different, often  customer “imposed” management system standards, such 
as ISO 9001 or ISO 14001, where the organization may need to maintain distinct policies and procedures 
to satisfy the different accredited certification bodies involved.  
 
2.2.2.5  Finally, as with all major organizational changes there is the risk that staff within the 
organization are resisting changes and perceive all change to be negative. Staff may be used to operating 
in silos, rather than cooperating and coordinating. This is why senior management commitment is that 
important. Senior management needs to ensure that individual functional objectives are fully aligned with 
the overall organizational objectives and this may in some cases require a reorganization.  
 


2.3 Benefits and challenges of integrated management – regulator perspective  


2.3.1 Benefits 


2.3.1.1 Management system integration at service provider level will allow regulators to take a 
more holistic, systemic view on the service provider’s organization, its business model and operating 
environment. This will support regulators with moving towards systems assessments in addition to 
compliance verification. A systems focus and the recognition of the benefits of an integrated approach to 
management are also expected to improve transparency, thereby leading to more effective oversight as 
compared to a system where service providers superimpose the SMS requirements onto their existing 
systems and processes and/or maintain different SMS’ for their different activities.  


2.3.1.2 For service providers having extended their SMS across multiple aviation safety-related 
activities, management system integration will enable regulators to consider the single entity managing 
those activities, i.e. to conduct single audits of common management system elements and processes. This 
will allow both a better use of resources and more focused oversight on areas of greater need. This should 
lead to a limitation and ideally elimination of duplicate audits. In addition, a systems approach to 
oversight has the potential to support an evolution towards the development of common management 
system regulations. Accordingly, promoting management system integration and establishing a 
systems/entity approach to oversight will support the implementation of performance-based regulation 
and oversight.  


2.3.2 Challenges 


2.3.2.1 There are three main challenges that regulators may face in relation to management 
system integration:  


a) the structure and “rigidity” of the applicable regulatory framework;  


b) an incompatibility of the organizational setup with integrated oversight; and  


c) a lack of competence required to effectively oversee integrated management systems. 


2.3.2.2 To allow organizations to maximize the benefits of management system integration SMS 
regulations need to be “compatible” with other management system requirements or industry standards, in 
particular quality management or quality assurance systems. In addition, if different SMS regulations 







SMP/2-WP/5 
 


 


- 5 -


exist for the different technical domains, it can be expected that these contain a number of “area-specific” 
requirements. Regulators should maintain cross-references between these different SMS regulations to 
support organizations holding multiple approval certificates in demonstrating how their common 
management system procedures and manuals meet the different regulatory requirements. Oversight 
policies and procedures may also need to be adapted accordingly, to ensure they are fit for the purpose of 
integrated oversight.   


2.3.2.3 Regulators may in addition need to review their organizational setup and assign 
responsibility to a dedicated unit for the oversight of the integrated management system while ensuring 
regular communication between all units responsible for oversight of the integrated system and the 
different technical domains.  


2.3.2.4 Finally, regulators should ensure that inspectors tasked with overseeing integrated 
management systems have been properly trained and have the right competence to assess management 
system effectiveness for an entity as opposed to auditing the organization separately for each approval 
area. This may also require knowledge of commonly implemented industry standards (ISO 9001; 
AS/EN9100 series etc.). 


2.4 QMS versus SMS3  


2.4.1 In many areas, prior to the introduction of SMS aviation safety regulations have 
traditionally required organizations to maintain a system to monitor compliance with applicable 
requirements and the organization’s policies and procedures,  act on findings, verify the effectiveness of 
corrective actions and report back to the accountable manager. This type of regulatory requirement is 
usually referred to as “quality system”, sometimes as “quality assurance” and generally entails the 
obligation to nominate a dedicated manager, the “quality manager”, as well as the implementation of an 
internal audit process and an internal audit programme. It is important to state this not equivalent to an 
ISO 9001 or AS/EN9100 series industry standards type of “Quality Management System”, which requires 
much more than an internal audit process and feedback mechanism.  In this document, when reference is 
made to QMS, this is intended to mean “Quality Management System” industry standards based on 
ISO 9001 series standards for which an accreditation scheme exists.  


2.4.2  With the latest revision to the ISO 9001 standard (ISO 9001:2015) a new concept of 
“risk-based thinking” has been introduced. This encourages organizations to decide how risks and 
opportunities are addressed in process improvements and preventing undesirable results, to define the 
extent of process planning and controls needed and to improve the overall effectiveness of the quality 
management system. However this does not make an ISO 9001:2015 certified QMS equivalent to an SMS 
as required by Annex 19. Therefore, even though QMS and SMS make use of common methods and 
techniques, such as system and process analysis, internal auditing, communication and training, root 
cause or causal analysis, performance monitoring, management reviews etc., they have very different 
objectives: while QMS focuses on customer satisfaction, meeting applicable requirements, minimizing 
business risks and maximizing opportunities,  SMS focuses on safety. In other words, QMS will ensure a 
compliant product and support the achievement of business objectives, but it is not sufficient to 
ensure safety. 


2.4.3 Nevertheless, the existence of an effective QMS will create a good basis for the 
implementation of SMS as the organization will already be familiar with a number of elements and 
processes that are also relevant to SMS, such as systems and process approach, causal analysis, 
performance monitoring and review, etc. In addition, it can be expected that such organization will have 


                                                      
3 Source: https://www.faa.gov/about/initiatives/sms/explained/quality_and_safety_management/ 
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documented its main policies and processes to a certain standard. However, organizations should be 
conscious of the nature of QMS, which usually draws management’s attention to the business bottom line 
and corresponding performance metrics, while SMS requires a focus on hazard identification, safety risk 
assessment and risk control. More specifically, as with QMS audits usually focus on process outputs only 
for variance to specifications, SMS requires a broader perspective, including not only process outputs, but 
also unwanted events and hazards, with investigations and risk analyses looking into causal and 
contributing factors from all influencing sources.  


2.4.4 In an integrated management system with unified goals and decision-making considering 
the wider impacts across all activities, quality management and safety management processes will be 
highly complementary and will support the achievement of the overall safety goals.  


3. GUIDANCE MATERIAL PROPOSAL 


3.1 ICAO Doc Safety Management Manual (SMM) (Doc 9859) addresses integration in §§ 
2.9, 4.4.2 and 5.4.2. (see below extract from chapter 4.4.2): 


“A service provider may see advantage in implementing a single SMS for its design 
organization, production organization, and business aviation flight department. 
Alternatively, there may be situations where an individual SMS for each type of 
aviation activity is preferred. The organization should be able to opt for the most 
suitable means to integrate or segregate its management system as suits its business 
model, subject to satisfying the overseeing authority that its SMS related duties in all 
service provider roles are being properly discharged and to demonstrating effective 
safety risk management.” 


3.2  It is proposed to review the existing SMM guidance and supplement it to: 


a) address the case of a service provider implementing an SMS to cover multiple service 
provider activities, whether requiring an SMS as per Annex 19 or not;  


b) support service providers having opted for their SMS to be part of an integrated 
management system, satisfying additional regulatory, statutory or stakeholder 
requirements; such as security management, occupational health and safety 
management, or environmental management, quality management, etc.; and 


c) clarify the relationship between QMS and SMS and how an effective QMS may 
support the implementation of SMS. 


3.3  Such guidance should describe:  


a) what integration means in practice (e.g., accountabilities, policy and objectives, 
resources, processes and tools);  


b) which areas require particular attention from the perspective of integration in order to 
maintain organizational capability for effective safety risk management;  


c) how service providers can demonstrate to the regulator a fully integrated SMS, 
thereby allowing the overseeing authorities to properly discharge their oversight 
responsibilities; and  
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d) how service providers can build upon their QMS/quality system to start 
implementing SMS. 


3.4 Guidance material proposed in Appendix A of this working paper is intended to replace 
the text in existing SMM §§ 2.9, 4.4.2 and 5.4.2., to further elaborate upon management system 
integration from the service provider perspective, in support of the new Note 2 to Annex 19, Chapter 4.  


3.5 Guidance material proposed in Appendix B of this working paper is intended to address 
the regulator’s perspective in relation to the oversight of integrated management systems.  


4. ACTION BY THE SMP 


4.1 The SMP is invited to: 


a) consider the benefits and challenges of management system integration; and 


b) agree on the proposed guidance material developed in Appendices A and B of this 
working paper. 


 
 


— — — — — — — —
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APPENDIX  A 
 


PROPOSED ADDITION TO CHAPTER 9 OF THE SMM, FOURTH EDITION 
 
 
It is proposed to include the following text as section 9.4.3 of SMM 4th edition: 
 
 
Management systems and subsystems, multiple approvals  
 
Aviation organizations vary greatly in terms of overall size and complexity, including number of approval 
certificates held. Each organization has a layered management system that is composed of multiple 
subsystems given direction through some type of governance system. The organization may see benefits 
in integrating organizational management systems designed to achieve specific organizational goals, i.e. 
provide products and services to customers and satisfy different regulatory or statutory requirements. A 
holistic organizational management system has often been referred to as an integrated management 
system or simply the organization’s ‘management system’. 
 
Typical management systems within an aviation organization may include: 


(a) a quality management system (QMS); 
(b) a safety management system (SMS); 
(c) a security management system (SecMS); 
(d) an environmental management system (EMS); 
(e) an occupational health and safety management system (OHSMS); 
(f) a financial management system (FMS); and 
(g) a documentation management system (DMS). 


 
Organization should seek to integrate these management systems based on their unique requirements. 
Risk management processes are essential features of the SMS, QMS, EMS, FMS, OSHSMS and SecMS. 
If the SMS were to operate in isolation of these other management systems, there may be a tendency to 
focus solely on safety risks without understanding the nature of quality, security or environmental threats 
to the organization and their interdependencies. 
 
Complex aviation organizations may in addition have multiple subsystems that should be integrated into 
the overall governance system, such as related to: 


(a)  supplier management; 
(b)  marketing management; 
(c)  personnel and training management; 
(d) facilities / ground equipment management; 
(e) production management; 
(f) flight operations management; 
(g) cargo operations management; 
(h) aircraft maintenance management; 
(i) dispatch management; and 
(j) fatigue risk management . 


 
 
Depending upon the organizational, operational and regulatory context, an aviation organization may hold 
multiple approval certificates, requiring an SMS to be implemented. It may also consider applying the 
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SMS to other areas that do not have a current regulatory requirement for an SMS. Integration has the 
potential to provide synergies by managing safety risks across multiple areas of aviation activities. For 
example, an aviation organization may extend its SMS across its design organization, production 
organization, and business aviation flight department. The aviation organization’s SMS may also be 
integrated with QMS, EMS, FMS, OSHSMS and SecMS. 
 
Alternatively, there may be situations where an individual SMS for each type of aviation activity is 
preferred. Unless integration is required through the applicable aviation safety regulations, service 
providers should determine the most suitable means to integrate or segregate their management system to 
suit their business model, operating environment, regulatory, statutory and stakeholder requirements. A 
thorough system description and analysis will support such determination (ref. § 9.4.1). Irrespective of the 
option retained, service providers must satisfy the overseeing authority(ies) that their SMS related duties 
for all service provider activities meet the regulatory SMS requirements established for those activities. 
 
 
Benefits and challenges of management system integration  


For effective safety management the organization may see benefits in integrating the different 
management systems and organisational management subsystems and processes, to achieve its safety 
objectives and corporate goals in the most efficient and effective way.  


There are a number of clear benefits to such integration: 


‐ Reduced duplication and overlapping of processes and resources leading to increased 
profitability.  


‐ Elimination of potentially conflicting responsibilities and relationships. 


‐ Better decision making in relation to risks and opportunities considering the wider 
impacts across all activities.  


‐ Better goal conflict resolution and management (e.g. conflicts between compliance and 
risk issues). 


‐ Single systems rather than multiple systems trying to compete with each other. 


‐ Consolidation of training and reduction in training needs. 


‐ More effective monitoring (assessments, audits, inspections) including regulatory 
oversight and certification surveillance (industry standards) with the ability to focus 
monitoring where it will be most effective. 


Except in the case of a new organization that may implement an integrated management system ‘from 
scratch’, developing an integrated management system may face specific challenges that are primarily 
resulting from the resilience of existing organizational structures and cultures. Therefore, senior 
management commitment is essential. It is important that management system integration is not merely 
seen as yet another initiative from senior management, but as a transformation programme to maximise 
the benefits from SMS and other management systems, while streamlining policies and processes for the 
benefit of staff. 


Other difficulties may arise as most organizations will have different functional managers responsible for 
the different management systems, such as the head of occupational health and safety, head of 
environment, quality manager and safety manager.  
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There is also a risk that the organization limits its integration efforts to aligning procedures and creating 
single manuals, without adapting the underlying policies and processes.   
 
The way regulatory oversight is performed over the integrated management system may also create 
barriers to effective integration as the different authorities responsible for different approval certificates 
may have diverging expectations on how the requirements should be met for these approval areas. The 
same applies to the different, often  customer ‘imposed’ management system standards, such as ISO 9001 
or ISO 14001, where the organization may need to maintain distinct policies and procedures to satisfy the 
different accredited certification bodies involved.  
 
Finally, as with all major organizational changes there is the risk that staff within the organisation are 
resisting changes and perceive all change to be negative. Staff may be used to operating in silos, rather 
than cooperating and coordinating. This is why senior management commitment is that important. Senior 
management needs to ensure that individual functional objectives are fully aligned with the overall 
organizational objectives and this may in some cases require a reorganization.  
 
To maximise the benefits of integration, address related challenges and support effective safety 
management, service providers should consider the following general principles when integrating their 
SMS with other management systems & subsystems or extending their SMS across multiple activities 
(‘multiple approval certificate holders’): 4 
 


1. The scope of the integrated management system should cover the totality of the service provider’s 
processes, systems and subsystems, including personnel management, financial management, 
facilities management etc., as relevant to the service provider’s activities, policies and objectives. 
 


2. In addition to aviation safety regulations the integrated management system may address other 
relevant statutory, regulatory and stakeholder requirements (e.g. QMS, EMS, FMS, OSHSMS 
and SecMS).  


 
3. The management system should be formally defined in a systems description and where 


appropriate be harmonised and consistent across its activities.. Duplication of documentation 
should be minimised while ensuring the effectiveness and efficiency of the integrated 
management system. 
 


4. The management system should be structured to control and guide the service provider’s 
processes in the most effective and efficient way, rather than slavishly following that of a specific 
management system standard or regulatory requirement. 
 


5. Each component of the management system should take account of all of the other components as 
appropriate. 


 
 
SMS Documentation:  
 
Service providers should develop a single policy, supporting management system processes and 
procedures covering all relevant aspects in a generic way without unnecessary replication. This may 


                                                      
4 Source : http://www.thecqi.org/Documents/community/Special-Interest-Groups/Integrated-


Management/CQI%20IMSIG%20Integrated%20management%20system%20definition%20and%20structuring%20guidance%2
0Issue%201%20.pdf 
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include subordinate subsections addressing specific topics e.g. quality, health & safety, environment, 
security, finance, ethics and sustainability.  
 
Service providers intending to address SMS as part of a fully integrated management system should 
ideally develop a single ‘Management System Manual’ describing the formal management arrangements, 
unless specific regulatory, statutory or stakeholder requirements prohibit it. For example, all the  
personnel issues, such as organisational structure, accountability, responsibility, authority, recruitment 
policies, training and  competency could be defined in a single integrated source document. Specific 
aspects that are applicable only to specific activities of the organization (e.g. maintenance management) 
may be documented separately, with appropriate references to those being maintained in the 
‘Management System Manual’.  
 
Service providers having extended their SMS across multiple activities may prefer having a single Safety 
Management Manual or Management System Manual common to those activities. Alternatively they may 
choose to integrate the SMS related elements into the existing operational documentation required for 
each  activity.  In the second case, ensuring overall consistency may be more resource intensive, on the 
other hand, it may be easier to embed the different safety management processes into the operational 
processes.  
 
Service providers may see advantage in establishing a single system to establish and maintain all their 
management system and SMS related records. Due consideration will need to be given to individual 
requirements, in particular in relation to record keeping duration, the most stringent requirements taking 
precedence. 
 
When developing a single set of documentation, service providers should ensure they can easily 
demonstrate - that all elements required to be documented are included, and how individual requirements 
are met, managed, and maintained. This is usually achieved by means of cross-reference tables 
identifying where different regulatory/statutory requirements and/or industry standards are addressed in 
the management system documentation.  
 
 
Organisational set-up:  
 
A fully integrated management system with a single policy naturally calls for a single accountable 
executive for all activities (and certificates) under consideration and may require the appointment of a 
person (or group of persons) responsible for the integrated management system, with the right level of 
authority. Similarly, all reporting lines should converge to the single point of accountability and the 
accountable executive should be able to demonstrate he/she has effective authority, including financial, 
over all service provider activities subject to SMS requirements (and certification). In cases where several 
accountable executives are appointed the service provider should designate the executive having overall 
accountability for the integrated management system.  
 
Likewise, in a fully integrated management system all key responsibilities could be ‘centralised’, meaning 
a single corporate safety manager, single quality manager, single safety review board (SRB), etc. In this 
case the service provider should ensure that key personnel have experience and knowledge relevant to all 
areas under consideration and that sufficient resources, including personnel, are allocated to support the 
centralised activities (e.g. single corporate safety manager, single quality manager and single SRB). In a 
large, complex organisation the corporate safety manager may need to be supported by dedicated safety 
management personnel in the different activity areas, all reporting  to the corporate safety manager.  
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Also, service providers opting for a single internal audit process for all activities (and certificates) should 
ensure the set-up reflects the size, nature and complexity of activities to be monitored and the related 
regulatory requirements. In addition, they need to ensure that auditors are able to demonstrate relevant 
knowledge, background and appropriate experience related to all activities within their area of 
responsibility. For example, the qualification of auditors should take due account of the different 
operational areas (technical knowledge, procedural knowledge, knowledge of the applicable 
requirements, etc...). In larger organizations with multiple activities subject to SMS and/or aviation 
regulations it may be assumed that there will be ‘specialised’ auditors for each area and the corporate 
quality manager (in some regulations also referred to as ‘compliance monitoring manager’) will ensure 
the overall coordination function.  
 
The service provider should be able to provide transparency of which functions and roles are combined, 
and this should be clearly defined in its management system documentation.  
 
Plans and programmes:  
 
Within a fully integrated management system a single corporate business plan incorporating safety should 
be maintained taking due account of all risks identified for the different activity areas, and of the 
combined effects of related mitigation actions at corporate level. This would allow proper prioritisation of 
risks and support the management of possible trade-offs between business and safety objectives.  
 
Similarly, a single, integrated internal audit programme should be maintained taking due account of safety 
risks identified and covering all applicable requirements for the different activity areas. The service 
provider may identify the cross-activity areas that could be subject to single audits or assessments, 
limiting the need for duplicate audits, while ensuring that all operational areas are audited within the set 
audit cycle.    


 
Processes: 
 
Service providers should assess the benefits and challenges of implementing the same safety management 
processes across all activity areas, including common tools and procedures. To maximise the benefits of 
integrated management the service provider should strive to implement:  


‐ a single reporting system, accessible where required by partner organizations, contractors or 
suppliers;   


‐ common tools and processes for the sharing of safety data and information across all activities and 
ensuring that important messages can be relayed effectively; 


‐ common procedures for hazard identification and risk assessment addressing all activities and how 
they affect each other and ensuring consistency in the assessment criteria and risk indices applied; 


‐ common procedures for determining and accepting risk mitigation, considering the effects of such 
mitigation at a corporate level (aggregate risk across all activities), in addition to the effects for a 
specific activity in isolation;  


‐ consistent internal safety investigation procedures for all areas, with particular focus on causal factors 
related to organizational complexity (e.g. internal and external interfaces);  


‐ a common management of change procedure;  


‐ coherent control procedures for suppliers and contracted activities; 
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‐ common procedures for performance monitoring considering all activities under consideration and 


how the performance in one area may affect that in other areas;  


‐ where required, a corporate Emergency Response Plan (ERP) addressing all activities under 
consideration, properly communicated to all personnel;  or individual ERPs for each activity 
integrated into a corporate ERP. 


‐ a common reporting and disciplinary policy including supporting processes and procedures.    
 
 
 


Training and communication on safety:  
 


Service providers should consider that different ‘cultures’ may exist within the different activity areas or 
for different regulatory management systems (e.g. safety versus compliance culture, or aviation safety 
culture versus occupational health and safety culture). Promoting a common safety policy, common 
language and approach, as well as joint safety training and communication sessions for staff from the 
different activity areas may contribute to fostering a corporate safety culture.    
 
In terms of safety communication, service providers having extended their SMS across multiple activities 
should strive for some balance in the representation of the different activity areas, irrespective of the 
number of internal safety reports originating from those different areas.  
 
 
QMS versus SMS 
 
In the context of SMS, the most significant aspect of integration is with the service provider’s Quality 
Management System (QMS). QMS is generally defined as the organizational structure and associated 
accountabilities, resources, processes and procedures necessary to establish and promote a system of 
continuous quality assurance and improvement while delivering a product or service. QMS is an existing 
aviation regulatory requirement for many service providers including production approval (Annex 8), 
maintenance organizations (Annex 6, Part I) and meteorological and aeronautical data service providers 
(Annexes 3 and 15, respectively). 
 
A QMS provides consistency in the delivery of products and services to meet performance standards as 
well as customer expectations. The QMS also has an independent assurance function that utilizes a 
feedback loop to assure delivery of products and services that comply with prescriptive regulations and 
requirements to meet customer expectations and contractual obligations. The quality assurance function 
moreover identifies ineffective processes and procedures that must be redesigned for efficiency and 
effectiveness. By contrast, the objective of the SMS is to identify safety-related hazards the organization 
must confront and to control the associated risks. SMS is designed to manage safety risk and measure 
safety performance during delivery of products and services.  
 
QMS and SMS are complementary. QMS is focused on meeting customer expectations, minimising 
business risks and maximising opportunities, and ensuring compliance with prescriptive requirements, 
including regulatory risk controls. Internally monitoring compliance with aviation safety regulations is an 
essential part of SMS: it is necessary to ensure that risk controls applied in the form of regulations are 
effectively implemented and monitored by the service provider, and that the causes and contributing 
factors of any non-compliances are analysed.  .SMS adds policies and processes to identify safety-related 
hazards, assess the associated risk and implement effective risk controls.  
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SMS and QMS utilize similar methods and techniques, such as system and process analysis, internal 
auditing, communication and training, root cause or causal analysis, performance monitoring, 
management reviews etc.. Safety and quality practitioners in an aviation organization are essentially 
focused on the same goal of providing safe and reliable products and services to customers. Both quality 
and safety practitioners are trained on the various analysis methods including root-cause analysis.  
 
In addition, both the SMS and QMS: 
 
 a) should be planned and managed; 
 
 b) require performance to be monitored; 
 
 c) involve all organizational functions related to the delivery of aviation products and 


 services; and 
 
 d) strive for continuous improvement. 
 
Given the complementary aspects of SMS and QMS, it is possible to establish a synergistic relationship 
between both systems that can be summarized as follows: 
 
 a) an SMS is supported by QMS processes such as auditing, inspection, investigation, root  


  cause /causal analysis, process design, statistical trending analysis and preventive  
  measures; 


 
 b) a QMS may anticipate safety issues that exist despite the organization’s compliance with  


  standards and specifications;  
 
 c) quality principles, policies and practices required by aviation regulations are clearly 


linked  to the objectives of safety management; and 
 
 d) QMS activities should consider identified hazards and risk controls for the planning and 


 performance of internal audits. 
 


The existence of an effective QMS will create a good basis for the implementation of SMS as the 
organization will already be familiar with a number of elements that are also relevant to SMS, such as 
systems and process approach, root cause/casual analysis, performance monitoring and review, etc. In 
addition, it can be expected that such organization will have documented its main policies and procedures 
to a certain standard.  


However, aviation organizations should be conscious of the difference in nature of QMS, which usually 
draws management's attention to the business bottom line and corresponding performance metrics, while 
SMS requires a focus on safety risk assessment and risk management. More specifically, as Quality 
Management Systems usually audit process outputs only for variance to make adjustments to meet the 
specifications, SMS requires a broader perspective, including not only process outputs, but also unwanted 
events and hazards, with investigations and risk analyses looking into causal and contributing factors 
from all influencing sources.  


Organisations implementing SMS on the basis of their QMS usually appoint distinct managers for safety 
management and for quality management (or the internal audit process). In this case, it may be required to 
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designate one of the individual managers as the ‘lead manager’ to ensure a direct line of responsibility 
and accountability is maintained for effective reporting of non-conformities and risks to the accountable 
executive and to the Safety Review Board (SRB). This would ensure the accountable executive and SRB 
have an overall view regarding safety and regulatory compliance and are able to identify systemic issues. 
This will also support follow-up of both corrective and risk mitigation actions. Besides, identification of 
the individual fulfilling the role of ‘lead manager’ for safety and quality (or the internal audit process) 
would support the regulator in its oversight activities.  
 
NB: The ‘lead manager’ may be the person (or group of persons) responsible for the integrated 
management system.  
 


In conclusion, in an integrated management system with unified goals and decision making considering 
the wider impacts across all activities, quality management and safety management processes will be 
highly complementary and will support the achievement of the overall safety goals.  


 
 


— — — — — — — —
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PROPOSED ADDITION TO CHAPTER 8 OF SMM 4th EDITION 
 


 
 
It is proposed to include the following text as section 8.3.2 of SMM 4th edition: 
 
 
Service providers extending their SMS over multiple service provider activities (‘multiple certificate 
holders’): 
 
The regulator should consider the following when assessing service providers extending their SMS over 
multiple service provider activities: 
 
1. Ensure that SMS oversight policies and processes are consistently applied throughout the State, in 


particular where different oversight organizations within the regulator are competent for the 
different activity areas.  


 


‐ There should be evidence of management commitment for consistent development of 
regulations and application of oversight.  


‐ All oversight personnel should be provided standardized training, ideally the training courses 
should include participants from different disciplines.  


‐ Where there are different oversight organizations common policies, procedures, and auditing 
tools need to be developed and applied.  


‐ There should be consistent and frequent communication between the responsible inspectors 
that are assigned to each certificate. .  


‐ Mechanisms should be in place to monitor the degree of standardization of the oversight 
activity and there should be evidence that the system is continuously improved.  


 
2.  Ensure awareness that service providers extending their SMS over multiple service provider 


activities or holding multiple certificates, including from foreign regulators, may elect to 
implement a single SMS.  


‐ Recognize that SMS can be tailored, as appropriate, to the individual activity areas. The 
service provider should show how these tailored systems are compatible with the corporate 
SMS.  


‐ Recognize that the SMS in each service provider activity may be integrated into one high level 
system at the corporate (‘parent’) level.  This may include activities that do require an SMS 
and activities for which the relevant Annex 19 SARPs have not yet been applied.   


‐ Be aware that when the parent organization holds both domestic and international certificates, 
this scenario can introduce additional challenges such as mutual recognition between different 
regulatory authorities. An agreement may be sought with other regulators on how oversight is 
either shared, delegated or kept separate  


‐ Ensure that the service provider has documented: 
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o its policies and procedures on how safety data and information is shared, communications 


are relayed, decisions are made, and resources are allocated across the different activity 
areas and, where applicable, with different regulatory authorities;  


o the roles and responsibilities associated with its SMS and the hierarchical or 
accountability framework for the SMS; and 


o the organisational structure and interfaces between different systems and activities 
(system description).  


 
 
Integrated Management Systems 
 
The regulator should consider the following when assessing service providers having integrated their 
SMS with other management systems:  
 
1. The regulator should have a policy identifying the scope of the authority oversight, as the civil 


aviation authority may not be responsible for the oversight of other management systems.  
2. Personnel performing oversight functions within the authority should have the resources, expertise, 


processes, procedures and tools required to assess an integrated management system. Adequate 
training should be provided to this effect. 


  
3. Overseeing the SMS of a service provider having an integrated management system should in 


particular focus on the following:  


‐ accountabilities and responsibilities under the SMS have been clearly identified. 


‐ the service provider being able to demonstrate how its meets the applicable regulatory 
requirements. The service provider has documented how the management system components 
are functionally linked and identified how they interface with each other in a system description.  


‐ there is evidence that the service provider dedicates the necessary priorities and resources for 
the integrated management system and for each of the interacting management system 
components.  


‐ the service provider clearly identifies and documents how it will address multiple demands from  
the individual management system components. This should include how it will address goal 
conflicts and how it will ensure that safety objectives will prevail.  


‐ the service provider assesses the effectiveness of its integrated management system and 
modifies the system as a result of changes and lessons learned, as appropriate.  


 
— END — 
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Safety Assurance v Quality Assurance 
 


 The Safety Assurance Function of an SMS is looking for the performance and 
effectiveness of the SMS.  This is done by measuring safety performance and assessing 
the effectiveness of risk mitigations and controls. 
 


 The Compliance Monitoring function of the QMS assesses compliance with a 
regulation or a procedure 


 


 Quality Assurance mixes assurance with compliance monitoring as it should still ensure 
that the product is fit for purpose as well as compliant with processes and procedures.  


 
Lessons Learned from Toyota, 2010 
 
Failing to "Connect the Dots." How the recent quality troubles plaguing Toyota relates to the 
SMS implementation efforts in the US Aviation Industry. 
  
During many conversations with colleagues one of the statements often repeated is: "we 
already have a quality management system in place, and do not need another such as SMS." 
There seems to be an underlying misunderstanding between a quality management system 
and a safety management system. As the President of Toyota stated in an article; "we failed to 
connect the dots with accelerator problems in the United States and Europe" and "the 
company needed to improve sharing important quality and safety information across our 
global operations." I argue, that safety is an unspoken and unwritten quality expectation of our 
customers, and you cannot separate the two. You can have a quality product or service, as 
defined by the ISO standards, and still not have a safe product or service. Toyotas' problem 
clearly accentuates this point.  
 
Part of the confusion stems from the adoption of some of the same types of tools and 
techniques used in quality management, to manage the safety system. Trade association 
presidents, and regulators state that SMS is a businesslike approach to managing safety; and 
this is correct. However, many people falsely assume this to mean that processes designed to 
produce a quality product, (repeatedly doing the same thing, without variation) equates to the 
same thing as repeatedly producing a safe product. In Toyota’s case, the accelerator parts 
were manufactured to a specification (an incorrect one), and the quality system would detect 
any variance of the process, and adjust the process to bring the production back in line with 
the specification. In effect, Toyota had a quality product: it was produced as designed, 
repeatedly without variation outside of established limits. Toyota did not have a safe product, 
and as stated did not connect the dots between failures of the product during use, to failures 
of the production process. Because quality management systems measure types of data 
points, geared towards production costs and sales, some people believe these same types of 
measures with a "businesslike approach" equates to a safety management system.  
 
It is how the tools and techniques are used, along with a focus on investigation of events, 
which makes the quality and safety management systems different. The quality systems do 
not investigate incidents or accidents for risk assessment. Quality systems audit output of a 
process only for variance, and makes adjustments. SMS investigates events, looking for 
contributing factors from all influencing sources. For example: an altitude deviation will start 
with establishing if a violation occurred, and if so or not, was it the result of an error, due to 
risk behaviour, latent organisational pathogens, or both. SMS looks at the Human interface 
aspects (commonly referred to as HFACS) and the organisational, to include the regulatory 
agencies, the operating environment, and the equipment to determine a root cause and 
contributing factors. 
 
  







One of the purposes of an SMS is to improve the safety performance, and therefore reduce 
the exposure to risk of having an accident. It is not focused on the safety record per se. 
Quality systems are focused on continuous improvement also, but through improving the 
production record rate. This is another source of confusion between the two management 
system concepts; improving a safety record, is not the same as improving safety performance. 
There are many aviation companies that have extremely good safety records, but are 
operating with risky behaviour or inadequate organisational structures, and have just not had 
an accident yet. A good safety record, just like a good quality record, does not guarantee 
safety. Toyota has for decades been renowned for their outstanding quality, their reputation 
was built on their quality, yet Toyota is now faced with a failure to connect safety to their 
quality. We must ask ourselves, how did this happen and what does it mean to me? 
 
One of the aspects pointed out with Toyotas' problems, has been the management structure, 
and management involvement. Management's attention and oversight was focused on the 
business bottom line, and those metrics were quality measures, management was not focused 
on safety risk assessment or risk management. Safety risk assessment and safety risk 
management are just some of the components of an SMS, and it requires management 
involvement. The aviation industry managers should take a lesson learned from Toyota, and 
ensure that what you do with the management system, i.e. doing the hazard analysis through 
the investigations of events is not overlooked. The FAA should also take a lesson from this, 
and ensure the necessary resources are available to connect the dots, between the operators 
reporting of failures, and the manufactures requirements to correct identified problems. This is 
where Toyota failed, we should not do the same.  
 
Again, going back to the Toyota example, quality control is not the same as quality assurance, 
or safety assurance. There are however, some organisations which do understand the quality 
and safety interface. "The main difference between the QMS and the SMS is the identifying 
defects (QMS) or identifying hazards (SMS). QMS is more customer driven, dealing with 
produces and services, but SMS is more of a continuous internal health assessment. Having a 
QMS satisfies most requirements of the policy portion of an SMS, which gives us a good 
base to begin setting up an SMS." 
 
Comments from the organisations that appear to understand the relationships and difference, 
are those that appear to be able to "connect the dots". These organisations typically have 
other programs (which are good component parts of an SMS) such as;  Internal Evaluation 
Program (IEP), Continuous Analysis and Surveillance (CAS), required for some operators, 
Aviation Safety Action Programs (ASAP), and other programs such as FOQA. An example of 
one of these SMS component programs is the required CAS program for certain types of air 
carriers. The CAS program is a strategic and important element of the SMS. A good CAS 
program, designed, developed, and implemented can help the air carrier maintenance repair 
department "connect the dots" between failures in the field. What may be lacking is the FAA's 
participation in CONNECTING THE DOTS BETWEEN THE OPERATOR AND THE 
MANUFACTURER. As the regulator, with oversight responsibility for both the operators and 
the manufactures, the FAA should bear the responsibility and liability to ensure the dots are 
connected and appropriate actions taken, this includes within the regulatory environment as 
well.  
 
There is a lot to be learned from Toyota's present situation, and how they got where they are. 
So what are we going to do about it? 
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5(68024+2#SUREOHPD#GH#JDUDQWLU#D#VHJXUDQoD#GDV#RSHUDo}HV#p#LQHUHQWH#D#TXDOTXHU#
DWLYLGDGH# SURGXWLYD.# QmR# VHQGR# GLIHUHQWH# SDUD# DWLYLGDGHV# UHDOL]DGDV# QR# kPELWR# GD#
DYLDomR"# 1D# DWXDOLGDGH.# R# PRGHOR# GH# 6LVWHPD# GH# *HUHQFLDPHQWR# GD# 6HJXUDQoD#
2SHUDFLRQDO#±#6*62#GD# ,QWHUQDWLRQDO*&LYLO*$YLDWLRQ*2UJDQL]DWLRQ# 9# ,&$2#p#DGRWDGR#
FRPR#UHIHUrQFLD#HP#YiULRV#SDtVHV#FRPR#UHTXLVLWR#UHJXODPHQWDU.#SUiWLFD#GH#HPSUHVDV#
GR# VHWRU# H# UHIHUrQFLD# SDUD# JHUHQFLDPHQWR# GD# VHJXUDQoD# RSHUDFLRQDO# SRU# SDUWH# GR#
(VWDGR"#2#SUHVHQWH#WUDEDOKR.#SULPHLUR#SURGXWR#GH#XP#SURMHWR#GH#SHVTXLVD.#VH#LQVHUH#
GHQWUR#GH#XP#FRQWH[WR#GH#UHFHSomR#GR#6*62#FRPR#IHUUDPHQWD#GH#XPD#DERUGDJHP#
VLVWrPLFD#H#JHUHQFLDO#DR#SUREOHPD#GD#VHJXUDQoD#RSHUDFLRQDO#H#HOHPHQWR9FKDYH#GH#
XPD# SURSRVWD# GH# UHJXODomR# FRP# EDVH# HP# GHVHPSHQKR"# 2# REMHWLYR# GR# DUWLJR# p#
HVWDEHOHFHU# XPD# FRPSDUDomR# FUtWLFD# HQWUH# R# PRGHOR# GH# 6*62# GHPDQGDGR# SHOD#
UHJXODPHQWDomR# EUDVLOHLUD# DSOLFiYHO# DR# RSHUDGRU# DpUHR# H# D# QRUPD# GH# VLVWHPD# GH#
JHVWmR# GD# TXDOLGDGH# ,62# Y445# FRP# R# LQWXLWR# GH# LGHQWLILFDU# HOHPHQWRV# FRPXQV# H#
GLYHUJrQFLDV# TXDQWR# D# FRQFHLWRV.# DERUGDJHQV# RX# PHVPR# UHTXLVLWRV"# 3DUD#
FXPSULPHQWR#GR#REMHWLYR.#DGRWRX9VH#FRPR#PHWRGRORJLD#D#LGHQWLILFDomR#H#OLVWDJHP#GH#
WRGRV# RV# UHTXLVLWRV# UHODFLRQDGRV# D# FDGD# VLVWHPD# FRPR# PHLR# GH# VH# HVWDEHOHFHU#
FRUSXV# SDUD# DSOLFDomR# GD# WpFQLFD# GH# DQiOLVH# GH# FRQWH~GR"# &RP# EDVH# QHVVD#
FRPSDUDomR# GLVFXWH9VH# VREUH# D# H[SHFWDWLYD# GH# VH# WUDEDOKDU# GHQWUR# GH# XPD#
SHUVSHFWLYD# GH# VLVWHPDV# LQWHJUDGRV# GH# JHVWmR# H# RV# SRVVtYHLV# LPSDFWRV# GLVVR# SDUD#
RUJDQL]Do}HV#H#SDUD#D#SUiWLFD#GH#UHJXODomR#GH#VHJXUDQoD#RSHUDFLRQDO#QD#DYLDomR"#
#
3DODYUDV:FKDYH4+$YLDomR"#6HJXUDQoD#2SHUDFLRQDO"#6LVWHPD#,QWHJUDGR#'H#*HVWmR"#*
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2# SUREOHPD# GH# JDUDQWLU# D# VHJXUDQoD# GDV# RSHUDo}HV# p# LQHUHQWH# D# TXDOTXHU#


DWLYLGDGH# SURGXWLYD.# QmR# VHQGR# GLIHUHQWH# QR# TXH# VH# UHIHUH# jTXHODV# DWLYLGDGHV#


UHDOL]DGDV# QR# kPELWR# GD# DYLDomR"# 'H# IDWR.# HVVD# LQG~VWULD# GHPRQVWUD# SUHRFXSDomR#


KLVWyULFD# FRP#D# SUHYHQomR#GH# DFLGHQWHV# H.# FRQFRPLWDQWHPHQWH.# FRP#VXD#HYROXomR#


HQTXDQWR# PHLR# GH# WUDQVSRUWH# GH# PDVVD.# IRUDP# VHQGR# GHVHQYROYLGDV# DERUGDJHQV#
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FRP#PHLRV#H#PpWRGRV#PDLV#VRILVWLFDGRV#SDUD#WHQWDU#PDQWHU#DV#RSHUDo}HV#GHQWUR#GH#


QtYHLV#GH#VHJXUDQoD#RV#PDLV#DOWRV#SRVVtYHLV"##


3UDWLFDPHQWH# HP# SDUDOHOR# DR# GHVHQYROYLPHQWR# GD# DYLDomR# WHP9VH# D#


HVWUXWXUDomR# GD#7HRULD#*HUDO# GRV#6LVWHPDV.# LQLFLDGD# FRP# RV# SULPHLURV# HQXQFLDGRV#


SXEOLFDGRV#SRU#%HUWDODQII\# `5Y66a.#QR#ILQDO#GD#GpFDGD#GH#5Y04"#(VVH#DXWRU#GHIHQGH#


TXH# D# ~QLFD# PDQHLUD# LQWHOLJtYHO# GH# FRPSUHHQGHU# R# IXQFLRQDPHQWR# GH# XPD#


RUJDQL]DomR#p#WRPi9OD#FRPR#XP#VLVWHPD.#XPD#YH]#TXH#D#DQDOLVH#GRV#VLVWHPDV#WUDWD#D#


RUJDQL]DomR# FRPR# XP# VLVWHPD# GH# YDULiYHLV# PXWXDPHQWH# GHSHQGHQWHV#


`%(57$/$1))<.#5Y66a"#


1mR# WDUGRX#SDUD#TXH#DV#FRQWULEXLo}HV#GD#7HRULD#*HUDO#GRV#6LVWHPDV# IRVVHP#


DEVRUYLGDV# SHOR# DUFDERXoR# GH# UHIHUrQFLDV# GD# GLVFLSOLQD# GH# *HVWmR# GDV#


2UJDQL]Do}HV.#iUHD#GR#FRQKHFLPHQWR#RQGH#HQFRQWURX#JUDQGH# UHFHSWLYLGDGH#GDGD#D#


DSOLFDELOLGDGH#DR# HVWXGR#GRV# SUREOHPDV# UHODFLRQDGRV#j# QDWXUH]D# VyFLR9WpFQLFR# GDV#


RUJDQL]Do}HV#KXPDQDV#`6721(5i#)5((0$1.5YYKa"#


0DUFR#GHVVD#UHFHSWLYLGDGH#p#R#GHVHQYROYLPHQWR#GRV#VLVWHPDV#GH#JHVWmR.#TXH#


JDQKD# FRUSR# QRWDGDPHQWH# D# SDUWLU# GD# GpFDGD# GH# 5YL4# FRP# D# GLVVHPLQDomR# GD#


SUiWLFD# GH# VLVWHPDV# GH# JHVWmR# GD# TXDOLGDGH# `*$59,1.# 0440a"# $# HYROXomR# GRV#


VLVWHPDV# GH# JHVWmR# p# GH# WDO# IRUPD# QRWiYHO# TXH# SURPRYHX# DPELHQWH# SDUD# R#


VXUJLPHQWR#GD#VpULH#GH#QRUPDV# ,62#Y444.#TXH# WUD]HP#UHTXLVLWRV#H#RULHQWDomR#SDUD#


LPSODQWDomR# GH# XP# VLVWHPD# GH# JHVWmR# GD# TXDOLGDGH# TXH# SRGH# VHU# FHUWLILFiYHO# H#


UHFRQKHFLGR#HP#kPELWR#LQWHUQDFLRQDO"#


&RP# D# SXEOLFDomR# GR# '2&# YLKY.# HP# 0448.# D# ,QWHUQDWLRQDO* &LYLO* $YLDWLRQ*


2UJDQL]DWLRQ# ±# ,&$2# DGRWD.# FRPR# UHIHUrQFLD# SDUD# VHXV# (VWDGRV9PHPEURV.# D#


DERUGDJHP#GH#JHUHQFLDPHQWR#GD# VHJXUDQoD#RSHUDFLRQDO# EDVHDGD#HP#VLVWHPDV#GH#


JHVWmR# `,&$2.# 0448Da"#1D#DWXDOLGDGH.# R#PRGHOR# GH#6DIHW\*0DQDJHPHQW*6\VWHP# ±#


606# RX# 6LVWHPD# GH# *HUHQFLDPHQWR# GD# 6HJXUDQoD# 2SHUDFLRQDO# ±# 6*62.# FRPR#


UHFHSFLRQDGR# QR# %UDVLO.# p# DGRWDGR# HP# YiULRV# SDtVHV# FRPR# UHTXLVLWR# UHJXODPHQWDU.#


SUiWLFD# GH# HPSUHVDV# GR# VHWRU# H# PHVPR# SDUD# QRUWHDU# D# DomR# GRV# (VWDGRV# QR#


JHUHQFLDPHQWR#GD#VHJXUDQoD#RSHUDFLRQDO#GD#LQG~VWULD"#
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$OLQKDGR#FRP#HVVDV# UHIHUrQFLDV.#R#(VWDGR#EUDVLOHLUR#DVVXPLX.#HP# MDQHLUR#GH#


044Y.# FRPSURPLVVR# GH# DGRWDU# R# 6*62# FRPR# IHUUDPHQWD# HP# VHX# SURFHVVR# GH#


JHUHQFLDPHQWR# GD# VHJXUDQoD# RSHUDFLRQDO# GR# VLVWHPD# GH# DYLDomR# FLYLO# GR# SDtV"# 2#


3URJUDPD#%UDVLOHLUR#GH#6HJXUDQoD#2SHUDFLRQDO#`362E%5a#HVWDEHOHFH#QR#k#5l#GR#VHX#


DUWLJR# 0l# TXH.# FRPSOHPHQWDQGR# RV# GLVSRVLWLYRV# QRUPDWLYRV# HGLWDGRV# SHOD#$1$&# H#


SHOR#&20$(5.#GHYH#VHU#HVWDEHOHFLGD#UHJXODomR#SDUD#TXH#RV#SURYHGRUHV#GH#VHUYLoRV#


GD#DYLDomR#FLYLO#H#RV#SURYHGRUHV#GH#VHUYLoRV#GH#QDYHJDomR#DpUHD.#UHVSHFWLYDPHQWH.#


LPSODQWHP#H#RSHUDFLRQDOL]HP#VHXV#6*62"#`%5$6,/.#044YDa#


e# QHVVH# FRQWH[WR# GH# UHFHSomR# GR# 6*62# FRPR# IHUUDPHQWD# GHQWUR# GH# XPD#


DERUGDJHP# VLVWrPLFD# H# JHUHQFLDO# DR# SUREOHPD# GD# VHJXUDQoD# RSHUDFLRQDO# H#


HOHPHQWR9FKDYH# GH# XPD# SURSRVWD# GH# UHJXODomR# EDVHDGD# HP# GHVHPSHQKR# TXH# VH#


LQVHUH# R# SUHVHQWH# WUDEDOKR.# SULPHLUR# SURGXWR# GH# SURMHWR# GH# SHVTXLVD# TXH# EXVFD#


GLVFXWLU#PRGHORV#GH#VLVWHPDV#GH#JHVWmR#H#RXWUDV#UHIHUrQFLDV#GH#XWLOLGDGH#SDUD#UHYLVmR#


GR#DWXDO#PRGHOR#GH#6*62#UHFRPHQGDGR#SHOD#,&$2"#


2# REMHWLYR# GR# DUWLJR# p# HVWDEHOHFHU# FRPSDUDomR# FUtWLFD# HQWUH# R# PRGHOR# GH#


6*62# UHTXHULGR# SHOD# UHJXODPHQWDomR# EUDVLOHLUD# DSOLFiYHO# DR# RSHUDGRU# DpUHR# H# D#


QRUPD#GH#VLVWHPD#GH#JHVWmR#GD#TXDOLGDGH#1%5#,62#Y445.#FRP#R#LQWXLWR#GH#LGHQWLILFDU#


HOHPHQWRV#FRPXQV#H#GLYHUJrQFLDV#TXDQWR#D#FRQFHLWRV.#DERUGDJHQV#RX# UHTXLVLWRV"#$#


SDUWLU# GD# FRPSDUDomR# VH# GLVFXWH# VREUH# D# H[SHFWDWLYD# GH# VH# WUDEDOKDU# GHQWUR# GD#


SHUVSHFWLYD#GH#VLVWHPDV#LQWHJUDGRV#GH#JHVWmR#H#SRVVtYHLV#LPSDFWRV#GLVVR"#


$GRWD9VH# FRPR# PHWRGRORJLD# D# LGHQWLILFDomR# H# OLVWDJHP# GRV# UHTXLVLWRV#


UHODFLRQDGRV# D# FDGD# VLVWHPD# FRPR#PHLR# GH# HVWDEHOHFHU# FRUSXV# SDUD# DSOLFDomR# GD#


WpFQLFD#GH#DQiOLVH#GH#FRQWH~GR#TXH.#VHJXQGR#%DUGLQ# `5Y6Ya.#FRPSUHHQGH#FRQMXQWR#


GH# WpFQLFDV# GH# DQiOLVH# TXH# YLVDP# j# LQIHUrQFLD# GH# FRQKHFLPHQWRV# D# SDUWLU# GH#


FRQWH~GRV#GH#FRPXQLFDomR"#


(P# WHUPRV# GH# HVWUXWXUD.# R# DUWLJR# DSUHVHQWD# QD# SUy[LPD# VHomR# XPD# UHYLVmR#


VREUH# DV# EDVHV# GD# UHJXODPHQWDomR# DFHUFD# GD# VHJXUDQoD# RSHUDFLRQDO# QD# DYLDomR.#


HQIDWL]DQGR# D# UHJXODPHQWDomR# EUDVLOHLUD"# $# VHJXQGD# VHomR# WUD]# EUHYH# GHVFULomR#


VREUH# D# VpULH# GH# QRUPDV# GH# VLVWHPDV# GH# JHVWmR# GD# TXDOLGDGH# ,62"# (P# VHJXLGD.#
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2ULJLQDOPHQWH# GHGLFDGR# DR# VHUYLoR# GH# WUDQVSRUWH# S~EOLFR# GH# FRUUHLRV# H#


PHUFDGRULDV.# R#PRGDO# DpUHR# DSUHVHQWDYD9VH# SRXFR# H# GLIHUHQWHPHQWH# UHJXODGR# HP#


FDGD# SDtV"# e# DR# ILQDO# GD# VHJXQGD# JXHUUD# PXQGLDO.# TXDQGR# VXUJH# FRPR# PHLR# GH#


WUDQVSRUWH# S~EOLFR# GH# SDVVDJHLURV# HP# PDVVD.# TXH# FUHVFH# D# GHPDQGD# SDUD# XPD#


UHJXODomR#PDLV#HVWULWD#H.#SULQFLSDOPHQWH.#SRU#XPD#UHJXODPHQWDomR#WpFQLFD#FRP#EDVH#


HP#UHIHUrQFLDV#DFHLWDV#LQWHUQDFLRQDOPHQWH#`5+2$'(6.#044La"#


5HDOL]DGD#QD#FLGDGH#GH#&KLFDJR.#QR# ILQDO#GR#DQR#GH#5Ycc.#D#&RQYHQWLRQ*RQ*


,QWHUQDWLRQDO*&LYLO*$YLDWLRQ#±#&,&$.# UHSUHVHQWD#R#PDUFR#KLVWyULFR#SDUD#FRQVROLGDomR#


GH# XPD# HVWUXWXUD# UHJXODWyULD# HP# kPELWR# LQWHUQDFLRQDO# SDUD# GLYHUVRV# DVSHFWRV#


UHODFLRQDGRV#j#DYLDomR#FLYLO#H#TXH#LQLFLD#FRP#D#SUHYLVmR#SDUD#FULDomR#GD#,QWHUQDWLRQDO*


&LYLO*$YLDWLRQ*2UJDQL]DWLRQ#±#,&$2#`,&$2.#0455a"#


&RQWHPSRUDQHDPHQWH#D# ,&$2#p#XPD#DJrQFLD#HVSHFLDOL]DGD#GD#2UJDQL]DomR#


GDV# 1Do}HV# 8QLGDV"# )RUPDGD# SRU# UHSUHVHQWDQWHV# GH# TXDVH# GXDV# FHQWHQDV# GH#


SDtVHV.# WHP# D# PLVVmR# GH# SURPRYHU# R# GHVHQYROYLPHQWR# GH# XPD# DYLDomR# FLYLO#


LQWHUQDFLRQDO# VHJXUD# H# HILFLHQWH#PHGLDQWH# D# SDGURQL]DomR# H# DFRUGRV# HP# DVSHFWRV#


FUtWLFRV#`,&$2.#0455a"#


1HVVD#OyJLFD#H#HQIDWL]DQGR#D#UHJXODPHQWDomR#GD#VHJXUDQoD#RSHUDFLRQDO.#FRP#


D#SXEOLFDomR#GR#'2&#YLKY#HP#0448.#D#,&$2#DGRWD#FRPR#UHIHUrQFLD.#D#DERUGDJHP#


GH# JHUHQFLDPHQWR# GD# VHJXUDQoD# RSHUDFLRQDO# EDVHDGD# HP# VLVWHPDV# GH# JHVWmR#


`,&$2.#0448Da"#$#EDVH#UDFLRQDO#HVWi#IXQGDPHQWDGD#VREUH#FRQWULEXLo}HV#GD#iUHD#GH#


IDWRUHV# KXPDQRV# GD# SVLFRORJLD# RUJDQL]DFLRQDO# `5($621.# 0444i# 044ca# H# DOLQKDGD#


FRP#D#SHUVSHFWLYD#VyFLR9WpFQLFD#GDV#RUJDQL]Do}HV#`6721(5i#)5((0$1.#5YYKa#TXH#


LQGX]#XPD#YLVmR#GD#RUJDQL]DomR#FRPR#VLVWHPD"#


6HJXUDQoD# RSHUDFLRQDO# p# R# WHUPR# TXH# R# UHJXODGRU# EUDVLOHLUR# HVFROKHX# SDUD#


WUDGX]LU#R# WHUPR#GD# OtQJXD# LQJOHVD#VDIHW\"#2#FRQFHLWR#GH#VDIHW\#VH#DSUHVHQWD#QHVVH#
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FRQWH[WR#FRPR#XP#DVSHFWR#LPSRUWDQWH#GHQWUR#GD#GLQkPLFD#GH#TXDOTXHU#RUJDQL]DomR.#


VHQGR#GHILQLGR#FRPRo#


7KH#VWDWH# LQ#ZKLFK# WKH#SRVVLELOLW\#RI#KDUP# WR#SHUVRQV#RU#RI#SURSHUW\#
GDPDJH# LV# UHGXFHG# WR.# DQG# PDLQWDLQHG# DW# RU# EHORZ.# DQ# DFFHSWDEOH#
OHYHO#WKURXJK#D#FRQWLQXLQJ#SURFHVV#RI#KD]DUG#LGHQWLILFDWLRQ#DQG#VDIHW\#
ULVN#PDQDJHPHQW"`,&$2.#044Y.S"#5ca"#


2#FRQFHLWR#WUD]#D#QRomR#GH#VHJXUDQoD#FRPR#XP#HVWDGR#GHVHMiYHO#RQGH#R#ULVFR#


p# PDQWLGR# VRE# FRQWUROH# SRU# HVWDUHP# DV# DWLYLGDGHV# SURGXWLYDV# VXEPHWLGDV# D# XP#


SURFHVVR# GH# JHVWmR# TXH# JDUDQWD# D# GHILQLomR# GH# SROtWLFD# H# REMHWLYRV.# GLUHWUL]HV# H#


UHTXLVLWRV.# PRQLWRUDPHQWR# FRQWtQXR# GR# GHVHPSHQKR# H# JHUHQFLDPHQWR# GRV# ULVFRV#


DVVRFLDGRV#j#UHDOL]DomR#GDV#DWLYLGDGHV"##


1HVVD# SHUVSHFWLYD.# R# 6*62# p# DSUHVHQWDGR# FRPR# IHUUDPHQWD# JHUHQFLDO# SRU#


PHLR#GD#TXDO#XP#3URYHGRU#GH#6HUYLoR#GH#$YLDomR#&LYLO#9#36$&#GHYH#FRQVROLGDU#VHXV#


SURFHVVRV#GH#JHVWmR#YROWDGRV#SDUD#JDUDQWLD#GD#VHJXUDQoD#GH#VXDV#RSHUDo}HV"#(VVD#


PHVPD# IHUUDPHQWD# p# HOHPHQWR# FHQWUDO# SDUD# R# JHUHQFLDPHQWR# GD# VHJXUDQoD#


RSHUDFLRQDO# GR# VLVWHPD# QDFLRQDO# GH# DYLDomR# FLYLO# SRU# SDUWH# GR# (VWDGR.# TXH# GHYH#


EXVFDU# XPD# DERUGDJHP# GH# UHJXODomR# FRP# EDVH# QD# DFHLWDomR# GH# SDGU}HV# GH#


GHVHPSHQKR#FRPSURPLVVDGRV#SHORV#36$&#H#PRQLWRUDPHQWR#GHVVH#GHVHPSHQKR"#


$V# UHIHUrQFLDV#SDUD# HVWUXWXUDomR#GH#XP#6*62#HVWmR# FRQVROLGDGDV# QR#'2&#


YLKY# `,&$2.# 044Ya# H# FDGD# SDtV# GHYH# GHILQLU# HP# VHX# DUFDERXoR# UHJXODWyULR# RV#


UHTXLVLWRV# PtQLPRV# SDUD# VHXV# 36$&"# &RPR# FRPSURPLVVR# HVWDEHOHFLGR# GHQWUR# GR#


362E%5.# R# %UDVLO.# SRU# LQWHUPpGLR# GD# $JrQFLD# 1DFLRQDO# GH# $YLDomR# &LYLO# ±# $1$&#


HVWDEHOHFHX# UHJXODPHQWDomR# YROWDGD# SDUD# RV# 36$&o# RSHUDGRUHV# GH# DHURQDYHV#


`VHUYLoRV#S~EOLFRV#H#SULYDGRVa.#DGPLQLVWUDGRUHV#GH#DHUyGURPRV.#DHURFOXEHV.#HVFRODV#


GH# DYLDomR# FLYLO# H# FHQWUR# GH# WUHLQDPHQWR"# 4XDQWR# DRV# SUHVWDGRUHV# GH# VHUYLoR# GH#


WUiIHJR# DpUHR.# D# FRPSHWrQFLD# p# GR# 'HSDUWDPHQWR# GH# &RQWUROH# GR# (VSDoR#$pUHR# 9#


'(&($.#TXH#WDPEpP#HVWDEHOHFHX#UHJXODPHQWDomR#SUySULD"#


2#&HQWUR#GH#,QYHVWLJDomR#H#3UHYHQomR#GH#$FLGHQWHV#$HURQiXWLFRV#±#&(1,3$#


DVVXPH#XP#SDSHO#LQWHJUDGRU.#PDQWHQGR#VXD#DWXDomR#GHQWUR#GD#OyJLFD#GR#6LVWHPD#GH#


3UHYHQomR#GH#$FLGHQWHV#$HURQiXWLFRV#±#6,3$(5"#$VVLP.#DWXD#GH#IRUPD#DEUDQJHQWH#
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HP#DWLYLGDGHV#GH#PRQLWRUDPHQWR#GR#VHWRU#H#RULHQWDQGR#Do}HV#GH# WRGRV#RV#HORV#GR#


6,3$(5.# R# TXH# FRPSUHHQGH# 36$&# H# PHVPR# RXWUDV# HQWLGDGHV# GD# HVWUXWXUD# GR#


(VWDGR#TXH#DWXDP#QR#VLVWHPD"#


2# TXDGUR# 5# DSUHVHQWD# RV# LQVWUXPHQWRV# QRUPDWLYRV# YLJHQWH# QR# SDtV# TXH#


GLVFLSOLQDP#D#LPSODQWDomR#H#GHVHQYROYLPHQWR#GH#6*62"#


48$'52#5#±#,QVWUXPHQWRV#QRUPDWLYRV#VREUH#VHJXUDQoD#RSHUDFLRQDO#QD#DYLDomR#


,QVWUXPHQWR# 5HVSRQViYHO# 36$&#S~EOLFR9DOYR#


5HVROXomR#
$1$&# Ql# 548.#
GH#14E48E044Y#


$1$&#


3HTXHQRV# SURYHGRUHV# GH# VHUYLoR# GH# DYLDomR# FLYLOo# ,# 9#
RSHUDGRUHV#TXH#H[HFXWHP#VHUYLoRV#DpUHRV#HVSHFLDOL]DGRVi#
,,# 9# RSHUDGRUHV# DpUHRV# GH# VHJXUDQoD# S~EOLFD# HERX# GH#
GHIHVD# FLYLOi# ,,,# 9#(VFRODV#GH#$YLDomR#&LYLO# `RX#&HQWURV#GH#
,QVWUXomR.#UHJLGRV#SHOR#5%+$E5%$&#5c5ai#,9#9#&HQWURV#GH#
7UHLQDPHQWRi# 9# 9# $HURFOXEHVi# H# 9,# 9# RSHUDGRUHV# GH#
DHUyGURPR# FLYLO# TXH# WHQKDP# SURFHVVDGR# PHQRV# GH#
c44"444# SDVVDJHLURV# `HPEDUFDGRV# H# GHVHPEDUFDGRVa# QR#
DQR#DQWHULRU"#


5%$&# Ql# 505.#
GH#56E41E0454# $1$&#


2SHUDGRUHV# DpUHRV# TXH# UHDOL]HP# RSHUDo}HV# GRPpVWLFDV.#
GH# EDQGHLUD# H# VXSOHPHQWDUHV.# GHWHQWRUHV# GH# XP#
&HUWLILFDGR# GH# (PSUHVD# GH# 7UDQVSRUWH# $pUHR# HPLWLGR#
VHJXQGR#R#5%$&#55Y"#


5%$&# Ql# 51K.#
GH#0KE4LE0454# $1$&#


2SHUDGRUHV# DpUHRV# TXH# UHDOL]HP# RSHUDo}HV#
FRPSOHPHQWDUHV# RX# SRU# GHPDQGD# GH# XP# VROLFLWDQWH# RX#
GHWHQWRU# GH# XP# &HUWLILFDGR# GH# (PSUHVD# GH# 7UDQVSRUWH#
$pUHR#VHJXQGR#R#5%$&#55Y"#


5%$&# Ql# 51Y.#
GH#55E4KE044Y# $1$&#


2SHUDGRUHV# GH#$HUyGURPRV# FRP#PRYLPHQWDomR# DQXDO# GH#
SDVVDJHLURV# HPEDUFDGRV# H# GHVHPEDUFDGRV# VXSHULRU# D#
5"444"444"#


16&$# 191.#
15E54E044L# &(1,3$# 7RGRV#RV#SURYHGRUHV#GH#VHUYLoR#GH#DYLDomR#FLYLO#H#GHPDLV#


HORV#GR#6,3$(5"#
,&$# 190.# GH#
15E41E0454# &(1,3$# 7RGRV#RV#SURYHGRUHV#GH#VHUYLoR#GH#DYLDomR#FLYLO#H#GHPDLV#


HORV#GR#6,3$(5"#
,&$# 81908.# GH#
4YE48E0454# '(&($# (QWLGDGHV# LQWHJUDQWHV#GR#6LVWHPD#GH#&RQWUROH#GR#(VSDoR#


$pUHR#%UDVLOHLUR#`6,6&($%a"#


'&$#8191.#GH#
06E40E044Y# '(&($#


3URYHGRUHV# GH# 6HUYLoRV# GH# 1DYHJDomR#$pUHD.# H[FOXLQGR#
SURFHVVRV# H# DWLYLGDGHV# UHODWLYDV# j# VHJXUDQoD#SDWULPRQLDO.#
SURWHomR# DR# PHLR# DPELHQWH# RX# TXDOLGDGH# GRV# VHUYLoRV#
SUHVWDGRV"#


)RQWHo#$XWRU"#
#


3DUD# RV# ILQV# GR# DUWLJR# H# GDGD# j# OLPLWDomR# GH# HVSDoR.# VHUi# HQIDWL]DGD# D#


UHJXODPHQWDomR# GHVWLQDGD# DR# RSHUDGRU# DpUHR# FHUWLILFDGR# TXH# UHDOL]D# RSHUDo}HV#


UHJXODGDV#SHOR#5%$&#505"#7DO#HVFROKD#VH# MXVWLILFD#SRU#VH# WUDWDU#GH#UHJXODPHQWDomR#


PRGHUQD#SDUD#R#SDtV.#SXEOLFDGD#HP#0454.#Mi#WUD]HQGR#WRGDV#DV#UHIHUrQFLDV#GD#YHUVmR#


DWXDO#GR#'2&#YLKY"#$OpP#GLVVR.# WUDWD9VH#GH#JUXSR#GH#36$&#TXH.#GDGR#R#SRUWH#GH#
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VXDV# RSHUDo}HV# GHPDQGDP# HVWUXWXUD# RUJDQL]DFLRQDO# PDLRU.# FRQGLomR# FRPXP# j#


LPSODQWDomR#GH#VLVWHPDV#GH#JHVWmR#GD#TXDOLGDGH#`,10(752.#0455a"#


2#5%$&# 505# WUD]# RV# UHTXLVLWRV# RSHUDFLRQDLV# GD# DXWRULGDGH# GH# DYLDomR# FLYLO#


EUDVLOHLUD# SDUD# RSHUDo}HV# GRPpVWLFDV.# GH# EDQGHLUD# H# VXSOHPHQWDUHV# HP# 01#


VXESDUWHV#TXH#DEUDQJHP#GLYHUVRV#DVSHFWRV#GD#RSHUDomR.# LQFOXLQGR#D#REULJDomR#GH#


LPSODQWDU.#GHVHQYROYHU.#PDQWHU#H#JDUDQWLU#D#PHOKRULD#FRQWtQXD#GH#XP#6*62#QD#VHomR#


505"5045#`$1$&.#0454Da"#


2# DSrQGLFH# 4# DR# UHJXODPHQWR# GHILQH# D# HVWUXWXUD# SDUD# LPSODQWDomR# H#


PDQXWHQomR# GR# VLVWHPD.# WUD]HQGR# XP# PRGHOR# GH# 6*62# FRPSRVWR# SRU# TXDWUR#


FRPSRQHQWHV#H#51#HOHPHQWRV"#2#TXDGUR#0#DSUHVHQWD#DV#FDUDFWHUtVWLFDV#GR#FRQMXQWR#


GH# UHTXLVLWRV# SRU# FRPSRQHQWH# GR# VLVWHPD# H# R# GHWDOKDPHQWR# GH# FDGD# HOHPHQWR# H#


UHVSHFWLYRV#UHTXLVLWRV#p#DSUHVHQWDGR#QR#$SrQGLFH#$"#
48$'52#0#±#&DUDFWHUtVWLFDV#GRV#FRPSRQHQWHV#GR#6*62##
&RPSRQHQWH# &RQWH~GR#GR#FRQMXQWR#GH#UHTXLVLWRV#


3ROtWLFD#H#2EMHWLYRV#
GH# 6HJXUDQoD#
2SHUDFLRQDO#


'LUHWUL]HV# SDUD# R# JHUHQFLDPHQWR# GD# VHJXUDQoD# RSHUDFLRQDO#
DEUDQJHQGR# REMHWLYRV# H# GHILQLomR# GH# UHVSRQVDELOLGDGHVi#
FRRUGHQDomR#GR#SODQHMDPHQWR#GH#UHVSRVWD#j#HPHUJrQFLD#H#FRQWUROH#
GD#GRFXPHQWDomR#UHODFLRQDGD#DR#VLVWHPD"#


*HUHQFLDPHQWR#
GRV# 5LVFRV# j#
6HJXUDQoD#
2SHUDFLRQDO#


(OHPHQWRV# SDUD# GHILQLomR# GH# XP# SURFHVVR# FRQWtQXR# GH#
JHUHQFLDPHQWR#GR#ULVFR#TXH#FRPSUHHQGDo#LGHQWLILFDomR#GH#SHULJRV.#
DQiOLVH# GRV# SHULJRV# H# DYDOLDomR# GRV# ULVFRV# HP# WHUPRV# GDV#
GLPHQV}HV#SUREDELOLGDGH#H#VHYHULGDGH"#


*DUDQWLD# GD#
6HJXUDQoD#
2SHUDFLRQDO#


3UHYLV}HV# SDUD# R# PRQLWRUDPHQWR# GR# GHVHPSHQKR# RUJDQL]DFLRQDO#
VRE# D# GLPHQVmR# GD# VHJXUDQoD# RSHUDFLRQDO# H# SURFHVVR# GH# Do}HV#
FRUUHWLYDV#H#SUHYHQWLYDV.#LQFOXLQGR#DVSHFWRV#GH#JHVWmR#GD#PXGDQoD#
H#PHOKRULD#FRQWtQXD"#


3URPRomR# GD#
6HJXUDQoD#
2SHUDFLRQDO#


7UHLQDPHQWR#GR#SHVVRDO#H#HVWUXWXUD#GH#FRPXQLFDomR#UHODFLRQDGD#j#
VHJXUDQoD#RSHUDFLRQDO"#


)RQWHo#(ODERUDGR#SHOR#DXWRU#FRP#EDVH#HP#$1$&#`0454Da"#
#


@+ 1250$6+'(+6,67(0$6+'(+*(67­2+'$+48$/,'$'(+,62+BCCC+


6HJXQGR#3DODGLQL# `044ca.#D#*HVWmR#GD#4XDOLGDGH#SRGH#VHU#HQWHQGLGD#FRPR#


XP#FRQMXQWR#GH#DWLYLGDGHV#HVWUXWXUDGDV#GH#IRUPD#SODQHMDGD.#DEUDQJHQWH#H#HYROXWLYD.#


GHVWLQDGDV#D#YLDELOL]DU#D#SROtWLFD#GD#TXDOLGDGH#H#RV#REMHWLYRV#JHUDLV#GD#RUJDQL]DomR#


HP#WHUPRV#GD#TXDOLGDGH"#


2#PHOKRU#PRGHOR#TXH#VH#DSUHVHQWD#SDUD#D#JHVWmR#GD#TXDOLGDGH#p#R#VLVWHPD.#







L4###########$UWLJR#&LHQWtILFR#


,661#056896666!
!


SHOD# RUJDQL]DomR# HVWUXWXUDO# H# LQWHUDomR# HQWUH# RV# VHXV# GLYHUVRV# HOHPHQWRV#


FRQVWLWXLQWHV"#3DUD#3DODGLQL#`044ca.#D#DSOLFDomR#GD#DERUGDJHP#VLVWrPLFD#j#TXDOLGDGH#


QDVFHX#GH#XP#DMXVWH#QRWiYHOo#


>"""@# RV# FRQFHLWRV# EiVLFRV# GD# WHRULD# JHUDO# GRV# VLVWHPDV# HUDP#
SHUIHLWDPHQWH#DGHUHQWHV#DRV#SULQFtSLRV#GD#TXDOLGDGH"#$#SDUWLU#GHVVD#
DGHTXDomR# VXUJLX.# FRPR# GHFRUUrQFLD# HOHPHQWDU.# D# XWLOL]DomR# GD#
HVWUXWXUD# GH# VLVWHPD# j# HVWUXWXUD# TXH# GHYH# SODQHMDU.# JHUHQFLDU.#
GHVHQYROYHU#H#DYDOLDU#D#TXDOLGDGH"#`3$/$',1,.#044c.#S"#554a#


$VVLP.#SRGH9VH#GHILQLU#XP#6LVWHPD#GH#*HVWmR#GD#4XDOLGDGH# `6*4a#FRPR#D#


HVWUXWXUD#SODQHMDGD#H#LPSOHPHQWDGD#SDUD#TXH#RV#SURFHVVRV#LQWHUQRV#GD#RUJDQL]DomR#


`SURGXWLYRV#H#GH#VXSRUWHa#VHMDP#H[HFXWDGRV#GH#PRGR#UDFLRQDO#H#LQWHJUDGRV.#D#ILP#GH#


TXH# RV# UHVXOWDGRV# GHVVHV# SURFHVVRV# HVWHMDP# HP# FRQIRUPLGDGH# FRP# RV# REMHWLYRV#


GHILQLGRV#SHOD#RUJDQL]DomR"#


$V# QRUPDV# WpFQLFDV# GD# VpULH# ,62# Y444# FRQVWLWXHP9VH# XP# SDGUmR# GH#


UHIHUrQFLD# SDUD# D# LPSODQWDomR# H# GHVHQYROYLPHQWR# GH# XP# 6*4# TXH# VH# SURS}H#


JHQpULFR.#QR#VHQWLGR#GH#DSOLFiYHO#D#TXDOTXHU#WLSR#GH#RUJDQL]DomR"#$#VLJOD#,62#UHIHUH9


VH#j#,QWHUQDWLRQDO#2UJDQL]DWLRQ#IRU#6WDQGDUGL]DWLRQ.#RUJDQL]DomR#QmR9JRYHUQDPHQWDO#


TXH# WHP#FRPR#ILQDOLGDGH#SURPRYHU#D#SDGURQL]DomR#H#QRUPDWL]DomR#HP#DEUDJrQFLD#


LQWHUQDFLRQDO# GH# SURGXWRV# H# VHUYLoRV"# 2# PRGHOR# GH# 6*4# GD# ,62# WHP# DFHLWDomR#


PXQGLDO#H#D#IDPtOLD#,62#Y444#p#FRPSRVWD#GH#WUrV#QRUPDV.#FDGD#XPD#FRP#FRQWH~GR#


HVSHFtILFRo# ,62# Y444# 9# 3ULQFtSLRV.# IXQGDPHQWRV# H# YRFDEXOiULRi# ,62# Y445# 9#


5HTXLVLWRVi#,62#Y44c#9#'LUHWUL]HV#SDUD#PHOKRULD#GH#GHVHPSHQKR#`$%17.#044La"#


1R#%UDVLO.#D#$VVRFLDomR#%UDVLOHLUD#GH#1RUPDV#7pFQLFDV#9#$%17#p#UHVSRQViYHO#


SHOD# HGLomR# GDV# QRUPDV.# VRPDQGR# D# VLJOD# 1%5# jV# VXDV# HGLo}HV"# $# DSRVLomR# GR#


QXPHUDO#044L#j#,62#Y445#UHIHUH9VH#DR#DQR#GH#HGLomR#QR#%UDVLO"#


3DUD#RV#ILQV#GHVWH#DUWLJR.#LQWHUHVVD#FRQKHFHU#RV#UHTXLVLWRV#DSUHVHQWDGRV#SHOD#


1%5# ,62# Y445.# RV# TXDLV# UHSUHVHQWDP# QHFHVVLGDGH# RX# H[SHFWDWLYD# UHODFLRQDGD# j#


HVWUXWXUD#GR#6*4#H#TXH#p#H[SUHVVD.#JHUDOPHQWH.#GH#IRUPD# LPSOtFLWD#RX#REULJDWyULD"#


2V# UHTXLVLWRV# SDUD# SURGXWR.# SRU# H[HPSOR.# GHYHP# FRQVLGHUDU# DV# QHFHVVLGDGHV# GRV#


FOLHQWHV.#D# OHJLVODomR#DSOLFiYHO#H#H[SHFWDWLYDV#GD#SUySULD#RUJDQL]DomRi#RV#UHTXLVLWRV#







5"#&RQH["#6,3$(5.#Y"#0.#Q"#1.#DJR"#0455"##########L5#
#


,661#056896666!
!


SDUD#R#VLVWHPD#GH#JHVWmR#VmR#RV#HVSHFLILFDGRV#QD#QRUPD#H#VmR#DSUHVHQWDGRV#VRE#


IRUPD#GH#LWHQV#H#VXELWHQV.#DJUXSDGRV#HP#FLQFR#VHo}HV#`4XDGUR#1ao#


48$'52#1#±!&RQWH~GR#GDV#VHo}HV#GD#1%5#,62#Y445o044L#
6HomR# &RQWH~GR#


c#9#6LVWHPD#GH#
*HVWmR#GD#
4XDOLGDGH#


5HTXLVLWRV#JHUDLV#H#RV#UHODFLRQDGRV#j#GRFXPHQWDomR#GR#6*4"#'HILQH#
TXH# D# RUJDQL]DomR# GHYH# HVWDEHOHFHU.# GRFXPHQWDU.# LPSOHPHQWDU# H#
PDQWHU#XP#6*4#H#PHOKRUDU#FRQWLQXDPHQWH#D#VXD#HILFiFLD#GH#DFRUGR#
FRP#RV#UHTXLVLWRV#GD#QRUPD"##


K#9#
5HVSRQVDELOLGDGH#
GD#'LUHomR#


5HTXLVLWRV# UHIHUHQWHV# j# UHVSRQVDELOLGDGH# GD# $OWD# 'LUHomR.#
FRQVLGHUDQGR# VHX# SDSHO# QR# SODQHMDPHQWR.# GHILQLomR# GH#
UHVSRQVDELOLGDGHV.#FRPXQLFDomR#LQWHUQD#H#DQiOLVH#FUtWLFD"#


8#9#*HVWmR#GH#
5HFXUVRV#


5HTXLVLWRV# UHIHUHQWHV# j# JHVWmR# GRV# UHFXUVRV# `ILQDQFHLURV.# KXPDQRV.#
LQIUDHVWUXWXUD# H# FRQGLo}HV# GH# WUDEDOKRa# QHFHVViULRV# SDUD# D#
PDQXWHQomR#H#PHOKRULD#GR#6*4"#


6#9#5HDOL]DomR#GR#
3URGXWR#


5HTXLVLWRV# UHIHUHQWHV# DR# SODQHMDPHQWR# GD# UHDOL]DomR# GR# SURGXWR"#
&RPSUHHQGH#D# LGHQWLILFDomR#GRV#UHTXLVLWRV#GR#FOLHQWH#SDUD#R#SURGXWR.#
SURMHWR# GH# GHVHQYROYLPHQWR# GR# SURGXWR.# SURFHVVR# GH# DTXLVLomR.# DR#
FRQWUROH#GD#SURGXomR#H#IRUQHFLPHQWR#H#DR#FRQWUROH#GRV#GLVSRVLWLYRV#GH#
PHGLomR#H#PRQLWRUDPHQWR"#


L#9#0HGLomR.#
DQiOLVH#H#PHOKRULD#


5HTXLVLWRV# UHIHUHQWHV# DR# SODQHMDPHQWR# H# LPSOHPHQWDomR# GRV#
SURFHVVRV# QHFHVViULRV# SDUD# GHPRQVWUDU# D# FRQIRUPLGDGH# GR# SURGXWR.#
DVVHJXUDU# D# FRQIRUPLGDGH# H# PHOKRUDU# FRQWLQXDPHQWH# D# HILFiFLD# GR#
6*4.# LQFOXLQGR# PRQLWRUDPHQWR# H# PHGLomR.# FRQWUROH# GH# SURGXWR# QmR#
FRQIRUPH.#DQiOLVH#GRV#GDGRV#H#PHOKRULD"#


)RQWHo#(ODERUDGR#SHOR#DXWRU#D#SDUWLU#GH#$%17#`044La"#
# #
&RQIRUPH# H[SUHVVD# D# LQWURGXomR# GD# QRUPD.# HVVD# QmR# LQFOXL# UHTXLVLWRV#


HVSHFtILFRV#SDUD#RXWURV#VLVWHPDV#GH#JHVWmR.#WDLV#FRPR#JHVWmR#DPELHQWDO.#JHVWmR#GH#


VHJXUDQoD# H# VD~GH# RFXSDFLRQDO.# JHVWmR# ILQDQFHLUD# RX# GH# ULVFR"# 1R# HQWDQWR.#


SRVVLELOLWD#DOLQKDPHQWR#RX#LQWHJUDomR#GR#6*4#FRP#UHTXLVLWRV#GH#RXWURV#VLVWHPDV#GH#


JHVWmR.# EHP# FRPR# FRQVLGHUD# SRVVtYHO# D# DGDSWDomR# GH# VLVWHPDV# GH# JHVWmR#


H[LVWHQWHV# SDUD# HVWDEHOHFHU# XP# 6*4# TXH# FXPSUD# FRP# VHXV# UHTXLVLWRV# `$%17.#


044La"#


#


D+ 0(72'2/2*,$+


3RVWR#R#REMHWLYR#GH#HVWDEHOHFHU#FRPSDUDomR#FUtWLFD#HQWUH#R#PRGHOR#GH#6*62#


H#D#QRUPD#1%5#,62#Y444o044L.#UHFRUUHX9VH#SULPHLUDPHQWH#j#SHVTXLVD#H[SORUDWyULD#


EDVHDGD# HP# UHYLVmR#ELEOLRJUiILFD# GRV# GRLV# WH[WRV# QRUPDWLYRV# EXVFDQGR# QHFHVViULD#


IDPLOLDUL]DomR#FRP#R#FRQWH~GR"#$SyV#D# IDPLOLDUL]DomR#FRP#RV# WH[WRV.# UHFRUUHX9VH#j#
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WpFQLFD#GH#DQiOLVH#GH#FRQWH~GR#FRPR#PpWRGR#GH#SHVTXLVD"#&RQIRUPH#H[SOLFD#%DUGLQ#


`5Y6Ya.#D#DQiOLVH#GH#FRQWH~GR#FRPSUHHQGHo#


8P#FRQMXQWR#GH#WpFQLFDV#GH#DQiOLVH#GDV#FRPXQLFDo}HV#YLVDQGR#
REWHU.# SRU# SURFHGLPHQWRV.# VLVWHPiWLFRV# H# REMHWLYRV# GH# GHVFULomR# GR#
FRQWH~GR# GDV# PHQVDJHQV.# LQGLFDGRUHV# `TXDQWLWDWLYRV# RX# QmRa# TXH#
SHUPLWDP# D# LQIHUrQFLD# GH# FRQKHFLPHQWRV# UHODWLYRV# jV# FRQGLo}HV# GH#
SURGXomREUHFHSomR# `YDULiYHLV# LQIHULGDVa# GHVWDV# PHQVDJHQV"#
`%$5',1.#5Y6Y.#S"#c0a#


$#DXWRUD#RUJDQL]D#DV#IDVHV#GD#DQiOLVH#GH#FRQWH~GR#HP#WUrV#SULQFLSDLV#HWDSDVo#


La#SUp9DQiOLVHi#LLa#H[SORUDomR#GR#PDWHULDOi#H#LLLa#WUDWDPHQWR#GRV#UHVXOWDGRV.#LQIHUrQFLD#H#


LQWHUSUHWDomR#`%$5',1.#5Y6Ya"#$#ILJXUD#5#VH#EDVHLD#QHVVD#PHWRGRORJLD.#DGDSWDGD#jV#


SDUWLFXODULGDGHV#GD#SHVTXLVD"#


2V# WH[WRV# GR# 5%$&# 505# H# GD# 1%5# ,62# Y445# VmR# FRQVLGHUDGRV# FRUSXV#


GLVWLQWRV#H# HVWDEHOHFH9VH# FRPR# FULWpULR#D# LGHQWLILFDomR#GH# UHTXLVLWRV# UHODFLRQDGRV#j#


HVWUXWXUDomR# GRV# VLVWHPDV# GH# JHVWmR"# $VVLP.# FRQVLGHUD9VH# UHTXLVLWR# FRPR# WRGD# H#


TXDOTXHU# UHIHUrQFLD# j# QHFHVVLGDGH.# H[SHFWDWLYD# RX# REULJDomR# HVWDEHOHFLGD# H# TXH#


HVWHMD#YLQFXODGD#j#HVWUXWXUD#GR#VLVWHPD"#


$# GHPDUFDomR# GR# TXH# VHMD# UHTXLVLWR# PDQWpP9VH.# DVVLP# DOLQKDGD# FRP# RV#


WHUPRV#H#GHILQLo}HV#DSUHVHQWDGRV#SHOD#1%5#,62#Y444#`$%17.#044Ka"#2V#UHTXLVLWRV#


VmR.#SRUWDQWR.#DVVRFLDGRV#D#LQGLFDGRUHV#TXH#VmR#YHUERV#GH#DomR#RX#H[SUHVV}HV#TXH#


WUDJDP#R#VHQWLGR#GH#QHFHVVLGDGH#RX#H[SHFWDWLYD#D#VHU#DWHQGLGD#SHOD#RUJDQL]DomR#RX#


REULJDomR#D#VHU#FXPSULGD#SHOD#RUJDQL]DomR"#


3DUD#R#WUDWDPHQWR#GRV#GDGRV.#DGRWRX9VH#D#DQiOLVH#GR#WLSR#WHPiWLFD#GH#DFRUGR#


FRP# WHPDV# SUHYLDPHQWH# GHILQLGRV# H# FDWHJRULDV# SUHGHILQLGDV"# &RP# DWHQomR# DR#


REMHWLYR#GD#SHVTXLVD#H#EXVFDQGR#WUDEDOKDU#RV#UHVXOWDGRV#GH#IRUPD#D#SRVVLELOLWDU#XPD#


FRPSDUDomR# SUHOLPLQDU.# SRUpP# VLVWHPDWL]DGD.# SDUWLX9VH# GR# SULQFtSLR# GD# PHOKRULD#


FRQWtQXD#SUHVHQWH#HP#DPERV#RV#VLVWHPDV"#


$VVLP.# UHFRUUHX9VH# j# FRQKHFLGD# PHWRGRORJLD# 3'&$# `3ODQ;'R;&KHFN;$FWa.#


DSUHVHQWDGD#SHOD#1%5#,62#Y445#FRPR#IHUUDPHQWD#GH#XWLOLGDGH#SDUD#LPSODQWDomR#GH#


XP#VLVWHPD#GH#JHVWmR#GD#TXDOLGDGH"#$#FDWHJRUL]DomR#GRV#UHTXLVLWRV#IRL#HVWDEHOHFLGD#
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HQWUH#3ODQHMDPHQWR.# ([HFXomR.#0RQLWRUDPHQWR# H#PHGLomR# H#$o}HV# SDUD#PHOKRULD.#


UHVSHFWLYDPHQWH#LQGLFDGDV#SRU#3.#'.#&#H#$"#2V#LQGLFDGRUHV#FRPSUHHQGHP#SUHYLV}HV#


SDUD# SODQHMDPHQWR# RX# HODERUDomR# GH# DOJR# `SODQHMDPHQWRa.# H[HFXomR# GH# DOJR#


`H[HFXomRa.# FRQWUROH# H# DYDOLDomR# GH# SURFHVVRV# RX# SURGXWRV# `FRQWUROHa# H# GHPDQGD#


SRU#WRPDGDV#GH#Do}HV#DSyV#DWLYLGDGH#GH#FRQWUROH#`Do}HV#SDUD#PHOKRULDa"#


#


),*85$#5#±#'HVHQYROYLPHQWR#GD#DQiOLVH#
)RQWHo#$XWRU"#
#


&RP#FDWHJRULDV#H#LQGLFDGRUHV#GHILQLGRV.#XPD#VHJXQGD#URGDGD#GH#H[SORUDomR#


GRV#WH[WRV#UHWRUQRX#RV#UHVXOWDGRV#VLQWHWL]DGRV#QRV#DSrQGLFHV#$#H#%"#&RQVLGHUDQGR#R#


REMHWLYR.# IRUDP#HQIDWL]DGRV# RV# UHTXLVLWRV# HIHWLYDPHQWH# UHODFLRQDGRV#j# HVWUXWXUDomR#


GR#VLVWHPD"#


/HLWXUD!³)OXWXDQWH´!


7H[WR!GDV!QRUPDV!


3UHSDUDomR!GR!0DWHULDO!


&ULWpULRV!


,QGLFDGRUHV!


)RUPXODomR!GRV!2EMHWLYRV!


'LPHQVmR!H!'LUHo}HV!GH!$QiOLVH!


&DWHJRUL]DomR!


35eJ$1È/,6(!


(;3/25$d­2!'2!0$7(5,$/!


$GPLQLVWUDomR!GDV!WpFQLFDV!VREUH!R!


FRUSXV!


&RQVWLWXLomR!GR!&RUSXV!


75$7$0(172!'26!5(68/7$'26!(!,17(535(7$d®(6!


6tQWHVH!GRV!UHVXOWDGRV!


6HOHomR!GRV!UHVXOWDGRV!


,QIHUrQFLDV!


,QWHUSUHWDomR!


8WLOL]DomR!GRV!UHVXOWDGRV!FRP!ILQV!


WHyULFRV!H!SUDJPiWLFRV!
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7HQGR# D# GHILQLomR# GH# UHTXLVLWRV# FRPR# QHFHVVLGDGH# RX# H[SHFWDWLYD# D# VHU#


DWHQGLGD# RX# REULJDomR# D# VHU# FXPSULGD.# WHP9VH# TXH# RV# UHTXLVLWRV# DSUHVHQWDP9VH#


DVVRFLDGRV# D# YHUERV# GH# DomR# RX# H[SUHVV}HV# TXH# WUDJDP# HVVH# VHQWLGR"# 1HVVD#


SHUVSHFWLYD.# HYLGHQFLRX9VH# D# RFRUUrQFLD# GRV# VHJXLQWHV# YHUERV# H# H[SUHVV}HV.#


HOHQFDGRV#SRU#QRUPD#`7DEHOD#5ao#


#


7$%(/$#5#±#9HUERV#H#H[SUHVV}HV#XWLOL]DGDV#SDUD#DSUHVHQWDU#UHTXLVLWR#


4XDQWLGDGH#GH##2FRUUrQFLDV#9HUEREH[SUHVVmR# #`5%$&#505a# `1%5#,62#Y445a#
0DQWHUi# 50# 9#
'HVHQYROYHUi# 55# 9#
'HYH# 6# L6#
(VWDEHOHFHUi.#6HUi#FRPSRVWD# 8# 9#
'HVLJQDUi.#7HUi# K# 9#
'HILQLUi.#,QFOXLUi# c# 9#
3URYHUi# 1# 9#
'HYHUi.#6HUi#UHVSRQViYHO# 0# 9#
&REULUi.# &RQWHUi.# &RRUGHQDUi.# (ODERUDUi.# ,GHQWLILFDUi.#
6H#XWLOL]DUi.#,QFOXLUmR.#6HUi#DSURSULDGD.#6HUi#GLYXOJDGD.#
6HUi#UHYLVWD.#6HUmR#GRFXPHQWDGDV#


5# 9#


'HYHP# 5# cL#
# )RQWHo#'DGRV#GD#SHVTXLVD"#


$#QRUPD#GH#6*62#ID]#XVR#GH#0c#GLIHUHQWHV#YHUERV#RX#H[SUHVV}HV#UHIHUHQWHV#


D# UHTXLVLWRV# GH# HVWUXWXUDomR# GR# VLVWHPD"# e# FRPXP# QR# WH[WR# D# XWLOL]DomR# GD#


FRQMXJDomR#YHUEDO#QR#IXWXUR#GR#SUHVHQWH#GR#LQGLFDWLYR.#VHMD#LVRODGDPHQWH#RX#FRP#R#


XVR#GR#DX[LOLDU# ³VHU´# H# SDVVLYR# GR# YHUER#SULQFLSDO"#2V# YHUERV#PDLV# IUHTXHQWHV# VmR#


³PDQWHUi´#H#³GHVHQYROYHUi´.#FRP#50#H#55#RFRUUrQFLDV.#UHVSHFWLYDPHQWH"#(VVHV#GRLV#


YHUERV#VmR#XWLOL]DGRV#UHIHUHQFLDQGR#HOHPHQWR#GR#VLVWHPD#TXH#GHYH#VHU#GHVHQYROYLGR#


H#PDQWLGR"#


3RU# VXD# YH].# D# QRUPD# GH# 6*4# DSUHVHQWD9VH# PDLV# HFRQ{PLFD# QR# XVR# GH#


H[SUHVV}HV# H# DGRWD# FRPR# SDGUmR# D# XWLOL]DomR# GR# YHUER# ³GHYHU´.# VHMD# QD# WHUFHLUD#


SHVVRD#GR#VLQJXODU#RX#WHUFHLUD#SHVVRD#GR#SOXUDO.#VHPSUH#QR#SUHVHQWH#GR# LQGLFDWLYR"#


2# XVR# GD# H[SUHVVmR# D# ³$OWD# 'LUHomR# GHYH´# p# UHFRUUHQWH# H# TXDVH# H[FOXVLYR# FRPR#


IRUPD# GH# DSUHVHQWDU# UHTXLVLWR"# 2XWUDV# H[SUHVV}HV# IUHTXHQWHV# VmR# ³$# RUJDQL]DomR#


GHYH´#H#³GHYHP#VHU´"#
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&RQVLGHUDQGR# D# TXDQWLGDGH# GH# WH[WR# GH# FDGD# QRUPD.# HYLGHQFLD9VH# VHU# D#


QRUPD# ,62#PDLV# HFRQ{PLFD# HP# WH[WR# H#PDLV# REMHWLYD# QD# IRUPD# GH# DSUHVHQWDU# RV#


UHTXLVLWRV"# $# XWLOL]DomR# GH# XP# ~QLFR# YHUER# GHPRQVWUD# D# SDGURQL]DomR# QD#


DSUHVHQWDomR#GRV#UHTXLVLWRV"#


1XPD# FRPSDUDomR# HP# VHQWLGR# DPSOR# HQWUH# DV# GXDV# QRUPDV.# PHUHFHP#


GHVWDTXH#DOJXQV#DVSHFWRV"#2#SULPHLUR#HVWi#DVVRFLDGR#j#IRUPD#GH#DSUHVHQWDomR#GRV#


UHTXLVLWRV"#'HIHQGH9VH#TXH.#FRPSDUDWLYDPHQWH.#D#1%5#,62#DSUHVHQWD#UHGDomR#PDLV#


FRQVLVWHQWH.#QR#VHQWLGR#GH#PDLV#RULHQWDGD#D#XP#SURGXWR#TXH#VHMD# LGHQWLILFiYHO#SDUD#


FDGD#UHTXLVLWR"#3RU#H[HPSOR.#QR#LWHP#K"8"5#GD#1%5#,62#Y445#WHP9VH#R#UHTXLVLWR#GH#


TXH# ³'HYHP# VHU# PDQWLGRV# UHJLVWURV# GDV# DQiOLVHV# FUtWLFDV# SHOD# GLUHomR´"# ,VVR#


HVWDEHOHFH#TXH#QmR#Ki#RXWUD#IRUPD#GH#VH#HYLGHQFLDU#FRQIRUPLGDGH#FRP#R#UHTXLVLWR#


TXH#QmR#VH#PDQWHQGR#UHJLVWURV#GDV#DQiOLVHV"##


e#QRWyULR#QD#FRPSDUDomR#R#IDWR#GH#TXH#D#1%5#,62#UHTXHU#SDUD#SUDWLFDPHQWH#


WRGRV# RV# UHTXLVLWRV# D# SURGXomR# H# FRQWUROH# GH# UHJLVWURV# SDUD# GHPRQVWUDU# D#


FRQIRUPLGDGH"# 7DO# SUHYLVmR# p# HVWDEHOHFLGD# KDELWXDOPHQWH# MXQWR# DR# FRQMXQWR# GH#


UHTXLVLWRV#TXH#WUDWDP#VREUH#DOJXP#HOHPHQWR#GR#6*4#H#UHSUHVHQWD#XP#SRQWR#IRUWH#GD#


QRUPD#HP#WHUPRV#GH#VLVWHPD#GH#JHVWmR.#SRLV#HVWDEHOHFH#LWHQV#GH#YHULILFDomR#TXDQGR#


GRV#HYHQWRV#GH#DXGLWRULDV#SHULyGLFDV"###


2XWUR# DVSHFWR# p# R# QtYHO# GH# SUHVFULomR# GDV# UHJUDV# TXDQWR# j# HVWUXWXUDomR#


RUJDQL]DFLRQDO# SDUD# LPSODQWDomR# H# GHVHQYROYLPHQWR# GRV# VLVWHPDV"# 2V# GRLV# WH[WRV#


LQGLFDP#D#DOWD9GLUHomR#GD#RUJDQL]DomR#FRPR#UHVSRQViYHO#SHOD#LPSODQWDomR#H#HILFiFLD#


GRV# VLVWHPDV# GH# JHVWmR# H# UHTXHUHP# D# GHVLJQDomR# GH# XPD# SHVVRD# TXH# VHMD#


UHVSRQViYHO#SHOD#FRRUGHQDomR#GRV#SURFHVVRV#UHODFLRQDGRV#DR#HVFRSR#GRV#VLVWHPDV"#


(QTXDQWR#R#5%$&#505#GHQRPLQD#'LUHWRU#GH#6HJXUDQoD#2SHUDFLRQDO#`DOtQHD#LL.# LWHP#


1.#DSrQGLFH#4a#H#HVWDEHOHFH#TXH#HVVH#'LUHWRU# WHP#TXH#VHU#DFHLWiYHO#SHOD#$1$&.#D#


,62#UHIHUHQFLD#JHQHULFDPHQWH#XP#5HSUHVHQWDQWH#GD#'LUHomR#`LWHP#K"K"0a"#


1D# ,62# Ki# DSHQDV# D# SUHYLVmR# SDUD# TXH# RV# GHPDLV# PHPEURV# GR# FRUSR#


JHUHQFLDO#WHQKDP#UHVSRQVDELOLGDGHV#GHILQLGDV#`LWHP#K"K"5"a.#Mi#D#QRUPD#GH#6*62#YDL#


IXQGR#QR#QtYHO#GH#SUHVFULomR#H#HVWDEHOHFH#DV#UHVSRQVDELOLGDGHV#H#DWULEXLo}HV#GHVVH#
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'LUHWRU#GH#6HJXUDQoD#2SHUDFLRQDO.#SRUPHQRUL]DQGR#R#TXH#HVWH#GHYH# ID]HU#H#R#TXH#


GHYH#VHU#SURGX]LGR#SDUD#R#JHVWRU#UHVSRQViYHO#`$OWD9'LUHomR#GD#RUJDQL]DomRa"#


'HQWUH# DV# DWULEXLo}HV.# HVWi# SUHYLVWR# TXH# R# 'LUHWRU# LQVWDOH# &RPLVVmR# GH#


6HJXUDQoD#2SHUDFLRQDO#H#*UXSR#GH#$omR#GH#6HJXUDQoD#2SHUDFLRQDO"#$#SULPHLUD#VH#


FRQILJXUD# FRPLWr# GH# HVSHFLDOLVWDV# FRP# DWULEXLomR# GH# DVVHVVRUDU# QD# LPSODQWDomR# H#


H[HFXomR# GRV# SURFHVVRV# GR# VLVWHPD# `DOtQHDV# LY# H# Y.# LWHP# 1.# DSrQGLFH# 4a# H# R#


VHJXQGR.#WDPEpP#FRPLWr.#WHP#FRPR#DWULEXLomR#DSRLDU#QD#DYDOLDomR#GRV#ULVFRV#TXH#D#


RUJDQL]DomR# HQIUHQWH# H# VXJHULU# RV# PpWRGRV# SDUD# PLWLJi9ORV# `DOtQHD# YL.# LWHP# 1.#


DSrQGLFH#4a"#


1mR# REVWDQWH# DOJXPDV# GLIHUHQoDV# HP# WHUPRV# GH# QtYHO# GH# SUHVFULomR# H#


GHWDOKDPHQWR#GRV#UHTXLVLWRV#p#QRWiYHO#D#VLPLODULGDGH#HQWUH#DV#HVWUXWXUDV#GH#DPERV#


RV# VLVWHPDV"# (OHPHQWRV# GH# SODQHMDPHQWR.# SUHVFULo}HV# SDUD# UHDOL]DomR# GDV#


DWLYLGDGHV.# DVSHFWRV# GH# JHUHQFLDPHQWR# GH# FRPSHWrQFLDV.# UHTXLVLWRV# SDUD# FRQWUROH.#


SURJUDPD# GH# DXGLWRULD# H# SURFHVVR# GH# Do}HV# FRUUHWLYRESUHYHQWLYDV# HVWmR#


FRQWHPSODGRV#WDQWR#QR#6*62#TXDQWR#QR#6*4"#


$VVXPLGR# R# SULQFtSLR# GH# PHOKRULD# FRQWtQXD.# UHODFLRQDGR# j# PHWRGRORJLD# GH#


JHUHQFLDPHQWR#GH#SURFHVVRV#3'&$.#D# FDWHJRUL]DomR#GRV# UHTXLVLWRV#p#EDVHDGD#QD#


DYDOLDomR# GH# VH# WUDWDU# R# UHTXLVLWR# GH# XP# HOHPHQWR# GH# SODQHMDPHQWR.# H[HFXomR.#


PRQLWRUDPHQWR# H# PHGLomR# RX# Do}HV# SDUD# PHOKRULD# FRQWtQXD.# TXH# VmR# LQGLFDGDV#


SHODV# OHWUDV#3.#'.#&#H#$"#&RP#HVVD#HVWUDWpJLD.# LQGLFRX9VH#QRV#DSrQGLFHV#$#H#%.#DR#


ODGR# GH# FDGD# UHTXLVLWR.# D# OHWUD# FRUUHVSRQGHQWH# D# FDWHJRULD"# 2EVHUYHP9VH# RV#


VHJXLQWHV#UHVXOWDGRV#FRQVROLGDGRV#`7DEHOD#0ao#


7$%(/$#0#±#5HTXLVLWRV#SRU#HOHPHQWRV#3'&$#


&DWHJRULD#GR#UHTXLVLWR# 6*62#
`5%$&#505a#


6*4#
`1%5#,62#
Y445o044La#


3ODQHMDPHQWR# 10# K0#
([HFXomR# 51# K1#
0RQLWRUDPHQWR# H#
PHGLomR#


5Y# 80#


$o}HV# SDUD# PHOKRULD#
FRQWtQXD#


K# 54#


7RWDO# 8Y# 566#
# # )RQWHo#'DGRV#GD#SHVTXLVD"#
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$# GLIHUHQoD# HQWUH# DV# TXDQWLGDGHV# DSUHVHQWDGDV# QDV# WDEHODV# 5# H# 0# RFRUUH#


GHYLGR# j# SHFXOLDULGDGH# GH# FDGD# DQiOLVH# UHDOL]DGD"# (QTXDQWR# QD# SULPHLUD# WHP9VH# R#


UHVXOWDGR#GD#FRQWDELOLGDGH#GH#RFRUUrQFLDV#GRV#YHUERV#RX#H[SUHVV}HV#`LQGLFDGRUHVa.#


QHVWD# WHP9VH#D#DYDOLDomR#GR# WH[WR# IUHQWH#jV# FDWHJRULDV#GHILQLGDV"#2XWUR#SRQWR#TXH#


PHUHFH#UHVVDOWDU#p#TXH#YiULRV#LWHQV#GRV#WH[WRV#DSUHVHQWDUDP#LQGLFDGRUHV#GH#PDLV#GH#


XPD#FDWHJRULD"#


$#1%5#,62#Y445#DSUHVHQWD#XPD#PDLRU#TXDQWLGDGH#GH#UHTXLVLWRV#DVVRFLDGRV#


jV# DWLYLGDGHV# GH#PRQLWRUDPHQWR# H#PHGLomR.# EHP# FRPR# jV# DWLYLGDGHV# GH# FRQWUROH.#


TXDQGR# HP# FRPSDUDomR# DR# 5%$&# 505"# 2# PHVPR# RFRUUH# SDUD# RV# UHTXLVLWRV# GDV#


FDWHJRULDV#SODQHMDPHQWR#H#H[HFXomR"#$SHQDV#QR#TXH#VH#UHIHUH#jV#Do}HV#GH#PHOKRULD#


FRQWtQXD#D#QRUPD#GH#6*62#DSUHVHQWD#UHTXLVLWRV#FRP#PDLRU#IUHTXrQFLD"#


e#SRVVtYHO#DUJXPHQWDU#TXH#WDO#IDWR#HVWi#PDLV#DVVRFLDGR#j#PDWXULGDGH#GD#UHJUD#


GH# 6*4"# &RP# D# SULPHLUD# HGLomR# DLQGD# QR# ILQDO# GD# GpFDGD# GH# 5YL4.# UHJLVWUDQGR#


PLOKDUHV#GH#LPSODQWDo}HV#H#SURFHVVRV#GH#FHUWLILFDomR#HP#WRGR#R#PXQGR#H#UHYLVDGD#


SHULRGLFDPHQWH# SRU# FRPLWr# WpFQLFR.# D# QRUPD# ,62# DSUHVHQWD9VH# PDLV# PDGXUD# HP#


WHUPRV# GH# LQGX]LU# D# XP# VLVWHPD# GH# JHVWmR# FXMD# FRQILDELOLGDGH# VHMD# HYLGHQFLiYHO.#


WDQWR# LQWHUQDPHQWH#TXDQWR#SDUD#VHJXQGDV#H# WHUFHLUDV#SDUWHV"#e#GH#VH#VXSRU#TXH#R#


DSUHQGL]DGR#GHFRUUHQWH#GD#LPSODQWDomR#GR#6*62#YHQKD#D#FRQGX]LU#PHOKRULDV#QHVVH#


DVSHFWR#GR#UHJXODPHQWR"#


#


F+ &21&/86®(6+


&RPR# SULPHLUR# SURGXWR# GH# XP# SURMHWR# GH# SHVTXLVD# TXH# REMHWLYD# GLVFXWLU#


PRGHORV# GH# VLVWHPDV# GH# JHVWmR# H# RXWUDV# UHIHUrQFLDV# GH# XWLOLGDGH# SDUD# UHYLVmR# GR#


DWXDO# PRGHOR# GH# 6*62# UHFRPHQGDGR# SHOD# ,&$2.# R# WUDEDOKR# VH# DSUHVHQWRX#


SUHGRPLQDQWHPHQWH# H[SORUDWyULR.# IRUQHFHQGR# UHVXOWDGRV# TXH# SRVVLELOLWDP# PHOKRU#


FRPSUHHQVmR# VREUH# R# SUREOHPD# GR# JHUHQFLDPHQWR# GD# VHJXUDQoD# RSHUDFLRQDO# H#


VREUH#D#QDWXUH]D#GH#VLVWHPDV#GH#JHVWmR"#


1HVVH#DVSHFWR.#R#DUWLJR# UHVVDOWD#R#FRQFHLWR#GH#VHJXUDQoD#RSHUDFLRQDO#FRPR#


XP#HVWDGR#GHVHMDGR#RQGH#R# ULVFR#DVVRFLDGR#jV#RSHUDo}HV#p#PDQWLGR# VRE#FRQWUROH#
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SRU#PHLR# GH# XP#JHUHQFLDPHQWR# HILFD]"#$OpP# GLVVR.# HQIDWL]D# D# REULJDWRULHGDGH# GRV#


(VWDGRV#QDFLRQDLV#HVWDEHOHFHUHP#UHJXODomR#H#PRQLWRUDPHQWR#VREUH#R#GHVHPSHQKR#


GRV#SURYHGRUHV#GH#VHUYLoR#GH#DYLDomR#FLYLO"#


$LQGD#TXDQWR#j#VHJXUDQoD#RSHUDFLRQDO.#GHPRQVWURX#D#DERUGDJHP#VLVWrPLFD#H#


JHUHQFLDO# DGRWDGD# SHOD# ,&$2# FRPR# UHIHUrQFLD# SDUD# TXH# RV# (VWDGRV# EXVTXHP# D#


LPSODQWDomR#GH# UHJXODomR.#EDVHDGD#HP#QtYHLV#GH#GHVHPSHQKR#FRPSURPLVVDGRV.#H#


QmR# PDLV# PHUDPHQWH# HP# UHJUDV# SUHVFULWLYDV# GH# FXPSULPHQWR# REULJDWyULR"# 'HQWUR#


GHVVD#DERUGDJHP#R#6*62#VXUJH#FRPR#HOHPHQWR#FUtWLFR.#DWXDQGR#FRPR#D#IHUUDPHQWD#


TXH#YDL#GRFXPHQWDU#WRGRV#RV#HVIRUoRV#HQYLGDGRV#SHOR#36$&#SDUD#FXPSULPHQWR#GRV#


SDGU}HV.#LQFOXLQGR#SURFHGLPHQWRV#H#UHVXOWDGRV#GD#RSHUDomR"#


&RP#EDVH#HP#WpFQLFDV#GH#DQiOLVH#GH#FRQWH~GR.#RULHQWDGDV#SRU#UHIHUrQFLDV#GH#


%DUGLQ#`5Y6Ya.#IRL#SRVVtYHO#GHVFUHYHU#TXDQWLWDWLYDPHQWH#H#TXDOLWDWLYDPHQWH#DVSHFWRV#


GRV# GRLV# SDGU}HV# QRUPDWLYRV# VHOHFLRQDGRV"# (VVD# GHVFULomR# DSRQWRX# SRQWRV#


HVSHFtILFRV#D#FDGD#QRUPD.#UHVVDOWDQGR#XP#WH[WR#PDLV#REMHWLYR#H#SDGURQL]DGR#SDUD#D#


UHJUD# GH# 6*4# HP# FRPSDUDomR# FRP# R# 5%$&# 505.# SDGUmR# SDUD# LPSODQWDomR# GH#


6*62"#


2# WH[WR# GD# 1%5# ,62# Y445# DSUHVHQWRX9VH# PDLV# FRQFLVR# H# DWUHODGR# DRV#


HOHPHQWRV# GH# XP# VLVWHPD# GH# JHVWmR# FRQIRUPH# UHIHUrQFLDV# GD# OLWHUDWXUD#


`%(57$/$1))<.#5Y66i#3$/$',1,.#044ca"#([HPSORV#GHVVD#DVVHUWLYD#VmR#rQIDVH#HP#


UHTXLVLWRV#GH#FRQWUROH#`PRQLWRUDPHQWR#H#PHGLomRa#H#SUHYLV}HV#SDUD#SODQHMDPHQWR#H#


H[HFXomR# GH# SURFHVVRV.# LQFOXLQGR# FRQWUROH# VREUH# D# GRFXPHQWDomR"#$OpP# GLVVR.# D#


QRUPD# HVWDEHOHFH# SUHYLV}HV# SDUD# XP# SURFHVVR# GH# WRPDGD# GH# Do}HV# FRUUHWLYDV# H#


SUHYHQWLYDV# TXH# DSUHVHQWD# PHOKRU# UDVWUHDELOLGDGH"# 3RU# VXD# YH].# R# 5%$&# 505.#


GHPRQVWURX# UHODWLYDPHQWH# SRXFRV# UHTXLVLWRV# IUHQWH# DR# WDPDQKR# GR# WH[WR# H# WUD]#


UHTXLVLWRV# TXH# QmR# JHUDP# SURGXWRV# HYLGHQFLiYHLV# H# FDUrQFLD# GH# UHTXLVLWRV# GH#


FRQWUROH#WDQWR#VREUH#RV#SURFHVVRV#TXDQWR#SDUD#D#GRFXPHQWDomR#GR#VLVWHPD"#


1mR# REVWDQWH# DV# HVSHFLILFLGDGHV.# FRQFOXL9VH# TXH# H[LVWHP# VHPHOKDQoDV#


QRWiYHLV# HQWUH# RV# GRLV# VLVWHPDV# GH# JHVWmR.# DPERV# SUHYHQGR# HOHPHQWRV# FRPR#


SROtWLFD.#GHILQLomR#GH# UHVSRQVDELOLGDGHV.#FRQWUROH#GD#GRFXPHQWDomR.#PRQLWRUDPHQWR#
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`LQFOXLQGR# SURJUDPD# GH# DXGLWRULDVa.# WUHLQDPHQWR# H# SURFHVVRV# GH# Do}HV# FRUUHWLYDV"#


(VVHV# HOHPHQWRV# HP# FRPXP# VXJHUHP# D# SRVVLELOLGDGH# GH# XPD# RUJDQL]DomR# RSWDU#


SHOD# LQWHJUDomR# HQWUH# RV# VLVWHPDV.# TXH# SRGHP# SDVVDU# D# FRPSDUWLOKDU# GLYHUVRV#


SURFHVVRV# H# UHFXUVRV# SDUD# FRQVHFXomR# GRV# REMHWLYRV# GH# VHJXUDQoD# RSHUDFLRQDO# H#


TXDOLGDGH"##


9DOH#UHVVDOWDU#TXH#D# LQWHJUDomR#QmR#HQFRQWUD#yELFHV#HP#QHQKXP#GRV# WH[WRV"#


(QTXDQWR# R# 5%$&# 505# p# RPLVVR# TXDQWR# j# LQWHJUDomR.# D# QRUPD# 1%5# ,62# Y445#


DSUHVHQWD9VH#UHFHSWLYD#H#DVVLP#R#GHFODUD#QD#LQWURGXomR#GR#WH[WR"#&RQFOXL9VH.#TXH#D#


LQWHJUDomR#QmR# LPSOLFDULD# GLILFXOGDGHV# SDUD# XPD# RUJDQL]DomR#PDQWHU# D# FHUWLILFDomR#


UHJXODPHQWDU.# PXLWR# PHQRV# D# FHUWLILFDomR# ,62"# 3HOR# FRQWUiULR.# p# GH# VH# HVSHUDU#


JDQKRV#GH#HILFLrQFLD#SRU#PHLR#GD#LQWHJUDomR#H.#GR#SRQWR#GH#YLVWD#GR#UHJXODGRU.#OLGDU#


FRP# XP# VLVWHPD# LQWHJUDGR# QmR# DOWHUDULD# SURIXQGDPHQWH# D# SUiWLFD# UHJXODWyULD.#


UHTXHUHQGR#WmR#VRPHQWH#DGDSWDomR#QD#IRUPD#GH#VH#DXGLWDUELQVSHFLRQDU#R#VLVWHPD#GH#


JHVWmR"##


3RU#VHU#R#6*62#DLQGD#UHFHQWH#QD#UHJXODPHQWDomR.#p#SURStFLR#R#PRPHQWR#GH#


VH# EXVFDU# XPD# SUiWLFD# GH# LQWHJUDomR"# (VWDQGR# DV# UHIHUrQFLDV# GR# '2&# YLKY# HP#


SURFHVVR# GH# UHYLVmR# GHQWUR# GD# ,&$2.# DV# FRQWULEXLo}HV# GHVWH# SURMHWR# GH# SHVTXLVD#


GHPRQVWUDP9VH#RSRUWXQDV"##


)XWXURV# WUDEDOKRV# UHDOL]DUmR#FRPSDUDomR#HQWUH#RV# UHTXLVLWRV#GH#FDGD#QRUPD#


WRPDQGR#SRU#UHIHUrQFLD#RV#HOHPHQWRV#GR#PRGHOR#DWXDO#GH#6*62#`REMHWLYDQGR#DYDOLDU#


R#JUDX#GH#FRQYHUJrQFLD#HQWUH#RV#UHTXLVLWRVa#H#SURSRVLomR#GH#XP#PRGHOR#GH#6*62#


TXH#FRPSUHHQGD#RV#HOHPHQWRV#HVVHQFLDLV#GH#SODQHMDPHQWR.#JHUHQFLDPHQWR#GH#ULVFR#


H# PRQLWRUDPHQWR.# FRQWUROH# H# PHOKRULD# GRV# SURFHVVRV# QR# VHQWLGR# GH# EXVFDU# D#


PHOKRULD#GD#VHJXUDQoD#RSHUDFLRQDO"#
#
5()(5Ç1&,$6++


$%17"# 1%5+ ,62+ BCCC4# 6LVWHPDV# GH# *HVWmR# GD# 4XDOLGDGHo# 3ULQFtSLRV.# IXQGDPHQWRV# H#
YRFDEXOiULR"#5LR#GH#-DQHLURo#$%17.#044K"#


BBBBBB"#1%5+ ,62+ BCC>4# 6LVWHPDV# GH# *HVWmR# GD# 4XDOLGDGHo# 5HTXLVLWRV"# 5LR# GH# -DQHLURo#
$%17.#044L"#
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%$5',1.#/"#$QiOLVH+GH+&RQWH~GRR#/LVERDo#(GLo}HV#64.#5Y6Y"#


%(57$/$1))<.#/"#9"#7HRULD+JHUDO+GRV+VLVWHPDVR#9R]HV.#5Y66"#


%5$6,/"#3URJUDPD#%UDVLOHLUR#GH#VHJXUDQoD#RSHUDFLRQDO#QD#DYLDomR#FLYLO#±#362%5"#%UDVtOLD.#
044YD#


$*Ç1&,$#1$&,21$/#'(#$9,$d­2#&,9,/#`%UDVLOa"#5HJXODPHQWR#EUDVLOHLUR#GH#DYLDomR#FLYLO#
`5%$&a#51Yo#&HUWLILFDomR#2SHUDFLRQDO#GH#$HUyGURPRV"#%UDVtOLD.#044YD"#


BBBBBB"# 5HVROXomR+ QX+ >CFR# $SURYD+ VLVWHPD+ GH+ JHUHQFLDPHQWR+ GH+ VHJXUDQoD+
RSHUDFLRQDO+SDUD+RV+SHTXHQRV+SURYHGRUHV+GH+VHUYLoR+GD+DYLDomR+FLYLOR#%UDVtOLD.#044YE"#


BBBBBB"#5HJXODPHQWR+EUDVLOHLUR+GH+ DYLDomR+FLYLO+ \5%$&]+ >?>4#5HTXLVLWRV# RSHUDFLRQDLVo#
RSHUDo}HV#GRPpVWLFDV.#GH#EDQGHLUD#H#VXSOHPHQWDUHV"#%UDVtOLD.#0454D"#


BBBBBB"#5HJXODPHQWR+EUDVLOHLUR+ GH+ DYLDomR+FLYLO+ \5%$&]+ >@Eo# 5HTXLVLWRV# RSHUDFLRQDLVo#
RSHUDo}HV#FRPSOHPHQWDUHV#H#SRU#GHPDQGD"#%UDVtOLD.#0454E"#############


%5$6,/"# &RPDQGR# GD# $HURQiXWLFD"# &HQWUR# GH# ,QYHVWLJDomR# H# 3UHYHQomR# GH# $FLGHQWHV#
$HURQiXWLFRV"#*HVWmR+GD+VHJXUDQoD+RSHUDFLRQDO#\16&$+@:@]"#%UDVtOLD.#044L"##


BBBBBB"#3URJUDPD+ GH+3UHYHQomR+ GH+$FLGHQWHV+ GD+$YLDomR+&LYLO+ %UDVLOHLUD+ SDUD+ ?CCB+
\,&$+@:?]R+%UDVtOLD.#044YE"#


%5$6,/"#&RPDQGR#GD#$HURQiXWLFD"#'HSDUWDPHQWR#GH#&RQWUROH#GR#(VSDoR#$pUHR"# #'LUHWUL]+
SDUD+,PSOHPHQWDomR+GH+6LVWHPDV+GH+JHUHQFLDPHQWR+GD+VHJXUDQoD+2SHUDFLRQDO+\6*62]+
QR+6,6&($%+\'&$+F@:@]"#5LR#GH#-DQHLUR.#044YF"#


BBBBBB"#*HUHQFLDPHQWR+GR+5LVFR+j+6HJXUDQoD+2SHUDFLRQDO+\*562]+QR+6,6&($%+\,&$+
F@:?F]R+5LR#GH#-DQHLUR.#0454"#


*$59,1.#'"#$"#*HUHQFLDQGR+D+TXDOLGDGH4#D#YLVmR#HVWUDWpJLFD#H#FRPSHWLWLYD"#5LR#GH#-DQHLURo#
4XDOLW\PDUN.#0440"#


,17(51$7,21$/#&,9,/#$9,$7,21#25*$1,=$7,21"#6DIHW\+0DQDJHPHQW+0DQXDO+±+600+
\'RF+BcEB+$1dDeD]"#0RQWUHDOo#,&$2.#0448D"#


BBBBB"#&RQYHQWLRQ+RQ+ ,QWHUQDWLRQDO+&LYLO+$YLDWLRQ# \'RFe@CCdB]R#Y"#(G".#0RQWUHDOo# ,&$2.#
0448E"#


BBBBB"#6DIHW\+0DQDJHPHQW+0DQXDO+±+600+\'RF+BcEB+$1dDeD]R#0"#HG".#0RQWUHDOo#,&$2.#
044Y"#


BBBBB"# ,&$2+ VHWWLQJ+ WKH+ VWDQGDUGV+ IRU+ WKH+ VDIHW\f+ UHJXODULW\+ DQG+ HIILFLHQF\+ RI+
LQWHUQDWLRQDO+FLYLO+DYLDWLRQR#0455"##'LVSRQtYHO#HPo#KWWSoEEZZZ"LFDR"LQWELFDREHQESXEEPHPR"SGI"#
$FHVVR#HPo#58E48E0455"#
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,10(752"# %DVH+ GH+ GDGRV+ GH+ HPSUHVDVRFHUWLILFDGDVR+ 0455"# 'LVSRQtYHO"HPo#
~KWWSoEEZZZ"LQPHWUR"JRY"EUEJHVWDR5c445EGDGRVBHVWDW"DVS"&KDPDGRU LQPHWUR5c�WLSR LQPHW
URH[W!"#$FHVVR#HPo#4K#MXQ#0455"#


3$/$',1,.#("#3"#*HVWmR+GD+TXDOLGDGH4+WHRULD+H+SUiWLFDR#0"#HG"#6mR#3DXORo#$WODV.#044c"#


5($621.#-"#+XPDQ#HUURUo#PRGHOV#DQG#PDQDJHPHQW"#%0-.#Q"#104.#S"#68L9664.#0444"#


BBBBBB"#%H\RQG#WKH#RUJDQL]DWLRQDO#DFFLGHQWo#WKH#QHHG#IRU#�HUURU#ZLVGRP�#RQ#WKH#IURQWOLQH"#
4XDOLW\+6DIHW\++HDOWK+&DUH.#Y"#51.#S"#0L911.#044c"#


5+2$'(6.# '"# /"# (YROXWLRQ+ RI+ LQWHUQDWLRQDO+ DYLDWLRQ4+ SKRHQL[+ ULVLQJR# 0"HG"# $VKJDWH#
3XEOLVKLQJ#&RPSDQ\.#044L"#


6721(5.#-"$")"i#)5((0$1.#5"("#$GPLQLVWUDomRR#5LR#GH#-DQHLURo#3UHQWLFH#GR#%UDVLO.#5YYK"#


+
+
$9,$7,21+ 6$)(7<+ 0$1$*(0(174+ 72:$5'6+ $1+ ,17(*5$7('+
0$1$*(0(17+6<67(0+


$%675$&74# 7KH# SUREOHP# RI# HQVXULQJ# WKH# VDIHW\# RI# RSHUDWLRQV# LV# LQKHUHQW# LQ# DQ\#
SURGXFWLYH#DFWLYLW\.# DQG# WKLV# LV#QRW#GLIIHUHQW# IRU#DFWLYLWLHV#ZLWKLQ# WKH#DYLDWLRQ# LQGXVWU\"#
&XUUHQWO\.# WKH# 6DIHW\# 0DQDJHPHQW# 6\VWHP# PRGHO# `606# RI# WKH# ,QWHUQDWLRQDO# &LYLO#
$YLDWLRQ# 2UJDQL]DWLRQ# ±# ,&$2a# LV# D# UHIHUHQFH# DGRSWHG# LQ# VHYHUDO# FRXQWULHV# DV# D#
UHJXODWRU\#UHTXLUHPHQW.#D#SUDFWLFH#RI#FRPSDQLHV#LQ#WKH#LQGXVWU\#DQG#UHIHUHQFH#IRU#WKH#
RSHUDWLRQDO#VDIHW\#PDQDJHPHQW#E\#WKH#6WDWH"#7KH#SUHVHQW#ZRUN.#WKH#ILUVW#SURGXFW#RI#D#
UHVHDUFK# SURMHFW.# IDOOV# ZLWKLQ# D# FRQWH[W# RI# UHFHSWLRQ# RI# WKH# 606# DV# D# WRRO# IRU# D#
V\VWHPLF#DQG#PDQDJHULDO#WR#WKH#LVVXH#RI#RSHUDWLRQDO#VDIHW\#PDQDJHPHQW.#DQG#LV#D#NH\#
HOHPHQW#IRU#WKH#SURSRVDO#RI#UHJXODWLRQ#EDVHG#RQ#SHUIRUPDQFH"#7KH#DLP#RI#WKLV#SDSHU#LV#
WR#HVWDEOLVK#D#FULWLFDO#FRPSDULVRQ#EHWZHHQ#WKH#606#PRGHO#GHPDQGHG#E\#WKH#%UD]LOLDQ#
UHJXODWLRQV# DSSOLFDEOH# WR# DLU# RSHUDWRUV# DQG# WKH# VWDQGDUGV# RI# WKH# ,62# Y445# TXDOLW\#
PDQDJHPHQW#V\VWHP.# LQ#RUGHU# WR# LGHQWLI\#ERWK#FRPPRQ#HOHPHQWV#DQG#GLIIHUHQFHV# LQ#
FRQFHSWV.#DSSURDFKHV#RU#HYHQ#UHTXLUHPHQWV"#7R#DFFRPSOLVK#WKLV#JRDO.#LW#DV#D#PHWKRG#
RI# LGHQWLI\LQJ#DQG# OLVWLQJ#DOO# UHTXLUHPHQWV# UHODWHG# WR#HDFK#V\VWHP#ZDV#DGRSWHG#DV#D#
PHDQV# WR# HVWDEOLVK# D# FRUSXV# IRU# WKH# DSSOLFDWLRQ# RI# WKH# FRQWHQW# DQDO\VLV# WHFKQLTXH"#
%DVHG#RQ#WKLV#FRPSDULVRQ.#WKHUH#LV#D#GLVFXVVLRQ#RQ#WKH#H[SHFWDWLRQ#RI#ZRUNLQJ#ZLWKLQ#
D# SHUVSHFWLYH# RI# LQWHJUDWHG# PDQDJHPHQW# V\VWHPV# DQG# WKH# SRVVLEOH# LPSDFWV# IRU#
RUJDQL]DWLRQV#DQG#IRU#WKH#SUDFWLFH#RI#UHJXODWLQJ#RSHUDWLRQDO#VDIHW\#LQ#DYLDWLRQ"#
#
.(<:25'64#$YLDWLRQ"#2SHUDWLRQDO#6DIHW\"#,QWHJUDWHG#0DQDJHPHQW#6\VWHP"#


#


#
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$3Ç1',&(#$#±#5HTXLVLWRV#GR#5%$&#505#SRU#HOHPHQWR#3'&$"#
#
,WHP# 'HVFULomR#GR#UHTXLVLWR# &DW"#


505"5041# 2#GHWHQWRU# GH# FHUWLILFDGR#GHYHUi# VXEPHWHU# j#$1$&.#SDUD#DFHLWDomR.# XP#
3ODQR# GH# ,PSODQWDomR# GR# 6*62.# EDVHDGR# HP# XPD#$QiOLVH# GR# )DOWDQWH#
`*DS#$QDOLV\Va"#


3#


505"5051# `Da# `"""a# XWLOL]DUi# GH# TXDWUR# IDVHV# SDUD# D# LPSODQWDomR# GR# VLVWHPD# GH#
JHUHQFLDPHQWR# GD# VHJXUDQoD# RSHUDFLRQDO# `6*62a# GH# DFRUGR# FRP# R#
GLVSRVWR#QR#$SrQGLFH#5#`"""a#


3#


505"505Y# `Da# `"""a# GHVHQYROYHUi# XP# 3URJUDPD# GH# 7UHLQDPHQWR# GH# 6HJXUDQoD#
2SHUDFLRQDO#`37629(7$a#`"""a#


3#


505"5045# `Da#`"""a#GHYH#LPSODQWDU.#GHVHQYROYHU.#PDQWHU#H#JDUDQWLU#D#PHOKRULD#FRQWtQXD#
GH#XP#6LVWHPD#GH#*HUHQFLDPHQWR#GD#6HJXUDQoD#2SHUDFLRQDO#`"""a#


3'&$#


$SrQGLFH#4.#`Ga#9#3ROtWLFDV#H#REMHWLYRV#GD#VHJXUDQoD#RSHUDFLRQDO# #
`5a#UHVSRQVDELOLGDGH#H#FRPSURPLVVR#GD#DGPLQLVWUDomR# #
# `La#`"""a#GHILQLUi#D#VXD#SROtWLFD#GH#VHJXUDQoD#RSHUDFLRQDO#`"""a##


#`LLLa#$#SROtWLFD#GH#VHJXUDQoD#RSHUDFLRQDO#VHUi#UHYLVWD#SHULRGLFDPHQWH#SHOR#
GHWHQWRU# GH# FHUWLILFDGR# SDUD# DVVHJXUDU# TXH# HVWD# SHUPDQHoD# UHOHYDQWH# H#
HVWHMD#DSURSULDGD#j#RUJDQL]DomR"#
`LYa# `"""a#GHYH#DVVHJXUDU9VH#TXH#D#SROtWLFD#GH#VHJXUDQoD#RSHUDFLRQDO#VHMD#
FRQVWDQWH#H#DSyLH#R#FXPSULPHQWR#GH#WRGDV#DV#DWLYLGDGHV#GD#RUJDQL]DomR"#
`Ya#`"""a#HVWDEHOHFHUi#REMHWLYRV#GH#VHJXUDQoD#RSHUDFLRQDO#`"""a#


3#
3&#
#
&#
#
3#


`0a#5HVSRQVDELOLGDGH#GD#GLUHomR#DFHUFD#GD#VHJXUDQoD#RSHUDFLRQDO"# #
# #`La# `"""a# GHVLJQDUi# XP# JHVWRU# UHVSRQViYHO# `5%$&# 55Y"8K`Da`8aa.# R# TXDO.#


LQGHSHQGHQWH# GH# RXWUDV# IXQo}HV.# GHYH# WHU# D# UHVSRQVDELOLGDGH# ILQDO# `"""a#
SDUD#D#LPSODQWDomR#H#PDQXWHQomR#GR#6*62"#
`LYa# 2# JHVWRU# UHVSRQViYHO# WDPEpP# LGHQWLILFDUi# DV# UHVSRQVDELOLGDGHV# GH#
VHJXUDQoD# RSHUDFLRQDO# GH# WRGRV# RV# PHPEURV# GR# SHVVRDO# GH# GLUHomR#
UHTXHULGR#`"""a#
`Ya#$V#UHVSRQVDELOLGDGHV#H#DWULEXLo}HV#GR#SHVVRDO#GH#GLUHomR#UHTXHULGR#D#
UHVSHLWR#GD#VHJXUDQoD#RSHUDFLRQDO#VHUmR#GRFXPHQWDGDV#H#FRPXQLFDGDV#D#
WRGD#RUJDQL]DomR"#


3&#
#
3#
#
3#


`1a#'HVLJQDomR#GR#SHVVRDO#FKDYH#GH#VHJXUDQoD#RSHUDFLRQDO# #
# `LLa#2#JHVWRU# UHVSRQViYHO#GR#GHWHQWRU#GH#FHUWLILFDGR#GHVLJQDUi#XP#GLUHWRU#


GH# VHJXUDQoD# RSHUDFLRQDO# DFHLWiYHO# SHOD# $1$&.# FRP# H[SHULrQFLD#
VXILFLHQWH.#FRPSHWrQFLD#H#TXDOLILFDomR#DGHTXDGD.#R#TXDO#VHUi#UHVSRQViYHO#
LQGLYLGXDOPHQWH# H# SRQWR# IRFDO# SDUD# D# LPSODQWDomR# H#PDQXWHQomR# GH# XP#
6*62#HIHWLYR"#
`Ya# `"""a#R#GHWHQWRU#GH#FHUWLILFDGR#GHVLJQDUi#XPD#FRPLVVmR#GH#VHJXUDQoD#
RSHUDFLRQDO#`"""a#
#`YLLa# 3DUD# DSRLDU# QD# DYDOLDomR# GRV# ULVFRV# TXH#D# RUJDQL]DomR# HQIUHQWH#H#
VXJHULU# RV#PpWRGRV# SDUD#PLWLJi9ORV.# R# JHVWRU# UHVSRQViYHO# GHVLJQDUi# XP#
JUXSR#GH#DomR#GH#VHJXUDQoD#RSHUDFLRQDO#`"""a#


3#
#
#


3&#
#


3'#


`ca#3ODQR#GH#LPSODQWDomR#GR#6*62# #
# `La#`"""a#GHVHQYROYHUi#H#PDQWHUi#XP#SODQR#GH#LPSODQWDomR#GR#6*62#`"""a#


`LLa# `"""a# GHVLJQDUi# XP# JUXSR# GH# SODQHMDPHQWR# FRPSRVWR# SRU# GLUHWRUHV.#
JHUHQWHV# H# VXSHUYLVRUHV# FKDYH# GD# RUJDQL]DomR.# SDUD# R# GHVHQKR.#
GHVHQYROYLPHQWR#H#LPSODQWDomR#GR#6*62"#`"""a#
#`Ya#`"""a#HODERUDUi#XPD#GHVFULomR#GH#XP#VLVWHPD#TXH#LQFOXD#R#VHJXLQWHo#
`YLa#`"""a#GHYHUi.#FRPR#SDUWH#GR#GHVHQYROYLPHQWR#GR#SODQR#GH#LPSODQWDomR#
GR#6*62.#HODERUDU#XPD#DQiOLVH#GR#IDOWDQWH#`³JDS´a#`"""a#
#


3#
3#
#
3#
3#
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`Ka#&RRUGHQDomR#GR#SODQR#GH#UHVSRVWD#D#HPHUJrQFLDV# #
# #`La`"""aGHVHQYROYHUi.# FRRUGHQDUi# H# PDQWHUi# XP# SODQR# GH# UHVSRVWD# D#


HPHUJrQFLDV#TXH#DVVHJXUHo#`"""a#
3'#


`8a#'RFXPHQWDomR# #
# #`La#`"""a#GHVHQYROYHUi#H#PDQWHUi#D#GRFXPHQWDomR#GR#6*62#HP#SDSHO#RX#


PHLR#HOHWU{QLFR#`"""a#
#`LLa# `"""a# GHVHQYROYHUi# H# PDQWHUi# XP# PDQXDO# GH# JHUHQFLDPHQWR# GD#
VHJXUDQoD#RSHUDFLRQDO##`"""a#


3'#
3'#


$SrQGLFH#4.#`Ha#9#*HUHQFLDPHQWR#GRV#ULVFRV#GH#VHJXUDQoD#RSHUDFLRQDO# #
`5a#3URFHVVRV#GH#LGHQWLILFDomR#GH#SHULJRV# #
# `La#`"""a#GHVHQYROYHUi#H#PDQWHUi#XP#SURFHVVR#IRUPDO#SDUD#FROHWDU.#UHJLVWUDU.#


DWXDU#H#JHUDU#UHWURDOLPHQWDomR#DFHUFD#GRV#SHULJRV#QDV#RSHUDo}HV.#`"""a#
`LLa# 2V#PHLRV# IRUPDLV# GH# DTXLVLomR# GH# GDGRV# GH# VHJXUDQoD# RSHUDFLRQDO#
LQFOXLUmR#RV#VHJXLQWHV#VLVWHPDV#GH#UHSRUWHVo#`"""a#
`LLLa#2#SURFHVVR#GH#LGHQWLILFDomR#GH#SHULJRV# LQFOXLUi#RV#VHJXLQWHV#SDVVRVo#
`"""a#


3'&$#
#


3'#
#


3'#


`0a#3URFHVVRV#GH#DYDOLDomR#H#PLWLJDomR#GH#ULVFRV# #
# `La# `"""a#GHVHQYROYHUi#H#PDQWHUi#XP#SURFHVVR# IRUPDO#GH#JHVWmR#GH#ULVFRV#


TXH#DVVHJXUHo#
`$a#D#DQiOLVH#HP#WHUPRV#GH#SUREDELOLGDGH#H#VHYHULGDGH#GH#RFRUUrQFLD#
`%a#D#DYDOLDomR#HP#WHUPRV#GH#WROHUkQFLDi#H#
`&a#R#FRQWUROH#HP#WHUPRV#GH#PLWLJDomR#GRV#ULVFRV#D#XP#QtYHO#DFHLWiYHO#GH#
VHJXUDQoD#RSHUDFLRQDO#
`LLa#`"""a#GHILQLUi#RV#QtYHLV#GH#JHVWmR.#DFHLWiYHLV#SDUD#D#$1$&.#SDUD#WRPDU#
DV#GHFLV}HV#VREUH#D#WROHUkQFLD#DRV#ULVFRV#GH#VHJXUDQoD#RSHUDFLRQDO"#
`LLLa# `"""a#GHILQLUi#RV#FRQWUROHV#GH#VHJXUDQoD#SDUD#FDGD# ULVFR#GHWHUPLQDGR#
FRPR#WROHUiYHO"#


3'&#
'#
'#
&#
&#
#
&#


$SrQGLFH#4.#`Ia#9#*DUDQWLD#GD#VHJXUDQoD#RSHUDFLRQDO# #
`5a#0RQLWRUDPHQWR#H#PHGLomR#GR#GHVHPSHQKR#GD#VHJXUDQoD#RSHUDFLRQDO# #
# `La# `"""a# GHVHQYROYHUi# H# PDQWHUi# RV# PHLRV# H# SURFHGLPHQWRV# QHFHVViULRV#


SDUDo#
`$a#YHULILFDU#R#GHVHPSHQKR#GD#VHJXUDQoD#RSHUDFLRQDO#GD#RUJDQL]DomR#HP#
FRPSDUDomR#FRP#DV#SROtWLFDV#H#REMHWLYRV#GH#VHJXUDQoD#RSHUDFLRQDOi#H#
`%a# YDOLGDU# D# HILFiFLD# GRV# FRQWUROHV# GH# ULVFR# GH# VHJXUDQoD# RSHUDFLRQDO#
LPSODQWDGRV#QD#RUJDQL]DomR"#
#`LLLa#`"""a#HVWDEHOHFHUi#H#PDQWHUi#QR#0*62o#
`$a#RV#SURFHGLPHQWRV#GH#UHSRUWH#GH#VHJXUDQoD#RSHUDFLRQDO# UHODFLRQDGRV#
FRP#R#GHVHPSHQKR#GD#VHJXUDQoD#RSHUDFLRQDO#H#PRQLWRUDPHQWRi#H#
`%a# LQGLFDUi# FODUDPHQWH# TXH# WLSRV# GH# FRPSRUWDPHQWRV# RSHUDFLRQDLV# VmR#
DFHLWiYHLV# RX# LQDFHLWiYHLV.# LQFOXLQGR# DV# FRQGLo}HV# VRE# DV# TXDLV# VH#
FRQVLGHUDUi#D#LPXQLGDGH#jV#PHGLGDV#GLVFLSOLQDUHV"#
`LYa#`"""a#HVWDEHOHFHUi.#FRPR#SDUWH#GR#VLVWHPD#GH#VXSHUYLVmR#H#PHGLomR#GR#
GHVHPSHQKR# GD# VHJXUDQoD# RSHUDFLRQDO.# SURFHGLPHQWRV# SDUD# DXGLWRULDV#
`"""a#
`YLa#`"""a#HVWDEHOHFHUi.#`"""a.#XP#VLVWHPD#GH#UHWURDOLPHQWDomR#TXH#DVVHJXUH#
TXH#R#SHVVRDO#UHVSRQViYHO#SHOR#JHUHQFLDPHQWR#GR#6*62#WRPH#PHGLGDV#
SUHYHQWLYDV#H#FRUUHWLYDV#DSURSULDGDV#`"""a#


3#
&#
#
&#
#
'#
#
3#
#
3#
#


&$#


`0a#*HUHQFLDPHQWR#GD#PXGDQoD# #
# `La#`"""a#GHVHQYROYHUi#H#PDQWHUi#XP#SURFHVVR#IRUPDO#SDUDo#


`$a#LGHQWLILFDU#DV#PXGDQoDV#GHQWUR#GD#RUJDQL]DomR#TXH#SRVVDP#DIHWDU#RV#
SURFHVVRV# H# VHUYLoRV# `"""a# `%a# GHVFUHYHU# RV# DMXVWHV# QHFHVViULRV# SDUD#
DVVHJXUDU# R# GHVHPSHQKR# GD# VHJXUDQoD# RSHUDFLRQDO# DQWHV# GH# LPSODQWDU#
DV#PXGDQoDVi#H#


3#
&#
&#
#
$#
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`&a#HOLPLQDU#RX#PRGLILFDU#RV#FRQWUROHV#GH#ULVFRV#GH#VHJXUDQoD#RSHUDFLRQDO#
TXH# Mi# QmR# VHMDP# QHFHVViULRV# RX# HIHWLYRV# GHYLGR# jV# PXGDQoDV#
SURGX]LGDV#QR#DPELHQWH#RSHUDFLRQDO"#


`1a#0HOKRULD#FRQWtQXD#GR#6*62# #
# `La#`"""a#HVWDEHOHFHUi#H#PDQWHUi#XP#SURFHVVR#IRUPDO#GHo#


`$a#LGHQWLILFDomR#GDV#FDXVDV#GR#EDL[R#GHVHPSHQKRi#
`%a# GHWHUPLQDomR# GDV# LPSOLFDo}HV# TXH# SRGHP# FDXVDU# XP# EDL[R#
GHVHPSHQKR#QDV#RSHUDo}HVi#H#
`&a#HOLPLQDomR#GDV#FDXVDV#LGHQWLILFDGDV"#
`LLa#`"""a#HVWDEHOHFHUi#XP#SURFHVVR#FRP#SURFHGLPHQWRV#GHILQLGRV#QR#0*62#
SDUD#D#PHOKRULD#FRQWtQXD#GDV#RSHUDo}HV#GH#YRR#TXH#LQFOXDo#
`$a# XPD# DYDOLDomR# SUHYHQWLYD# GDV# LQVWDODo}HV.# HTXLSDPHQWR.#
GRFXPHQWDomR#H#SURFHGLPHQWRV#DWUDYpV#GH#SHVTXLVDV#H#DXGLWRULDVi#
`%a# XPD# DYDOLDomR# SUHYHQWLYD# GR# GHVHPSHQKR# LQGLYLGXDO# GR# SHVVRDO# GR#
GHWHQWRU# GH# FHUWLILFDGR# SDUD# YHULILFDU# R# FXPSULPHQWR# GDV#
UHVSRQVDELOLGDGHV#GH#VHJXUDQoDi#
`&a# XPD# DYDOLDomR# UHDWLYD# SDUD# YHULILFDU# D# HILFiFLD# GRV# VLVWHPDV# GH#
FRQWUROH#H#PLWLJDomR#GRV#ULVFRV.#LQFOXLQGR.#SRU#H[HPSORo#LQYHVWLJDo}HV#GH#
DFLGHQWHV.#LQFLGHQWHV#H#HYHQWRV#VLJQLILFDWLYRV"#


3#
&#
'#
$#
3#
#
&#
#
&#
#
&#
#


$SrQGLFH#4.#`Ja#9#3URPRomR#GD#VHJXUDQoD#RSHUDFLRQDO"# #
`5a#7UHLQDPHQWR#H#TXDOLILFDomR"# #
# `La# `"""a# GHVHQYROYHUi# H# PDQWHUi# XP# SURJUDPD# GH# WUHLQDPHQWR# GH#


VHJXUDQoD#RSHUDFLRQDO#`"""a#
3#


`0a#'LIXVmR#GH#LQIRUPDomR#DFHUFD#GD#VHJXUDQoD#RSHUDFLRQDO# #
# `La# `"""a# GHVHQYROYHUi# H# PDQWHUi# PHLRV# IRUPDLV# SDUD# D# GLIXVmR# H#


FRPXQLFDomR#GD#VHJXUDQoD#RSHUDFLRQDO.#GH#IRUPD#TXH#SRVVDo#`"""a#
3#
#


#
##
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$3Ç1',&(#%#±#5HTXLVLWRV#GD#1%5#,62#Y445o044L#SRU#HOHPHQWR#3'&$"#
,WHP# 'HVFULomR#GR#UHTXLVLWR# &DW"#


c"#6LVWHPDV#GH#*HVWmR#GD#4XDOLGDGH# #
c"5"# 5HTXLVLWRV#
JHUDLV#


$# RUJDQL]DomR# GHYH# HVWDEHOHFHU.# GRFXPHQWDU.# LPSOHPHQWDU# H#
PDQWHU# XP# VLVWHPD# GH# JHVWmR# GD# TXDOLGDGH.# H# PHOKRUDU#
FRQWLQXDPHQWH#D#VXD#HILFiFLD#`"""a#
$#RUJDQL]DomR#GHYHo#
Da# GHWHUPLQDU# RV# SURFHVVRV# QHFHVViULRV# SDUD# R# VLVWHPD# GH#
JHVWmR#GD#TXDOLGDGH#`"""a#
Ea#GHWHUPLQDU#D#VHTXrQFLD#H#LQWHUDomR#GHVVHV#SURFHVVRV.#
Fa# GHWHUPLQDU# FULWpULRV#H#PpWRGRV#QHFHVViULRV#SDUD# DVVHJXUDU#
TXH#D#RSHUDomR#H#R#FRQWUROH#GHVVHV#SURFHVVRV#VHMDP#HILFD]HV.#
Ga# DVVHJXUDU# D# GLVSRQLELOLGDGH# GH# UHFXUVRV# H# LQIRUPDo}HV#
QHFHVViULDV#`"""a#
Ha#PRQLWRUDU.#PHGLU#RQGH#DSOLFiYHO#H#DQDOLVDU#HVVHV#SURFHVVRV.#
H#
Ia# LPSOHPHQWDU# Do}HV# QHFHVViULDV# SDUD# DWLQJLU# RV# UHVXOWDGRV#
SODQHMDGRV#H#D#PHOKRULD#FRQWtQXD#GHVVHV#SURFHVVRV"#
4XDQGR#XPD#RUJDQL]DomR#RSWDU#SRU#WHUFHLUL]DU#DOJXP#SURFHVVR#
TXH# DIHWH# D# FRQIRUPLGDGH# GR# SURGXWR# HP# UHODomR# DRV#
UHTXLVLWRV.# D# RUJDQL]DomR# GHYH# DVVHJXUDU# R# FRQWUROH# GHVVHV#
SURFHVVRV"##


3'&$#
#
3#
3'#
3'#
&#
#
'#
&#
$#
#
&#


c"0"5"#
*HQHUDOLGDGHV#


$# GRFXPHQWDomR# GR# VLVWHPD# GH# JHVWmR# GD# TXDOLGDGH# GHYH#
LQFOXLU#
Da#GHFODUDo}HV#GRFXPHQWDGDV#GH#XPD#SROtWLFD#GD#TXDOLGDGH#H#
GRV#REMHWLYRV#`"""a.#
Ea#XP#PDQXDO#GD#TXDOLGDGH.#
Fa# SURFHGLPHQWRV# GRFXPHQWDGRV# H# UHJLVWURV# UHTXHULGRV# SRU#
HVWD#1RUPD.#H#
Ga#GRFXPHQWRV.#LQFOXLQGR#UHJLVWURV#`"""a"#


#
3#
3'#
3'#
3'#


c"0"0"#0DQXDO#GD#
TXDOLGDGH#


$# RUJDQL]DomR# GHYH# HVWDEHOHFHU# H# PDQWHU# XP# PDQXDO# GD#
TXDOLGDGH#TXH#LQFOXDo#
Da#R#HVFRSR#GR#VLVWHPD#GH#JHVWmR#GD#TXDOLGDGH.#`"""ai#
Ea# RV# SURFHGLPHQWRV# GRFXPHQWDGRV# HVWDEHOHFLGRV# SDUD# R#
VLVWHPD#GH#JHVWmR#GD#TXDOLGDGH.#RX#UHIHUrQFLD#D#HOHV.#H#
Fa#D#GHVFULomR#GD#LQWHUDomR#HQWUH#RV#SURFHVVRV#GR#VLVWHPD#GH#
JHVWmR#GD#TXDOLGDGH"#


#
3#
3'#
#
3#


c"0"1"# &RQWUROH#
GH#GRFXPHQWRV#


2V# GRFXPHQWRV# UHTXHULGRV# SHOR# VLVWHPD# GH# JHVWmR# GD#
TXDOLGDGH#GHYHP#VHU#FRQWURODGRV"##
5HJLVWURV#GD#TXDOLGDGH#`"""a#GHYHP#VHU#FRQWURODGRV#`"""a#
8P# SURFHGLPHQWR# GRFXPHQWDGR# GHYH# VHU# HVWDEHOHFLGR# SDUD#
GHILQLU#RV#FRQWUROHV`"""a#


&#
#
&#
3&#


c"0"c"# &RQWUROH#
GH# UHJLVWURV# GD#
TXDOLGDGH#


5HJLVWURV# GHYHP# VHU# HVWDEHOHFLGRV# H# PDQWLGRV# SDUD# SURYHU#
HYLGrQFLDV#GD#FRQIRUPLGDGH#FRP#RV# UHTXLVLWRV#H#GD#RSHUDomR#
HILFD]#GR#VLVWHPD#`"""a#
5HJLVWURV# GHYHP# VHU# PDQWLGRV# OHJtYHLV.# SURQWDPHQWH#
LGHQWLILFiYHLV#H#UHFXSHUiYHLV"##
8P# SURFHGLPHQWR# GRFXPHQWDGR# GHYH# VHU# HVWDEHOHFLGR# SDUD#
GHILQLU#RV#FRQWUROHV`"""a#


'#
#
'#
3'&#


K"5"#
&RPSURPHWLPHQ
WR#GD#GLUHomR#


$# $OWD# 'LUHomR# GHYH# IRUQHFHU# HYLGrQFLD# GR# VHX#
FRPSURPHWLPHQWR# FRP# R# GHVHQYROYLPHQWR# H# FRP# D#
LPSOHPHQWDomR# GR# VLVWHPD# GH# JHVWmR# GD# TXDOLGDGH.# H# FRP# D#
PHOKRULD#FRQWtQXD#GH#VXD#HILFiFLD#`"""a#


3'#
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K"0"# )RFR# QR#
FOLHQWH#


$# $OWD# 'LUHomR# GHYH# DVVHJXUDU# TXH# RV# UHTXLVLWRV# GR# FOLHQWH#
VHMDP#GHWHUPLQDGRV#H#DWHQGLGRV#FRP#R#SURSyVLWR#GH#DXPHQWDU#
D#VDWLVIDomR#GR#FOLHQWH#`YHU#6"0"5#H#L"0"5a"#


3'#


K"1"# 3ROtWLFD# GD#
TXDOLGDGH#
#


$#$OWD#'LUHomR#GHYH#DVVHJXUDU#TXH#D#SROtWLFD#GD#TXDOLGDGH#
Da#VHMD#DSURSULDGD#DR#SURSyVLWR#GD#RUJDQL]DomR.#
Ea# LQFOXD# XP# FRPSURPHWLPHQWR# FRP# R# DWHQGLPHQWR# DRV#
UHTXLVLWRV#H#FRP#D#PHOKRULD#FRQWtQXD#GD#HILFiFLD#GR#VLVWHPD#GH#
JHVWmR#GD#TXDOLGDGH.#
Fa#SURYHMD#XPD#HVWUXWXUD#SDUD#HVWDEHOHFLPHQWR#H#DQiOLVH#FUtWLFD#
`"""a.#H#
Ga# VHMD# DQDOLVDGD# FULWLFDPHQWH# SDUD# D# FRQWLQXLGDGH# GH# VXD#
DGHTXDomR#


#
3&#
'#
#
&#
&#


K"c"5"# 2EMHWLYRV#
GD#TXDOLGDGH#
#


`"""a# GHYH# DVVHJXUDU# TXH# RV# REMHWLYRV# GD# TXDOLGDGH.# LQFOXLQGR#
DTXHOHV# QHFHVViULRV# SDUD# DWHQGHU# DRV# UHTXLVLWRV# GR# SURGXWR#
>YHU#6"5#Da@.#VHMDP#HVWDEHOHFLGRV#`"""a#
2V#REMHWLYRV#`"""a#GHYHP#VHU#PHQVXUiYHLV#H#FRQVLVWHQWHV#FRP#D#
SROtWLFD#`"""a#


3#
#
3&#


K"c"0"#
3ODQHMDPHQWR#GR#
VLVWHPD# GH#
JHVWmR# GD#
TXDOLGDGH#


$#$OWD#'LUHomR#GHYH#DVVHJXUDU#TXH#
Da# R# SODQHMDPHQWR# GR# VLVWHPD# GH# JHVWmR# GD# TXDOLGDGH# VHMD#
UHDOL]DGR# GH# IRUPD# D# VDWLVID]HU# RV# UHTXLVLWRV# FLWDGRV# HP# c"5.#
EHP#FRPR#RV#REMHWLYRV#GD#TXDOLGDGH.#H#
Ea# D# LQWHJULGDGH# GR# VLVWHPD# GH# JHVWmR# GD# TXDOLGDGH# VHMD#
PDQWLGD#TXDQGR#PXGDQoDV#QR#VLVWHPD#GH#JHVWmR#GD#TXDOLGDGH#
VmR#SODQHMDGDV#H#LPSOHPHQWDGDV"#


#
3#
#
&#


K"K"5"5HVSRQVD
ELOLGDGH# H#
DXWRULGDGH#


$#$OWD#'LUHomR# GHYH# DVVHJXUDU# TXH# DV# UHVSRQVDELOLGDGHV# H# D#
DXWRULGDGH# VHMDP# GHILQLGDV# H# FRPXQLFDGDV# HP# WRGD# D#
RUJDQL]DomR"#


3#


K"K"0"#
5HSUHVHQWDQWH#
GD#GLUHomR#
#


`"""a#GHYH#LQGLFDU#XP#PHPEUR#GD#DGPLQLVWUDomR#GD#RUJDQL]DomR#
TXH.#LQGHSHQGHQWHPHQWH#GH#RXWUDV#UHVSRQVDELOLGDGHV.#GHYH#WHU#
UHVSRQVDELOLGDGH#H#DXWRULGDGH#SDUD#
Da#DVVHJXUDU#TXH#RV#SURFHVVRV#QHFHVViULRV#SDUD#R#VLVWHPD#GH#
JHVWmR# GD# TXDOLGDGH# VHMDP# HVWDEHOHFLGRV.# LPSOHPHQWDGRV# H#
PDQWLGRV.#
Ea# UHODWDU#j#$OWD#'LUHomR#R#GHVHPSHQKR#GR#VLVWHPD#GH#JHVWmR#
GD#TXDOLGDGH#`"""a.#H#
Fa# DVVHJXUDU# D# SURPRomR# GD# FRQVFLHQWL]DomR# VREUH# RV#
UHTXLVLWRV#GR#FOLHQWH#`"""a#


3#
#
#
&#
#
'#
&#


K"K"1"#
&RPXQLFDomR#
LQWHUQD#


`"""a#GHYH#DVVHJXUDU#TXH#VHMDP#HVWDEHOHFLGRV.#QD#RUJDQL]DomR.#
RV# SURFHVVRV# GH# FRPXQLFDomR# DSURSULDGRV# H# TXH# VHMD#
UHDOL]DGD# D# FRPXQLFDomR# UHODWLYD# j# HILFiFLD# GR# VLVWHPD# GH#
JHVWmR#GD#TXDOLGDGH"#


3#


K"8"5"#
*HQHUDOLGDGHV#
#


`"""a# GHYH# DQDOLVDU# FULWLFDPHQWH# R# VLVWHPD# GH# JHVWmR# GD#
TXDOLGDGH#GD#RUJDQL]DomR.#D#LQWHUYDORV#SODQHMDGRV#`"""a##
(VVD#DQiOLVH#FUtWLFD#GHYH# LQFOXLU#D#DYDOLDomR#GH#RSRUWXQLGDGHV#
SDUD# PHOKRULD# H# QHFHVVLGDGH# GH# PXGDQoDV# QR# VLVWHPD# GH#
JHVWmR#GD#TXDOLGDGH#`"""a#
'HYHP# VHU# PDQWLGRV# UHJLVWURV# GDV# DQiOLVHV# FUtWLFDV# SHOD#
GLUHomR#`YHU#c"0"ca"#


&#
#
&#
#
'#


K"8"0"# (QWUDGDV#
SDUD# D# DQiOLVH#
FUtWLFD#


$V# HQWUDGDV# SDUD# D# DQiOLVH# FUtWLFD# SHOD# GLUHomR# GHYHP# LQFOXLU#
LQIRUPDo}HV#VREUH#`"""a#


&#


K"8"1"#6DtGDV#GD#
DQiOLVH#FUtWLFD#


$V# VDtGDV# GD# DQiOLVH# FUtWLFD# SHOD# GLUHomR# GHYHP# LQFOXLU#
TXDLVTXHU#GHFLV}HV#H#Do}HV#UHODFLRQDGDV#D#`"""a#


'$#
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8"5"#3URYLVmR# GH#
UHFXUVRV#


$#RUJDQL]DomR#GHYH#GHWHUPLQDU#H#SURYHU#UHFXUVRV#QHFHVViULRV#
`"""a#


3'#


8"0"5"#
*HQHUDOLGDGHV#
#


$V# SHVVRDV# TXH# H[HFXWDP# DWLYLGDGHV# TXH# DIHWDP# D#
FRQIRUPLGDGH# FRP# RV# UHTXLVLWRV# GR# SURGXWR# GHYHP# VHU#
FRPSHWHQWHV.#FRP#EDVH#HP#HGXFDomR.#WUHLQDPHQWR.#KDELOLGDGH#
H#H[SHULrQFLD#DSURSULDGRV"#


3#


8"0"0"#
&RPSHWrQFLD.#
WUHLQDPHQWR# H#
FRQVFLHQWL]DomR#
#


$#RUJDQL]DomR#GHYH#
Da#GHWHUPLQDU#D#FRPSHWrQFLD#QHFHVViULD#SDUD#DV#SHVVRDV#TXH#
H[HFXWDP# WUDEDOKRV# TXH# DIHWDP# D# FRQIRUPLGDGH# FRP# RV#
UHTXLVLWRV#GR#SURGXWR.#
Ea# RQGH# DSOLFiYHO.# SURYHU# WUHLQDPHQWR# RX# WRPDU# RXWUDV# Do}HV#
`"""a#
Fa#DYDOLDU#D#HILFiFLD#GDV#Do}HV#H[HFXWDGDV.#
Ga# DVVHJXUDU# TXH# R# VHX# SHVVRDO# HVWi# FRQVFLHQWH# TXDQWR# j#
SHUWLQrQFLD# H# LPSRUWkQFLD# GH# VXDV# DWLYLGDGHV# H# GH# FRPR#HODV#
FRQWULEXHP#SDUD#DWLQJLU#RV#REMHWLYRV#GD#TXDOLGDGH.#H#
Ha+PDQWHU#UHJLVWURV#DSURSULDGRV#`"""a#


#
3#
#
3#
&#
&#
#
'#


8"1"# ,QIUD9
HVWUXWXUD#


`"""a# GHYH# GHWHUPLQDU.# SURYHU# H# PDQWHU# D# LQIUDHVWUXWXUD#
QHFHVViULD##`"""a#


3&#


8"c"#$PELHQWH#GH#
WUDEDOKR#


$# RUJDQL]DomR# GHYH# GHWHUPLQDU# H# JHUHQFLDU# R# DPELHQWH# GH#
WUDEDOKR# QHFHVViULR# SDUD# DOFDQoDU# D# FRQIRUPLGDGH# FRP# RV#
UHTXLVLWRV#GR#SURGXWR"#


3&#


6"5"#
3ODQHMDPHQWR#GD#
UHDOL]DomR# GR#
SURGXWR#
#


`"""a#GHYH#SODQHMDU#H#GHVHQYROYHU#SURFHVVRV#QHFHVViULRV#SDUD#D#
UHDOL]DomR#GR#SURGXWR"##
$R# SODQHMDU# D# UHDOL]DomR# GR# SURGXWR.# D# RUJDQL]DomR# GHYH#
GHWHUPLQDU#`"""ao#
Da#RV#REMHWLYRV#GD#TXDOLGDGH#H#UHTXLVLWRV#SDUD#R#SURGXWRi#
Ea# D# QHFHVVLGDGH# GH# HVWDEHOHFHU# SURFHVVRV# H# GRFXPHQWRV# H#
SURYHU#UHFXUVRV#HVSHFtILFRV#SDUD#R#SURGXWRi#
Fa#D#YHULILFDomR.#YDOLGDomR.#PRQLWRUDPHQWR.#PHGLomR.# LQVSHomR#
H# DWLYLGDGHV# GH# HQVDLR# UHTXHULGRV# `"""a# EHP# FRPR#RV# FULWpULRV#
SDUD#D#DFHLWDomR#GR#SURGXWRi#
Ga#RV#UHJLVWURV#QHFHVViULRV#`"""a#


3'#
#
3#
3#
&#
#
'#


6"0"5"#
'HWHUPLQDomR#
GH# UHTXLVLWRV#
UHODFLRQDGRV# DR#
SURGXWR#
#


$#RUJDQL]DomR#GHYH#GHWHUPLQDU#
Da#RV#UHTXLVLWRV#HVSHFLILFDGRV#SHOR#FOLHQWH.#`"""a#
Ea#RV#UHTXLVLWRV#QmR#GHFODUDGRV#SHOR#FOLHQWH.#PDV#QHFHVViULRV#
SDUD#R#XVR#HVSHFLILFDGR#RX#SUHWHQGLGR.#RQGH#FRQKHFLGR.#
Fa# UHTXLVLWRV# HVWDWXWiULRV# H# UHJXODPHQWDUHV# DSOLFiYHLV# DR#
SURGXWR.#H#
Ga# TXDLVTXHU# UHTXLVLWRV# DGLFLRQDLV# FRQVLGHUDGRV# QHFHVViULRV#
SHOD#RUJDQL]DomR"#


#
3'#
3'#
#
3'#
3'#


6"0"0"# $QiOLVH#
FUtWLFD# GRV#
UHTXLVLWRV#
UHODFLRQDGRV# DR#
SURGXWR#
#


$# RUJDQL]DomR# GHYH# DQDOLVDU# FULWLFDPHQWH# RV# UHTXLVLWRV#
UHODFLRQDGRV#DR#SURGXWR"##
'HYHP#VHU#PDQWLGRV#UHJLVWURV#`"""a#
4XDQGR#R# FOLHQWH#QmR# IRUQHFHU#XPD#GHFODUDomR#GRFXPHQWDGD#
GRV# UHTXLVLWRV.#D#RUJDQL]DomR#GHYH#FRQILUPDU#RV# UHTXLVLWRV#GR#
FOLHQWH#DQWHV#GD#DFHLWDomR"#
4XDQGR# RV# UHTXLVLWRV# GH# SURGXWR# IRUHP# DOWHUDGRV.# D#
RUJDQL]DomR# GHYH# DVVHJXUDU# TXH# RV# GRFXPHQWRV# SHUWLQHQWHV#
VmR# FRPSOHPHQWDGRV# H# TXH# R# SHVVRDO# SHUWLQHQWH# p# DOHUWDGR#
VREUH#RV#UHTXLVLWRV#DOWHUDGRV"#
#


&#
'#
'#
#
'#
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6"0"1"#
&RPXQLFDomR#
FRP#R#FOLHQWH#


$#RUJDQL]DomR#GHYH#GHWHUPLQDU#H# WRPDU#SURYLGrQFLDV#HILFD]HV#
SDUD#VH#FRPXQLFDU#FRP#RV#FOLHQWHV#HP#UHODomR#Do#`"""a#


3'#


6"1"5"#
3ODQHMDPHQWR#GR#
SURMHWR# H#
GHVHQYROYLPHQWR#
#


`"""a# GHYH#SODQHMDU# H# FRQWURODU# R#SURMHWR#H#GHVHQYROYLPHQWR#GH#
SURGXWR"#
`"""a#GHYH#GHWHUPLQDUo#
Da#RV#HVWiJLRV#GR#SURMHWR#H#GHVHQYROYLPHQWRi#
Ea# DQiOLVH# FUtWLFD.# YHULILFDomR# H# YDOLGDomR# TXH# VHMDP#
DSURSULDGDV#SDUD#FDGD#IDVH#`"""a#
Fa# DV# UHVSRQVDELOLGDGHV# H# DXWRULGDGHV# SDUD# SURMHWR# H#
GHVHQYROYLPHQWR"#
`"""a# GHYH# JHUHQFLDU# DV# LQWHUIDFHV# HQWUH# GLIHUHQWHV# JUXSRV#
HQYROYLGRV#QR#SURMHWR#H#GHVHQYROYLPHQWR#`"""a#
$V# VDtGDV# GR# SODQHMDPHQWR# GHYHP# VHU# DWXDOL]DGDV#
DSURSULDGDPHQWH#`"""a#


3&#
#
3#
&#
3#
'#
#
&#


6"1"0"# (QWUDGDV#
GH# SURMHWR# H#
GHVHQYROYLPHQWR#


(QWUDGDV# UHODWLYDV# D# UHTXLVLWRV# GH# SURGXWR# GHYHP# VHU#
GHWHUPLQDGDV#H#UHJLVWURV#GHYHP#VHU#PDQWLGRV#`YHU#c"0"ca"#`"""a#


3'#


6"1"1"#6DtGDV#GH#
SURMHWR# H#
GHVHQYROYLPHQWR#


$V# VDtGDV# GH# SURMHWR# H# GHVHQYROYLPHQWR# GHYHP# VHU#
DSUHVHQWDGDV#HP#XPD#IRUPD#DGHTXDGD#SDUD#D#YHULILFDomR#HP#
UHODomR# jV# HQWUDGDV# GH# SURMHWR# H# GHVHQYROYLPHQWR.# H# GHYHP#
VHU#DSURYDGDV#DQWHV#GH#VHUHP#OLEHUDGDV"#`"""a#


'&#


6"1"c"# $QiOLVH#
FUtWLFD#GH#SURMHWR#
H#
GHVHQYROYLPHQWR#


$QiOLVHV# FUtWLFDV# VLVWHPiWLFDV# GH# SURMHWR# H# GHVHQYROYLPHQWR#
GHYHP# VHU# UHDOL]DGDV.# HP# IDVHV# DSURSULDGDV.# GH# DFRUGR# FRP#
GLVSRVLo}HV#SODQHMDGDV#`YHU#6"1"5a#SDUD#`"""a"#
'HYHP#VHU#PDQWLGRV#UHJLVWURV#`"""a#


&#
#
'#


6"1"K"#
9HULILFDomR#
SURMHWR# H#
GHVHQYROYLPHQWR#


$# YHULILFDomR# GHYH# VHU# H[HFXWDGD# FRQIRUPH# GLVSRVLo}HV#
SODQHMDGDV#`"""a#
'HYHP#VHU#PDQWLGRV#UHJLVWURV#`"""a#


&#
'#


6"1"8"# 9DOLGDomR#
GH# SURMHWR# H#
GHVHQYROYLPHQWR#


`"""a#GHYH#VHU#H[HFXWDGD#FRQIRUPH#GLVSRVLo}HV#SODQHMDGDV#`YHU#
6"1"5a.#SDUD#DVVHJXUDU#TXH#R#SURGXWR#UHVXOWDQWH#VHMD#FDSD]#GH#
DWHQGHU#DRV#UHTXLVLWRV#`"""a#
'HYHP#VHU#PDQWLGRV#UHJLVWURV#`"""a#


&#
#
'#


6"1"6"# &RQWUROH#
GH#DOWHUDo}HV#GH#
SURMHWR# H#
GHVHQYROYLPHQWR#
#


$V# DOWHUDo}HV# GH# SURMHWR# H# GHVHQYROYLPHQWR# GHYHP# VHU#
LGHQWLILFDGDV#H#UHJLVWURV#GHYHP#VHU#PDQWLGRV"##
$V#DOWHUDo}HV#GHYHP#VHU#DQDOLVDGDV#FULWLFDPHQWH.#YHULILFDGDV#H#
YDOLGDGDV.# FRPR# DSURSULDGR.# H# DSURYDGDV# DQWHV# GD# VXD#
LPSOHPHQWDomR"##
$#DQiOLVH#FUtWLFD#GDV#DOWHUDo}HV#GH#SURMHWR#H#GHVHQYROYLPHQWR#
GHYH#LQFOXLU#`"""a#
'HYHP#VHU#PDQWLGRV#UHJLVWURV#`"""a#


&'#
#
&#
#
&#
'#


6"c"5"# 3URFHVVR#
GH#DTXLVLomR#
#


`"""a# GHYH# DVVHJXUDU# TXH# R# SURGXWR# DGTXLULGR# HVWi# FRQIRUPH#
FRP#RV#UHTXLVLWRV#`"""a#
`"""a# GHYH# DYDOLDU# H# VHOHFLRQDU# IRUQHFHGRUHV# FRP#EDVH# QD# VXD#
FDSDFLGDGH# GH# IRUQHFHU# SURGXWR# GH# DFRUGR# FRP# RV# UHTXLVLWRV#
GD#RUJDQL]DomR"##
&ULWpULRV# SDUD# VHOHomR.# DYDOLDomR# H# UHDYDOLDomR# GHYHP# VHU#
HVWDEHOHFLGRV"#'HYHP#VHU#PDQWLGRV#UHJLVWURV#`"""a#


&#
&#
#
3#
&#


6"c"0"#
,QIRUPDo}HV# GH#
DTXLVLomR#


$V#LQIRUPDo}HV#GH#DTXLVLomR#GHYHP#GHVFUHYHU#R#SURGXWR#D#VHU#
DGTXLULGR#`"""a#
`"""a# GHYH#DVVHJXUDU# D#DGHTXDomR#GRV# UHTXLVLWRV#GH# DTXLVLomR#
HVSHFLILFDGRV#`"""a#


3#
&#
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6"c"1"#
9HULILFDomR# GR#
SURGXWR#
DGTXLULGR#


`"""a# GHYH# HVWDEHOHFHU# H# LPSOHPHQWDU# D# LQVSHomR# RX# RXWUDV#
DWLYLGDGHV#QHFHVViULDV#SDUD#DVVHJXUDU#TXH#R#SURGXWR#DGTXLULGR#
DWHQGD#DRV#UHTXLVLWRV#GH#DTXLVLomR#HVSHFLILFDGRV"#`"""a#


&#
#
#


6"K"5"# &RQWUROH#
GH# SURGXomR# H#
SUHVWDomR# GH#
VHUYLoR#


`"""a# GHYH# SODQHMDU# H# UHDOL]DU# D# SURGXomR# H# D# SUHVWDomR# GH#
VHUYLoR#VRE#FRQGLo}HV#FRQWURODGDV"#`"""a#


3'&#


6"K"0"# 9DOLGDomR#
GRV# SURFHVVRV#
GH# SURGXomR# H#
SUHVWDomR# GH#
VHUYLoR#


`"""a#GHYH#YDOLGDU#TXDLVTXHU#SURFHVVRV#GH#SURGXomR#H#SUHVWDomR#
GH#VHUYLoR#RQGH#D#VDtGD#UHVXOWDQWH#QmR#SRVVD#VHU#YHULILFDGD#SRU#
PRQLWRUDPHQWR# RX# PHGLomR# VXEVHT�HQWH# H.# FRPR#
FRQVHT�rQFLD.# GHILFLrQFLDV# WRUQDP9VH# DSDUHQWHV# VRPHQWH#
GHSRLV# TXH# R# SURGXWR# HVWLYHU# HP# XVR# RX# R# VHUYLoR# WLYHU# VLGR#
HQWUHJXH"#`"""a#


&#
#
#
#


6"K"1"#
,GHQWLILFDomR# H#
UDVWUHDELOLGDGH#
#


`"""a#GHYH#LGHQWLILFDU#R#SURGXWR#SHORV#PHLRV#DGHTXDGRV#`"""a#
`"""a#GHYH#LGHQWLILFDU#D#VLWXDomR#GR#SURGXWR#QR#TXH#VH#UHIHUH#DRV#
UHTXLVLWRV# GH# PRQLWRUDPHQWR# H# GH# PHGLomR# DR# ORQJR# GD#
UHDOL]DomR#GR#SURGXWR"#
`"""a#GHYH#FRQWURODU#D#LGHQWLILFDomR#XQtYRFD#GR#SURGXWR#H#PDQWHU#
UHJLVWURV#`"""a#


&#
#
&#
#
&'#


6"K"c"#
3URSULHGDGH# GR#
FOLHQWH#
#


`"""a# GHYH# WHU# FXLGDGR# FRP#D# SURSULHGDGH# GR# FOLHQWH# HQTXDQWR#
HVWLYHU#VRE#R#FRQWUROH#GD#RUJDQL]DomR#RX#VHQGR#XVDGD#SRU#HOD"##
`"""a# GHYH# LGHQWLILFDU.# YHULILFDU.# SURWHJHU# H# VDOYDJXDUGDU# D#
SURSULHGDGH#GR#FOLHQWH`"""a##
6H#TXDOTXHU#SURSULHGDGH#GR#FOLHQWH# IRU#SHUGLGD.#GDQLILFDGD#RX#
FRQVLGHUDGD#LQDGHTXDGD#SDUD#XVR.`"""a#GHYH#LQIRUPDU#DR#FOLHQWH#
HVWH#IDWR#H#PDQWHU#UHJLVWURV#`"""a#


&#
#
&#
'#


6"K"K"#
3UHVHUYDomR# GR#
SURGXWR#


`"""a#GHYH#SUHVHUYDU#R#SURGXWR#GXUDQWH#R#SURFHVVDPHQWR#LQWHUQR#
H# D# HQWUHJD# QR# GHVWLQR# SUHWHQGLGR.# D# ILP# GH# PDQWHU# D#
FRQIRUPLGDGH#FRP#RV#UHTXLVLWRV"#`"""a#


&#
#


6"8"# &RQWUROH# GH#
HTXLSDPHQWR# GH#
PRQLWRUDPHQWR#H#
PHGLomR#
#


`"""a# GHYH# GHWHUPLQDU# R# PRQLWRUDPHQWR# H# D# PHGLomR# D# VHUHP#
UHDOL]DGRV# H# R# HTXLSDPHQWR# GH# PRQLWRUDPHQWR# H# PHGLomR#
QHFHVViULR# SDUD# IRUQHFHU# HYLGrQFLDV# GD# FRQIRUPLGDGH# GR#
SURGXWR#FRP#RV#UHTXLVLWRV#GHWHUPLQDGRV"#
`"""a# GHYH# HVWDEHOHFHU# SURFHVVRV# SDUD# DVVHJXUDU# TXH# R#
PRQLWRUDPHQWR#H#PHGLomR#SRVVDP#VHU#UHDOL]DGRV#H#H[HFXWDGRV#
GH#PDQHLUD#FRQVLVWHQWH#FRP#RV#UHTXLVLWRV#`"""a#
`"""a#R#HTXLSDPHQWR#GH#PHGLomR#GHYH##
Da# VHU# FDOLEUDGR# RX# YHULILFDGR.# RX# DPERV.# D# LQWHUYDORV#
HVSHFLILFDGRV.# RX# DQWHV# GR# XVR.# FRQWUD# SDGU}HV# GH# PHGLomR#
UDVWUHiYHLV#`"""a.#
Ea#VHU#DMXVWDGR#RX#UHDMXVWDGR.#TXDQGR#QHFHVViULR.#
Fa#WHU#LGHQWLILFDomR#SDUD#GHWHUPLQDU#VXD#VLWXDomR#GH#FDOLEUDomR.#
Ga#VHU#SURWHJLGR#FRQWUD#DMXVWHV#TXH#LQYDOLGDULDP#R#UHVXOWDGR#GD#
PHGLomR.#H#
Ha#VHU#SURWHJLGR#FRQWUD#GDQR#H#GHWHULRUDomR#`"""a#
`"""a# GHYH# DYDOLDU# H# UHJLVWUDU# D# YDOLGDGH# GRV# UHVXOWDGRV# GH#
PHGLo}HV#DQWHULRUHV#TXDQGR#FRQVWDWDU#TXH#R#HTXLSDPHQWR#QmR#
HVWi#FRQIRUPH#FRP#RV#UHTXLVLWRV"##
`"""a# GHYH# WRPDU# DomR# DSURSULDGD# QR# HTXLSDPHQWR# H# HP#
TXDOTXHU#SURGXWR#DIHWDGR"#
5HJLVWURV#GRV#UHVXOWDGRV#GH#FDOLEUDomR#H#YHULILFDomR#GHYHP#VHU#
PDQWLGRV#`"""a#


&#
#
#
&#
#
#
#
'&#
#
&#
'#
'#
'#
&#
$#
'#
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L"5"#
*HQHUDOLGDGHV#
#


`"""a#GHYH#SODQHMDU#H#LPSOHPHQWDU#RV#SURFHVVRV#QHFHVViULRV#GH#
PRQLWRUDPHQWR.#PHGLomR.#DQiOLVH#H#PHOKRULD#`"""a#


3'&$#


L"0"5"#6DWLVIDomR#
GRV#FOLHQWHV#


`"""a# GHYH# PRQLWRUDU# LQIRUPDo}HV# UHODWLYDV# j# SHUFHSomR# GR#
FOLHQWH# VREUH# VH# D# RUJDQL]DomR# DWHQGHX# DRV# UHTXLVLWRV# GR#
FOLHQWH"##
2V#PpWRGRV#SDUD#REWHQomR#H#XVR#GHVVDV# LQIRUPDo}HV#GHYHP#
VHU#GHWHUPLQDGRV"#


&#
#
3#


L"0"0"# $XGLWRULD#
LQWHUQD#
#


`"""a# GHYH# H[HFXWDU# DXGLWRULDV# LQWHUQDV# D# LQWHUYDORV# SODQHMDGRV#
`"""a#
8P#SURJUDPD#GH#DXGLWRULD#GHYH#VHU#SODQHMDGR#`"""a#
8P# SURFHGLPHQWR# GRFXPHQWDGR# GHYH# VHU# HVWDEHOHFLGR# SDUD#
GHILQLU#DV#UHVSRQVDELOLGDGHV#H#RV#UHTXLVLWRV#SDUD#SODQHMDPHQWR#
H#H[HFXomR#GH#DXGLWRULDV#`"""a#
5HJLVWURV#GDV#DXGLWRULDV#H#VHXV#UHVXOWDGRV#GHYHP#VHU#PDQWLGRV#
`YHU#c"0"ca"#
`"""a# GHYH# DVVHJXUDU# TXH# TXDLVTXHU# FRUUHo}HV# H# Do}HV#
FRUUHWLYDV# QHFHVViULDV# VHMDP# H[HFXWDGDV.# HP# WHPSR# KiELO.#
SDUD#HOLPLQDU#QmR9FRQIRUPLGDGHV#H#VXDV#FDXVDV"##
$V#DWLYLGDGHV#GH#DFRPSDQKDPHQWR#GHYHP#LQFOXLU#D#YHULILFDomR#
GDV#Do}HV#H[HFXWDGDV#H#R#UHODWR#GRV#UHVXOWDGRV#GH#YHULILFDomR#
`YHU#L"K"0a"#


&#
3#
3#
#
'#
$#
#
&'#
#


L"0"1"#
0RQLWRUDPHQWR#H#
PHGLomR# GH#
SURFHVVRV#


`"""a# GHYH# DSOLFDU# PpWRGRV# DGHTXDGRV# SDUD# PRQLWRUDPHQWR# H.#
RQGH# DSOLFiYHO.# SDUD# PHGLomR# GRV# SURFHVVRV# GR# VLVWHPD# GH#
JHVWmR#GD#TXDOLGDGH"##`"""a#
4XDQGR# RV# UHVXOWDGRV# SODQHMDGRV# QmR# IRUHP# DOFDQoDGRV.#
FRUUHo}HV# H# Do}HV# FRUUHWLYDV# GHYHP# VHU# H[HFXWDGDV.# FRPR#
DSURSULDGR"#


&#
#
$#


L"0"c"#
0RQLWRUDPHQWR#H#
PHGLomR# GH#
SURGXWR#
#


`"""a#GHYH#PRQLWRUDU#H#PHGLU#DV#FDUDFWHUtVWLFDV#GR#SURGXWR#`"""a#
(YLGrQFLD#GH#FRQIRUPLGDGH#FRP#RV#FULWpULRV#GH#DFHLWDomR#GHYH#
VHU#PDQWLGD"#
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 SUMMARY 


This working paper puts forward a proposal to add new paragraphs to the SMM 
related to scalability principles. The proposal is structured in three parts: 
 
a) Generic scalability guidance and principles (Appendix A); 
b) Specific guidance related to scalability of SSP implementation (Appendix B); and 
c) Specific guidance related to scalability of SMS implementation (Appendix C) 
 
Action by the SMP is in paragraph 5. 


REFERENCES 
 


Annex 19 — Safety Management 
Doc 9859, Safety Management Manual (SMM)  
Job card SMP014 


1. INTRODUCTION 


1.1 The scalability principle for safety management system (SMS) implementation is 
introduced in Annex 19 — Safety Management through Standard 4.1.1: 


4.1.1   The SMS of a service provider shall: 


a) be established in accordance with the framework elements contained in Appendix 2; 
and 


b) be commensurate with the size of the service provider and the complexity of its 
aviation products or services.  
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1.2 The scalability principle for State safety programme (SSP) implementation is introduced 
in Amendment 1 of Annex 19 through Standard 3.1: 


“States shall establish and maintain an SSP that is commensurate with the size and 
complexity of the State’s civil aviation system, but may delegate safety management-
related functions and activities to another State, Regional Safety Oversight 
Organization (RSOO) or Regional Accident and Incident Investigation Organization 
(RAIO).” 


1.3 Although the terms « commensurate with the size and complexity » are used in the 
current version of the SMM, there is no guidance material giving some illustrations on that point.  


2. SCALABILITY PRINCIPLES  


2.1 Scalability refers to the capability of a State or service provider to adapt their SSP or 
SMS and measures to control the hazards and risks entailed by their activities. This may include factors 
such as size, nature, volume and complexity of activities. Scalability takes into account risk induced by 
the activities and does not solely depend on the scope of activities.  


2.2 The tools a State or service provider uses to measure, process, analyse and assess their 
SSP or SMS will vary. It is not the tools themselves, but rather how effective those tools are in 
achieving the desired outcome that demonstrates the ability of the State or service provider to meet the 
SSP and SMS requirements, respectively. 


2.3 With regard to the safety management Standards and Recommended Practices (SARPs) 
set out in Annex 19, it is the responsibility of service providers (for SMS) and States (for SSP) to 
determine how to meet the Standards and to ensure that their system and processes fit their size and 
complexity. Each State is responsible for evaluating the size and complexity of its civil aviation activities 
in comparison to its authority’s resources in order to develop a suitable SSP. For service providers, 
scaling for size and complexity is accomplished through their system and processes, not in the 
measurement criteria applied by the State. Scalability of SMS implementation is therefore seen through 
the service provider’s ability to demonstrate effective SMS implementation and the State’s ability to 
assess effectiveness of implementation. 


2.4 Scalability is usually discussed in relation to smaller, non-complex organizations. 
Regardless of the size of the service provider or the State in terms of staffing and number of operating 
sites or offices, scalability should always be a function of the risk introduced in the aviation system by 
the activities under consideration. Even very small organizations may be involved in activities that may 
entail significant aviation risks. By contrast, the larger and more complex the service provider or the State 
becomes, the higher the organizational risks entailed. Therefore, safety management capability and 
expectations on SMS or SSP effectiveness must be commensurate with risk managed.  


2.5 Proper understanding of the risks entailed by the activities is therefore essential: upon 
initial SMS/SSP implementation, the service provider/the State should therefore describe and analyse 
their system and processes to determine not only how to implement the associated framework, but also 
where to focus their risk management efforts. This “system description” is a roadmap that describes a 
service provider or State’s aviation activities, main processes, the operating environment, the purpose of 
the system, and its interfaces with other systems (internal and external to the organization). Describing 
and analysing the service provider/State’s system is an effective means to identify hazards proactively 
and create a baseline for change management.  It will also facilitate identifying safety performance 
requirements for safety-relevant processes, related performance metrics and controls to manage the 
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defined performance goals.  Not investing in this step will lead to inefficient SMS/SSP implementation 
and require subsequent rework. 


3. SCALABILITY OF SMS IMPLEMENTATION AND OVERSIGHT 


3.1 Guidance supporting both the needs of States and service providers should focus on 
encouraging the organization to determine what might be effective for them, i.e. being clear about what 
each SMS element is there for; hence, what “being effective” would look like. Focusing on effectiveness 
rather than on suitability would free up organizations to tailor the solution to their particular 
organization. By contrast, guidance focusing in great detail on what “present” and “suitable” could mean 
for each SMS element would easily become prescriptive in nature and potentially result in the 
implementation by service providers of inefficient and costly systems. 


3.2 The SSP scalability is essential for a healthy and continuous implementation of Annex 19 
and oversight of service providers’ SMS. Proposed scalability guidance for States should be included with 
any existing guidance material dealing with SMS assessment and oversight. The work of the European 
Union (EU) Regulatory Advisory Group “cross-domain SMS assessment” could be considered to this 
effect. This work will deliver an SMS assessment tool structured around the Annex 19 SMS framework, 
defining the expectations on effective implementation and providing guidance on how to assess it. 1 


3.3 From the perspective of the service provider, the scalability concept could be 
adequately supported by expanding existing guidance on system description in the Safety Management 
Manual (SMM) (Doc 9859) (existing § 5.4.1 “System description” in chapter “5.4 SMS Implementation 
Planning”). The regulator should then be able to “challenge” the system description produced by the 
service provider, as part of the exercise to determine whether the SMS is “suitable” and to judge whether 
there is “effective” compliance with the SMS Standards, meaning these are applied in a way that truly 
meets the intent of these Standards.  


3.4 Consequently the guidance material for illustrating scalability principles for SMS 
implementation would not only be directed to service providers but also to States’ oversight authorities 
for the evaluation of SMS effectiveness. 


4. GUIDANCE MATERIAL PROPOSAL 


4.1 It is proposed to divide the guidance material into the following three parts: 


a) generic guidance and principles (Appendix A to this working paper); 


b) specific guidance related to scalability of SSP implementation (Appendix B to this 
working paper); and 


c) Specific guidance related to scalability of SMS implementation (Appendix C to this 
working paper). 


  


                                                      
1 This should be available end of June 2016. 
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5. ACTION BY THE SMP 


5.1 The SMP is invited to: 


a) consider the proposed guidance material; and 


b) agree on the ideas developed in the Appendices of this working paper. 


— — — — — — — — 
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APPENDIX A 


 
PROPOSED CHAPTER 7 OF SMM 4th EDITION 


 
 
7.1 Scalability 
  
7.1.1 Scalability aims at matching or adapting process requirements to available resources, while retaining 
both responsibility for, and ownership of, process delivery. That is the capability of a State or service 
provider to adapt their SSP or SMS and measures to control the hazards and risks entailed by their 
activities. This may include factors such as size, nature, volume and complexity of activities. Scalability 
takes into account risk induced by the activities and does not solely depend on the scope of activities. 
Scalability is one of the key characteristics of any SMS or SSP. It is often also expressed as being 
"commensurate with the size and complexity of the organization". Scalability aims at ensuring the 
implementation of an effective SMS/SSP, considering the specific risks induced by the activities of a 
service provider or at State level and resources available to a State/service provider. Scalability is based 
on the fact that there are various ways to implement safety management SARPs, thereby leaving it to the 
entity to determine the most suitable and effective means considering the specific environment and 
context. Scalability is not an activity in itself; it is a principle that should drive the building and the 
maintenance of a SMS/SSP. 


7.1.2 Proper understanding of the risks entailed by the activities is therefore essential: upon initial 
SMS/SSP implementation, the service provider/the State should therefore describe and analyze their 
system and processes to determine not only how to implement the associated framework, but also where 
to focus their risk management efforts.  This ‘system description’ is a roadmap that describes a service 
provider or State’s aviation activities, main processes, the operating environment, the purpose of the 
SMS/SSP, and its interfaces with other systems (internal and external to the organization).   


7.1.3 Describing and analyzing the service provider’s/the State’s system is an effective means to identify 
hazards proactively and create a baseline for change management.  This exercise provides an opportunity 
to identify any gaps related to SMS/SSP components and elements.  It includes the interfaces within the 
entity, as well as pertinent interfaces with other external organizations such as contractors.  It will also 
facilitate identifying safety performance requirements for safety-relevant processes, related performance 
metrics and controls to manage the defined performance goals. 


7.1.4 From the perspective of the State, the oversight authority should then be able to evaluate the system 
description and related analysis produced by the service provider, as part of the exercise to determine 
whether the SMS is ‘suitable’ and to judge whether there is ‘effective’ compliance with the SMS 
standards, meaning these are applied in a way that truly meets the intent of these standards. 


7.1.5 Service providers should review the information about the SSP available in this document to better 
understand the State’s expectations. 


7.1.6 Implementation of scalability principles is crucial for less complex service providers or States, as 
their SMS/SSP should be implemented in a simple way to be effective. For less complex service 
providers or States, this does not mean implementing only some elements of the SMS/SSP’s applicable 
framework and excluding others. This is important to realize that scalability should not be confused with 
effective implementation of SMS. Small organizations involved in activites entailing significant safety 
risks can deal with “big” safety risks using “small” processes, activities and tools. 
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7.1.7 Scalability should not be confused with a phased approach to implementation. Applying scalability 
principles helps a State or a service provider to define the best structure and implementing means for their 
SMS/SSP, therefore developing their “own-thinking”. This determines the objective that is to be achieved 
by the service provider/the State given the situation and environment at the time the first assessment 
(baseline and gap analysis) is carried out. In contrast, the phased approach relates to the way (and the 
pace) this objective is achieved: identifying steps, milestones or an overall timeframe. 
 
7.1.8 Implementation of scalability principles and oversight 
It is the responsibility of the entity implementing an SMS/SSP to ensure that the system and processes fit 
their size, nature and complexity.  Service providers should demonstrate why they have developed the 
SMS in the way they have and that it is fit for their operation.  Oversight authorities must take this into 
account when assessing any SSP or SMS and avoid imposing overly rigid criteria for ‘classifying’ entities 
depending on size, nature and complexity.  Illustrations of scalability principles for SMS implementation 
should not only be directed to service providers but also to oversight Authorities for the evaluation of 
SMS/SSP effectiveness. 
 
7.1.9 Implementation of the scalability principles for SMS and SSP 
Illustrations of how the scalability principles are put into practice in the implementation of an SSP 
or an SMS are included in chapters 8 and 9 of this manual. The objective is to give examples linked 
to some provisions included in Annex 19 chapters 3 and 4 and Appendix 2. 


 
— — — — — — — — 
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APPENDIX B 


 
PROPOSED ADDITION TO CHAPTER 8 OF SMM 4th EDITION 


 
 
8.6.2 Scalability principles for SSP implementation 
 
The following paragraphs give some illustrations of structures, procedures or processes that could be used 
by States to implement their SSP according to the size and complexity of their aviation system. It shows 
various means of compliance to the same standard or recommended practice. 
 
a) Finding the right balance in the SSP domains 


 
An SSP should be dependent on the number of service providers in the different aviation domains and 
their size and complexity at a national level, as well as the national and regional environment. 
Assessing the national situation and environment could be carried out through the use of various 
assessment and reporting tools such as:  SSP gap analysis, State Aviation Activity Questionnaire 
(SAAQ), SMICG’s SSP Assessment Tool. It means that the State must be aware of the extent of the 
activities of service providers and then link this information with associated levels of risk. The 
objective for the State is to identify the specific risks it is exposed to.  These risks should then 
influence the number of technical inspectors and/or the oversight methods and extent of the oversight.  


 
b) Allocation of resources, expertise and delegation 


 
Some safety management activities require a high level of expertise (e.g. investigations, risk 
assessment, specific training).  Delegation may be a means for less complex States to ensure the 
performance and maintenance of specific activities. This is already formally enabled for accident or 
incident investigation in Annex 13. Delegation might be envisaged for safety report collection and 
analysis, rulemaking or surveillance activities, provided that the State clearly defines the framework 
of the delegated activities and takes into account the inputs and outputs of these activities and the 
related risks. For example, if the surveillance activities of a specific domain are delegated to an entity, 
this entity must provide feedback of those activities to the SSP governance committees, reviews or 
bodies and the feedback should be regularly assessed. 


 
c) SSP governance and associated documentation 


 
In States where the number of staff involved in safety activities is high, the personnel are usually split 
in various departments that may be geographically scattered across the country. In order to ensure 
effective implementation of the SSP in all national entities there should be appropriate governance 
structures, gathering people involved at all levels in safety reviews or safety committees.  
In less complex aviation systems where a limited number of people are involved in safety 
management, a complex governance structure may not be necessary.  In the same way, the 
documentation should be developed to ensure that all personnel have the same understanding of the 
SSP implementation at a national level. In a less complex aviation system, if appropriate training and 
information is offered to newcomers and if there is a small number of people in charge of a specific 
technical domain, the documentation could be limited. 
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d) Tools and risks assessment methods 
 


Less complex aviation system may tend to use “ready-made” solutions (e.g. safety management 
databases, risk assessment methodologies, training courses). On the other hand, States with more 
complex aviation systems typically have more resources to either purchase or develop custom tools 
and to involve consultants in their implementation, as well as to offer advanced training to their 
personnel. 


 
e) Safety data and information: collection and analysis 
 


Collecting internal as well as external information is necessary. As less complex aviation system may 
produce a limited amount of data, the collection and exchange of external data should be a priority. 
External data means information made available by other contracting States such as: investigation 
reports, annual safety reports including information and analysis on incidents, safety alerts, bulletins, 
safety studies, etc. At a regional level, ICAO groups (for instance RASGs) may be a good opportunity 
to collect information. 


 
It is proposed to add the following paragraphs to chapter 8 of SMM 4th edition to add considerations 
for States regarding SMS implementation by small, non-complex organizations: 
	
It is proposed that this guidance consider existing guidance on scalability and SMS 
assessment/evaluation.  For example, the Safety Management International Collaboration Group (SM 
ICG) SMS for Small Organizations document developed specific scalability considerations for 
Regulators2: It elaborates upon the specific challenges for small, non-complex organizations brought 
about by the introduction of SMS across the aviation industry and acknowledges that small organizations 
may feel that SMS is too complex or too costly to implement, hence the demands on States to encourage 
and support effective implementation may be higher. 
 
The guidance document also introduces a number of complexity considerations, provides considerations 
for each of the SMS framework elements and proposes that States apply a phased approach to accepting 
SMS implementation for smaller, less complex organisations. In other words, States may facilitate phased 
SMS implementation of service providers by accepting alternate implementation processes from smaller 
or less complex organisations to ensure the proper operation of SMS elements such as risk analysis, 
documentation and performance assessment. 
 
It is proposed to amend Appendix 12 to the existing SMM chapter 4 for specific State guidance on SMS 
assessment. Integration in the proposed chapter 8 of SMM 4th edition could also be considered: 
	
Table 4-A12-2. ‘SMS assessment checklist — Routine SMS assessment’. May be reviewed in line with 
the scalability principles and principles of performance based oversight, more detailed guidance should be 
included to provide a comprehensive assessment tool that, besides checking for baseline compliance, 
would focus on what effective implementation of the different framework elements would look like and 
how the oversight authority should assess for effectiveness. This may also require an evolution in the 
understanding of compliance and performance respectively: Are there different levels of compliance 
(such as formal compliance and effective compliance)? Are all elements to be treated on an equal footing 
when it comes to verifying compliance and assessing performance or are specific elements only relevant 
to one of those two dimensions?  Should the ‘compliance point’ be defined in relation to the formal 


                                                      
2 http://www.skybrary.aero/bookshelf/books/3056.pdf 
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presence of an SMS element, to its suitability, or in relation to how effective it is? How can ‘suitability’ 
depending on size, nature and complexity be assessed without assessing the effectiveness of 
implementation? 
 
f) Example of assessment criteria focusing on effectiveness:  
 
ICAO Std. 1.3 Appointment of key personnel 
 
The service provider shall appoint a safety manager who is responsible for the implementation and 
maintenance of the SMS. 
 
Present Effective  What to look for 


A Safety Manager has 
been appointed.  


The organisation has appointed a 
competent person (or group of 
persons) with the appropriate 
knowledge, skills and experience to 
fulfil the role of the safety manager 
and manage the implementation and 
maintenance of the SMS. 


There is a close working 
relationship with the Accountable 
Manager and the Safety Manager is 
considered a trusted advisor and 
given appropriate status in the 
organisation. 


‐ Review SM role 


‐ Appropriate training received 


‐ Evidence of maintained 
competency 


‐ Review how the SM is kept current 
on SMS 


‐ Review how the SM gets access to 
relevant data and services within 
the organisation or from external 
organisations 


‐ Review how the SM communicates 
with operational staff on a daily 
basis 


‐ SM workload / allocated time to 
fulfil role 


‐ Interviews with Accountable 
Manager and Safety Manager 


‐ What is the status of the SM in the 
organisation?	


The organisation has 
allocated sufficient 
resources to manage the 
SMS including personnel 
for safety investigation, 
analysis, auditing, safety 
meeting attendance and 
promotion. 


The SMS activities are sufficiently 
resourced to ensure activities are 
carried out in a timely manner. 


‐ Review safety roles within Safety 
Office 


‐ Evidence that organisation is not 
under resourced 


‐ Review of report action and closure 
timescales 


‐ Safety meeting attendance 


 
Such an assessment tool and related guidance focussing on SMS effectiveness would not only support 
oversight authorities with assessing SMS in context, but also assist service providers to better understand 
the objective underlying each of the SMS elements and how to implement them in the best possible way, 
to ensure effectiveness.   
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For developing such SMM guidance, all existing guidance on SMS assessment and evaluation focussing 
on effectiveness as well as guidance being developed by different established working groups should be 
considered. 
 


— — — — — — — — 
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APPENDIX C 


 
PROPOSED ADDITION TO CHAPTER 9 OF SMM 4th EDITION 


 
 
9.4.1 SMM existing Chapter 5 section 5.3 should be reviewed to ensure it properly reflects the 
scalability principles developed in this WP3. 
 
9.4.2 The following provides some considerations for SMS implementation according to the size and 
complexity of the organization, for incorporation in the proposed section 9.4.2 of SMM 4th edition: 
 


a. Organizational structure and availability of resources 
 
The service provider should consider not only the number of staff (within the service provider and 
relevant suppliers and contractors), but also the expertise required and available for safety management 
processes, in particular related to safety risk management, safety assurance and safety investigations. 
Whereas staff of smaller organisations may need to perform multiple functions to fulfil the SMS 
requirements, larger or more complex organizations may need to ensure the availability of qualified staff 
for different ‘business lines’.  
 
In a small organisation, the person responsible for safety may be someone with operational 
responsibilities.  A large organization will require more complex mechanisms including delegation of 
responsibilities for safety management functions as well as for internal flow of information and system 
review to fulfil the SMS requirements. In either case, a single person should be identified as the focal 
point for SMS implementation. 
 
More or less complex organizations should be aware that a minimum level of resources is needed to 
effectively fulfil safety management responsibilities. 
 


b. Risk profile  
 
Regardless of the size of the service provider in terms of staffing and number of operating sites, 
scalability should be a function of the risk introduced in the aviation system by the service provider’s 
activities. Even very small organizations may be involved in activities that may entail significant aviation 
risks.  On the other hand, while it is assumed that all service providers identified in Annex 19 Chapter 4 
have some connection to the safe operation of aircraft, there may be some categories of service providers 
that have a more limited impact in terms of severity or likelihood on the safe operation of aircraft.  
 
Therefore, safety management capability must be commensurate with risk managed.  
 


c. Documentation  
 
It cannot be expected that all service providers have the same amount of SMS documentation (manuals 
and procedures). In some smaller, less complex organizations there may be less frequent updates to 
documentation. More formal and comprehensive documentation should be expected from medium and 
large or complex organizations, both in relation to safety policy, manuals and procedures and related 
                                                      
3  Existing Chapter 5.3 should be reviewed in particular to ensure it does not include any elements that are not compatible with 


smaller, non-complex service providers, or, if it does, that notes be added to consider the case of smaller, non-complex 
organizations; e.g. reference to a safety office in 5.3.17. 
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records, such as safety reports, investigation findings and follow-up actions. There will be quantitatively 
more of these in the medium and large organizations and organizations with a higher risk profile because 
of higher volumes of activities and/or higher risk.  
 
Service providers should determine what needs to be documented depending on their organizational 
structure and the IT systems in place4. However, they must be able to demonstrate to the State’s oversight 
authority where each of the items that need to be described is documented.  
 
 


d. Tools and risks assessment methods 
 
Less complex service providers may tend to use “ready-made” solutions or adapt standard office 
software. Service providers having more resources and more complex processes to manage may either 
purchase or	develop	advanced tools and/or involve consultants in their implementation, as well as offer 
advanced training to their personnel. While there are sophisticated SMS tools and software, very simple 
methods (flowcharts, process maps, etc.) may be as effective.  In line with the scalability principles 
outlined in this WP there should more focus on usability, consistent use of such tools and on outcomes 
demonstrating effective implementation. 
 
 


e. Safety data and information: collection and analysis for risk management and safety 
performance assessment 


 
This task may be more challenging for smaller service providers and those with a very limited scope of 
activities, as these organizations may not generate sufficient data volumes. 
 
In small organisations, the lack of data may mean that hazards will need to be identified by other means 
such as brainstorming workshops or through meetings to raise and discuss safety issues.  This may be 
more qualitative than quantitative but will help identify the risk picture for the service provider.  
Collaborating with other service providers or industry associations can be helpful, since these may have 
data that one small service provider does not have.  For example, smaller service providers can exchange 
with similar organizations/operations to see what assessments they have done and to share risk 
information.  Smaller service providers may also use external public sources such as accident reports.  
Service providers should adequately analyse and process their internal data even though it may be limited. 
 
On the other hand, large complex organizations with many interactions and interfaces with other service 
providers may need to consider data that is available at those service providers to be able to manage risk 
and assess safety performance. As a result, a significant amount of data could be collected and, therefore, 
these service providers should utilize an appropriate method of handling such data. Consideration should 
also be given to the quality of the data collected and the use of taxonomies for analysis of the data. 


                                                      
4  The widespread use of IT based systems, such as on-line platforms, to create and disseminate documentation renders the 


notion of ‘separate manual’ obsolete.  
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f. Review of Chapter 5.3  
 
Chapter 5.3 be reviewed to ensure it does not include any elements that are not compatible with smaller, 
non-complex service providers, or, if it does, that notes be added to consider the case of smaller, non-
complex organizations; e.g. reference to a safety office in 5.3.17. 
 


g. Chapter 9 of SMM 4th edition with specific guidance on SMS implementation in small, non-
complex organizations, as part of the ICAO online tools supporting Annex 19. 
 


h. Additional Documents 
 
Additional material in support of the scalability considerations and guidance on effective implementation 
included with the SMM as part of ICAO online documentation. This may consider a wide range of 
guidance documents already available such as, but not limited to:  
 


i) SMICG SMS for Small Organizations  


This document provides guidance for implementing SMS in smaller organizations. It considers the 
nature of the small organization and the environment and constraints in which it operates. The 
material includes tools for planning SMS implementation; guidance on manual development; 
templates for safety reporting; guidance on hazard identification/root cause analysis and risk 
management procedures; templates for preventive/corrective action reporting, safety performance 
indicator development, change management, and management reviews; and guidance related to key 
SMS processes.  


ii) Transport Canada - Aviation Safety Generic Business Module and Assessment checklist 


This Business Model is an example how a State regardless of size or complexity can integrate 
elements of the SSP by linking the services it provides such as certification, approvals and 
surveillance activities with policy and rulemaking in a nimble and flexible modular process. 


iii) Transport Canada Advisory Circular 107-002 - SMS Development Guide for Small 
Operators/Organizations  


This provides documentation examples for each SMS element, for both minimal-complexity one-
person operations and moderate complexity organizations.  


iv) UK CAA – SMS Guidance for Small, Non-complex Organizations  


This provides a guide to SMS, highlighting key points for small organizations. It includes useful 
examples of SMS documentation and checklists.  


v) CAA NZ – Advisory Circular 100-1: Safety Management  


This tabulates characteristics of small, medium, and large organizations in the Introduction and 
provides “guidance based on size of organization” for each SMS element.  


vi) CAA NZ – SMS Booklet 03 – Implementing SMS – Guidance for Small Aviation 
Organizations  


This booklet contains information designed to help small aviation organizations to implement an 
effective SMS that is built-for-purpose without being difficult or resource-intensive.  


vii) CASA SMS Resource Toolkit Booklet 7 – SMS for Small, Non-complex Organizations  


This is a simple overview of SMS for smaller aviation organizations, such as those involved in 
transport/charter, training and maintenance. It defines ‘small, non-complex’, highlights the fact that 
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SMS is scalable—that not all elements of an SMS will look the same in all organizations—and that 
there are advantages to being small 


viii) EHEST  -  Safety Management Toolkit for Non-complex Operators 


This Toolkit was created by the Specialist Team Operations & SMS of European Helicopter Safety 
team (part of ESSI), with consideration of Annex III of the EU Regulation on Air Operations 


(Regulation (EU) No 965/2012). It consists of a Safety Management Manual (SMM), a Guidance 
Document and an Emergency Response Plan. 


 
 


— END — 
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Questions to ask during visits 


 


 Version 1 24 May 2011 
 


Accountable Manager and Senior Management 
How safe is your operation? (What worries you the most?) 
How do you know? (How are you measuring and monitoring it?) 
Do you know the biggest business risks faced by your operation? 
Do you know the biggest safety risks faced by your operation? 
How do you know they are the right risks? 
What are you doing about them? 
What is your involvement with the SMS? 
How do you measure your safety data and your safety performance? 
Is your safety performance getting better or worse?  
Have you identified and assessed the hazards and the safety risks for your 
operation? (How have you done this?) 
How do you encourage safety reporting?  
How do you demonstrate your commitment to safety to everyone in your 
organisation? 
What sort of culture does your organisation have? Positive safety culture, just, 
flexible, learning, informed? 
How much of the unknown do you know? (how much of the safety iceberg can 
you see and how much do you act upon?) 
What do you do with the risk information you have? 
How do you know you are taking the right actions in managing your risks? 


 
Safety Manager 
How do you collect your safety data? 
How do you analyse and manage that data? 
What is your involvement with the SMS? 


 
Line Management 
What are most significant safety risks in your area? 
Are you monitoring / analysing / tackling those risks? 
How do you encourage hazard identification and safety reporting? 
Is there a healthy reporting culture in your area? 
What is your involvement with the SMS? 
 
All Staff 
Do you know what is in your safety policy? 
How would you describe the safety culture in your area?  
How would you report safety related issues? 
What sort of incident / event would you report using your company internal 
reporting system? 
What was the last event that you reported? 
Have you been involved in incidents or events that could have been reported 
but you didn’t report? 
Would you feel comfortable reporting an incident or event that you may have 
unintentionally caused? 
Does your company have a disciplinary policy and do you know what is in it? 
What is your role in respect of the organisation’s SMS? 
What risks are you currently faced with? 
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		Conducting an Audit

		Process Audit Application







[bookmark: _Toc315792278]PROCESS AUDIT SEQUENCE	

The V-Cycle diagram below is a representation of how process audits should be carried out. There are three phases:

1. The initial step is to confirm, at the outset, the policies and objectives that the service provider uses to demonstrate compliance with the relevant standards, including the top management’s commitment to the safety and quality management systems.

2. From there, the process owners are interviewed to discuss the core processes to deliver products and services to the customers, and a number of high level support processes such as risk management and planning.

3. In the third phase, the auditor progresses into the specific operational areas, by interviewing core process participants – the persons who carry out the process – and looking at more detailed process activities, using audit tools and other questionnaires prepared during the audit planning phase.

The reverse side of the V-Cycle sees the auditor completing the detailed audit back with the process owner to review performance and corrective actions to any issues raised by the assurance processes.

Finally, the top management actions are reviewed to see how the corrective action loops are completed and how feedback derived from the monitoring and measurement processes drive strategic decision making.

The diagram is designed to summarise the process audit sequence and aid auditors to follow a logical flow of enquiry through the audit process.

[image: ]

CAA Surveillance Training 	- EXCERPT -	
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Top management


Process owners


Participants


The V-Diagram applied to the process of
occurrence reporting and investigation


Chief executive /
Accountable manager


?


Maintenance controller


Safety / QA manager


Senior safety occurrence investigator


I Safety policy & culture


I Management review


I Overall responsibility for safety
performance


What are your organisation’s strengths and weaknesses?


How do you encourage reporting?


How are you informed of what is happening?


What outcomes do you expect from your occurrence 
investigations?


I The corrective and preventive
action processes


I Continuous improvement


I Service provision and
agreements


? How are investigation reports managed?


How do you deal with trends?


? How do you learn about maintenance incidents?
What performance targets have you given to your 
maintenance service provider?


Pilots


Any staff member


I Investigation and causal analysis


I Notification and reporting


Maintenance service provider


I Availability and access to the 
reporting system


? How are you made aware of your responsibilities?


How do you report?
What do you report?


What information are you receiving back on 
your submissions?


?


How do you manage the action register
(both inputs and outputs)?


?


? Question and enquiries


I Areas of interest


Tell me about your role on and contribution to the 
management review meeting / Safety action groups


?


? Tell me about some investment / spending you have done as 
a result of investigations to improve safety performance


Has your safety policy changed as a result of the 
occurrence investigation process results?


Show me how you have taken into account the 
information coming up through your organisation


? What do you do with reports?


Explain the methodology for tracking actions and 
overseeing the investigation process


Show me some actions taken and how effectiveness 
have been followed up?


Have you been a regular submitter?


What do you know about the corrective 
actions the organisation has taken in response 
to internal reporting?





		E2 V Diagram Example for Occurrence Reporting.vsdx

		Page-1






image27.wmf
ask-and-ye-shall-

receive[1].pd...


oleObject16.bin

image28.emf
Resource Material  for Section 4 Learning Objective 6.doc


Resource Material for Section 4 Learning Objective 6.doc




Draft Guidance


Determining Systemic Impact

What is “Systemic”?


Synonyms:  widespread, common, universal


Antonym:  isolated event


		Term

		Meaning



		Systemic

		System-wide: something that is spread throughout, affecting or relating to an entire system as a whole, instead of its individual parts.



		Systemic impact

		How widespread the non-conformance is in the organization’s system.



		Systemic risk

		The risk or probability of breakdowns in an entire system, as opposed to breakdowns in individual parts or components, and is evidenced by correlation among most or all the parts.



		Systemic dysfunction

		A number of minor non-conformances found relative to a particular system which when viewed collectively can indicate a weakness within that system or its controls.



		Systemic failure

		Any one element of a system failing in a manner that impedes the ability of other elements to function as intended.



		System

		· A group of inter-dependent processes and people working together to achieve a defined result


· A system comprises policies, processes, and  procedures



		Systems view

		Focuses management on their system as the cause of safety problems.



		Example Uses of “Systemic”

		· The Victorian police force is facing an allegation that it has a culture of systemic corruption. 


· We want the ability to conduct investigations into companies where systemic discrimination and harassment occur. 


· Inadequate safety measures and systemic complacency that existed within the CSIRO contributed to the death of a microbiologist. 


· There is no evidence of systemic safety problems with aircraft oxygen bottles, according to an interim report on the explosion of a Qantas oxygen cylinder. 


· The company made some systemic changes to the way it operated.





What is Systemic Analysis?

		

		Considerations



		1

		The SMS is made up of various interconnected elements, all dependent upon each other to meet the system’s objective of managing risk to acceptable levels.



		2

		Consider the interactions between each SMS element in order to determine if the management system is, in fact, performing as a system.



		3

		Assessing if an organization is meeting expectations for a particular element without considering its impact on other elements is not sufficient to ensure it has been applied system-wide.



		4

		A systemic failure can be characterized as any one of the SMS elements failing in a manner that impedes the ability of other elements to function as intended, thus resulting in the management system being unable to demonstrate that it has appropriately reduced risks to acceptable levels and/or is unable to demonstrate the ability to do so.



		5

		Findings must be viewed as a whole.  If an organization has minor or moderate findings against all SMS elements/components, it might be construed has having a systemic problem rather than a localised issue.  A level of analysis will be required in making this determination in the context of the system as a whole and the nature and scope of the findings.





Example System Interactions

		An ineffective…

		Could impact…

		Resulting in…



		Investigation and analysis process

		Reporting system

		Reduced ability to determine causal factors and to generate effective corrective actions



		Safety Management plan (unclear roles and responsibilities)

		Training program

		Reduced ability to ensure that personnel are competent to perform their duties



		QA program

		Management review process

		The senior leadership not being provided with the information to make effective decisions



		Training program

		Risk management process

		Personnel who are not competent to carry out essential process tasks



		Information distribution and communication process

		Awareness of content changes in approved control manual(s)

		Regulatory non-conformance (not operating in accordance with manual)





Systemic Findings


		

		Example Criteria



		1

		Address regulatory non-compliances at the systems level.



		2

		Examples should clearly demonstrate that the system is not functioning as intended.



		3

		Indicate the most applicable examples that clearly illustrate the systemic-related non-compliance with the regulatory requirement.



		4

		The number of examples should be appropriate to the size and complexity of the organization and the SMS element being assessed.



		5

		A single example of a minor deviation does not demonstrate systemic breakdown unless safety has been compromised.





		

		1
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Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


1. SAFETY CULTURE 


The accountable manager and nominated persons are available and 


involved in flight safety. 


Flight safety is not a primary concern for the accountable manager 


and nominated persons. 


A balanced just culture is applied uniformly to all personnel. The 


limit between acceptable and unacceptable behaviour is defined 


and adequate. 


The just culture is not in place: a culprit is always looked for and 


disproportionate sanctions are applied, or – contrariwise – the 


environment is permissive. 


All personnel know their safety responsibilities. In particular, they 


are used to report safety related occurrences (typically more than 


three reports per 1000 flights) and they suggest improvements. 


There are very few occurrence reports and personnel are not aware 


of their safety responsibilities. 


Safety managers are open to the work done outside their company 


(including safety investigations and recommendations) and they 


share actively in a transparent manner with their counterparts and 


their authority, especially during audits. 


Safety managers do not know what is done outside their company 


or they do not share information, even during audits. 


Managers and personnel apply best practices beyond the regulatory 


requirements and they deviate from their procedures only for the 


benefit of safety. 


Managers and personnel often allow themselves to deviate from 


internal procedures. The applicable best practices are not even 


identified. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


SAFETY CULTURE 







 


 


Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


2. RISK ANALYSIS 


The reports are precise and diverse: technical occurrences, 


operational occurrences, but also human factor issues. 


The reports only deal with technical events or only involve third 


parties (ATC, subcontractors, airports) or are not usable. 


The analysts apply a robust risk assessment procedure, they look 


for contributory factors, including human factors, and they 


consider systemic aspects. 


The analyses are limited to the immediate cause, without looking 


for a systemic approach nor seeking to obtain necessary additional 


information (from the pilot for example). 


The operator provides the authority with a consolidated analysis 


within a reasonable timeframe (depending on the criticality of the 


occurrence). 


The operator is not able to provide the authority with a 


consolidated analysis within a reasonable timeframe (depending on 


the criticality of the occurrence). 


Compliance monitoring data and external data are analyzed to 


identify hazards. 


Compliance monitoring data and external data are left out of the 


hazard identification process. 


The risk picture/register is updated taking into account the analyses 


of occurrences, compliance monitoring data and external data. 
The risk picture/register is not updated. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


  


RISK ANALYSIS 







 


 


Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


3. STEERING  


One or more flight safety priorities are clearly identified and 


known to all managers and personnel. 
Risks are poorly identified and prioritized. 


These priorities are judicious, justifiable based on the information 


available to the operator (including external data such as SIB, 


accidents reports,…) and they are regularly updated. 


Priorities have not been changed for years or the identified risks do 


not seem judicious given the operator: they are either too generic 


(copy/paste of authority’s risk profile) or too specific (no use of 


external data). 


These priorities are translated into practical objectives and serve as 


the basis for the SMS decisions. 


If they exist, the identified priorities have no effect on the SMS 


activities. 


Senior management performs a periodic check of the risk 


acceptability and safety performance with respect to the objectives 


defined (e.g. with help of indicators) and adapts accordingly (by 


stopping operations if needed). 


Senior management does not use reliable performance indicators 


and has no idea of the acceptability of the risk associated with the 


main safety issues identified. 


Senior management regularly checks the achievement and outputs 


of the compliance monitoring program. 


There is little involvement of the senior management in the 


compliance monitoring program and the resulting corrective 


actions. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


STEERING 







 


 


 


Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


4. CORRECTIVE ACTIONS 


The decided corrective actions are adapted to the identified safety 


issues and non-compliances. 
The decided corrective actions are often of questionable relevance. 


Implementation time and efficiency of corrective actions are 


checked, recorded, and monitored by managers. 


Implementation time and efficiency follow-up are missing or not 


recorded. 


The action plans submitted to the authority for approval are 


generally acceptable at first time. 


The action plans submitted to the authority for approval become 


acceptable after lengthy negotiations. 


The persons in charge of conformity/quality are competent and 


conduct a comprehensive oversight of all regulatory requirements, 


able to identify non-compliances before the authority. 


The persons in charge of conformity/quality are not aware of the 


issues identified within their own company and the compliance 


monitoring program is uncomplete or regularly delayed. 


The compliance monitoring program includes regular inspections, 


including unannounced one, in addition to internal audits. 
There is no traceability of the inspections performed. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


  


CORRECTIVE ACTIONS 







 


 


Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


5. CHANGE MANAGEMENT 


An SMS performance review is regularly carried out and actions 


for continuous improvement are decided and followed up. 


SMS improvement is only triggered in a reactive manner (after a 


non-compliance has been raised) rather than a proactive one. 


Changes requiring a safety case are identified before the decision 


of change implementation is made. 


Safety cases are carried out too late (or never) and their only 


purpose is to justify changes that are already decided or 


implemented. 


Associated non-compliances and risks are identified through a 


systematic and documented approach that involves all 


stakeholders. 


The change management process does not involve all stakeholders 


and some risks or non-compliances are poorly identified. 


Preventive actions are decided and their effective deployment is a 


prerequisite for change implementation. 
Preventive actions are implemented too late. 


The residual risk is monitored in order to check that risk remain at 


an acceptable level throughout the implementation of change. 


Compliance is also checked. 


The residual risk and the compliance are not monitored. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


  


CHANGE MANAGEMENT 







 


 


Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


6. INTERFACES MANAGEMENT 


The operator has reliable contacts with SMS managers of other 


operators in interface (ANSP, ATC, aerodrome, airline, 


subcontractor,…). 


The operator fails to communicate with other operators in 


interface. 


The operator requests analysis from third parties (including the 


manufacturer and foreign operators) and gets useful answers. 


The operator seldom requests analyses from third parties or these 


requests often stay unanswered. 


Regular meetings are organized with subcontractors for a follow up 


on risk management and compliance monitoring. 
Safety issues are not discussed with subcontractors. 


Subcontractors take actions to correct the non-conformities and 


safety issues identified by the operator. The operator keeps track of 


their proper implementation and efficiency. 


The operator does not know whether the corrective actions 


requested from subcontractors are implemented/effective or not. 


Subcontractors’ risks and compliance are integrated within the 


operator’s SMS . 
Subcontracted activities are out of the scope of the operator’s SMS. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


  


INTERFACES MANAGEMENT 







 


 


Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


7. DOCUMENTATION 


The documentation reflects the real processes in place. 


The documentation includes many points that are not relevant or 


not applicable. It looks like it was only written to please the 


regulator. 


Documentation is always up-to-date. New procedures are implemented before being documented. 


The operator offers an easy access to the documentation for its 


personnel. 


The access to the relevant parts of the documentation is difficult 


for some categories of personnel. 


All personnel know where to find the procedures relevant to their 


tasks. 


Many personnel do not know where to find the procedures relevant 


to their tasks. 


The procedures are actually applied in day-to-day operations. 
The procedures actually applied in day-to-day operations are 


different from the documented one. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


  


DOCUMENTATION 







 


 


Instruction: 


1. Chose the description that best fits your opinion on the operator (left or right column) 


2. Refine the performance assessment by comparing the chosen description with reality 


 


 


8. TRAINING / COMMUNICATION 


All relevant flight safety information is communicated, in 


particular those in relation with the safety priorities identified by 


the operator. 


Some major flight safety information are not communicated to 


personnel. 


The messages are clear and targeted to the right persons. The messages are too vague and generic. 


Various communications channels are used in order to reach all 


personnel. 


The communication uses one channel only (e.g. email) and is 


monotonous. 


The operator checks that the messages delivered during training 


and through communication are well understood and taken into 


account. The messages are adapted accordingly. 


All messages are considered understood upon release by the 


operator, without any check. 


SMS training (including compliance monitoring) and safety 


communications are well understood by all personnel, who are able 


to explain what has been learnt. 


The interviewed personnel are not aware of their SMS duties 


(including compliance) and of the risks identified by the operator. 


Performance level 


5/5 4/5 3/5 2/5 1/5 0/5 


efficient good decent medium weak deficient 


This description 


reflects reality 


This description 


differs from reality in 


one or two points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


several points 


This description 


differs from reality in 


one or two points 


This description 


reflects reality 


 


TRAINING / COMMUNICATION 
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Definition

		A management system is a set of management practices for systematically addressing safety/security risk within a firm, including the necessary corporate accountabilities, policies and procedures

		A management system introduces a continuous improvement approach to safety/security and encourages firms to manage safety/security with the same level of priority that they place on other core business processes (i.e., firms systematically manage safety/security with the same level of attention that they devote to human resources or finances)





Background on Management Systems





*
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Definition of System Safety1

[System safety is] the application of special technical and managerial [processes] to the systematic, forward-looking control of hazards…

Note:

One system, two aspects:

Technical

Managerial



 “System Safety Engineering and Management”

Roland and Moriarty (1990)







Federal Aviation

Administration
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Safety Management
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SAFETY MANAGEMENT PANEL (SMP) 
 


SECOND MEETING 
 


Montréal, 11 to 15 July 2016 
 


 
Agenda Item 5:  Consideration of proposals for enhanced safety management guidance material 


5.5: Interfaces 


 


INTERFACES BETWEEN SMSs, AND BETWEEN SMS AND SSP  
 


 (Presented by Dr. Frederic Lieutaud on behalf of WG2) 
 


SUMMARY 


The ICAO SMP has been tasked to develop recommendations with regards to 
the management of safety at interfaces between service providers’ SMS as 
well as between service providers’ SMS and organizations that do not have an 
SMS, and service providers’ SMS and SSP(s) of States so as to facilitate the 
management of safety risks at the interfaces.  


These considerations may be used by service providers to implement the 
required mechanisms, resources, tools and methods to manage safety risks at 
their interfaces with other organizations. They may also be used as guidance 
for States to include the management of safety at SMS’s interfaces. 


Action by the SMP is in paragraph 6. 


REFERENCES 
 
Annex 19 — Safety Management 
Doc 9859, Safety Management Manual (SMM) 
Job card SMP013.02 


 


 


   


 


 
International Civil Aviation Organization 
 
WORKING PAPER 


SMP/2-WP/16 
30/06/16 
 







SMP/2-WP/16 
 


- 2 -


1. INTRODUCTION 


1.1 The Safety Management Panel (SMP) has been tasked to develop supporting 
documentation for the purpose of identifying and clarifying the management of safety at interfaces 
between service providers’1 safety management system (SMS) as well as between service providers’ SMS 
and organizations that do not have an SMS, and service providers’ SMS and State safety programme(s) 
(SSP) of States so as to facilitate the management of safety risks at the interfaces.  


1.2 This working paper considers recommendations made at the July 2015 ICAO Paris 
SMP/WG/1 Meeting and internal discussion within WG2 as summarized below. 


1.3 Having regard to the difficulty of the implementation, the guidance proposed should give 
the main principles to drive the management of safety through SMSs at interfaces as part of the safety risk 
management (SRM) processes, without attempting to identify all the possible interfaces; 


a) the guidance material should be provided for use by service providers and remain 


simple; 


b) the guidance should differentiate those domains that work together in the aviation 


community and provide examples in order to give the opportunity to readers to reuse 


them; 


c) interfaces between SMS/SMS should also possibly consider the applicability issue; 


in as far as practicable, interfaces between SMS/SSP should be discussed in the 


guidance and possibly SSP/SSP interfaces should be initiated; and 


d) finally, the guidance should describe to some degree and simply how to monitor and 


control suppliers including feedback loops/mechanisms. 


1.4 This task is relevant to WG2 work on “Extension of the applicability of Safety 
Management System provisions”, “Scalability of SMS and SSP implementation” and “Development of 
amendments to SMS provisions System Description”, with the objective to harmonize the implementation 
of the ICAO Annex 19 — Safety Management. 


2. DISCUSSION 


2.1 This working paper proposes an approach to the issue of interface management between 
different organizations in the aviation system. It provides overall considerations on the evolution of safety 
management and proposes an approach to interface management. 


2.2 Problem statements and evolution of safety management 


2.2.1 As of today, many States and service providers have reached a high level of maturity with 
the implementation of their SSP or SMS. However, SMS have focused more on their own safety 
performance and what they have control over rather than consider the wider context of the total aviation 
system. Although this has improved safety, there have been numerous examples (accidents and incidents) 
showing that interfaces with other organizations have contributed to negative outcomes.  
                                                            
1 Annex 19, 1st edition July 2013, namely: Approved Training Organizations (ATO), Operators of Aeroplanes or Helicopters (OAH), Approved 
Maintenance Organizations (AMO), Organizations responsible for Design or Manufacture (DMA), Air Traffic Services (ATSP), Operator of a 
Certified Aerodrome (OCA). 
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2.2.2 As part of their operations, service providers interact with many other organizations 
sharing information and processes to the benefit of all organizations involved, and to use external services 
or products (data, supplies or goods) not under the direct control of service providers’ SMS.  


2.2.3 However, the SMS of service providers has to ensure among other things that the level of 
safety of their services or products is not eroded by such interaction. 


2.2.4 External organizations may have a safety impact and can affect the safety performance of 
the service provider who has ultimate safety accountability. In some cases, external organizations are 
implementing risk controls at the interface to achieve the level of safety as required by the service 
provider. That being, as part of its SMS the service provider is responsible for implementing risk controls 
whether they are internal or external. Formal and/or informal agreements can be made with external 
organizations having an SMS in place or not. This means that service providers remain responsible for the 
end service or product they provide whatever the circumstances and status of the interface agreements.   


2.2.5 Just because two organizations have an SMS does not mean that the risks at the interface 
are managed effectively and adequately. This is also true with regard to the interface with other types of 
management systems like a quality management system (QMS), internal to the organization or belonging 
to an external organization. The involvement of multiple organizations can introduce additional hazards 
that need to be considered and managed by each of the organizations. 


2.2.6 Both undesired safety risks for each organization and the initiative to manage safety at 
the interface provide a strong bond that results in a more systematic and coordinated management of 
safety. In addition, this also shows the importance of sharing of safety information and lessons learnt 
between organizations. For example, an aerodrome operator sharing and receiving information with 
airport users, or air operators sharing information with partner air operators or service providers. 


2.2.7 For the total aviation system approach there needs to be a clear understanding of the 
various interfaces between the different organizations that make up the global aviation system. This 
requires an appropriate understanding of the operational justification of the interfaces with regards to their 
safety impact, meaning the type, criticality and complexity of the processes involved. 


2.2.8 An interface can be managed in different ways such as joint risk assessments, formal 
agreements, information exchange, co-ordination meetings etc.  


2.2.9 Figure 1 below illustrates the management of safety at the interfaces and the operational 
safety benefits it brings. For service providers the management of safety focuses on both internal and 
external SMS interfaces. Once implemented these management processes provide the ability to 
communicate safety issues or safety risks effectively within the organization and to develop ability to 
identify hazards that affect both the service provider and external organizations. This should lead to the 
implementation of risk control strategies to reduce or eliminate safety hazards. This will also facilitate the 
identification and management of safety risks shared by more than one organization. This could lead to 
initiatives such as the ICAO Runway Safety Programme2 to promote the establishment of Runway Safety 
Teams3 at airports as an effective means to reduce runway related accidents and serious incidents. 


                                                            
2 See the RUNWAY SAFETY GO-TEAM METHODOLOGY paper. The ICAO Runway Safety iKit contains available Runway Safety 
references and tools from the Runway Safety Programme partners: http://www.icao.int/safety/RunwaySafety/Pages/default.aspx 
 
3 ICAO Runway Safety Team Handbook, second edition – June 2015: “A successful Runway Safety Team requires all key stakeholders to 
cooperate in a collaborative manner. This document, therefore, is intended to serve as a reference for aerodrome operators, air traffic services 
organizations, commercial air operators, organizations representing the general aviation community, the regulatory authority, meteorological 
services and other stakeholders interested in improving runway safety. 
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Figure 1. The management of safety interfaces 


2.2.10 There are other interfaces that need to be taken into account for effective safety 
management. Service providers should also consider interfaces with SSP because of the significant role of 
the State to ensure safety of the total aviation system. The global learning addresses here the role of the 
SSP’s sharing safety information at a State level. 


2.2.11 The achievement of a total aviation system approach widens experience with sharing and 
communication of safety issues and safety risks. At a State level this could be regionally and make use of 
the Regional Safety Oversight Organizations (RSOOs).   


2.2.12 A SSP should receive safety information from the SMS of its service providers so there is 
an important interface between the SMS of the service providers and that of the SSP. To help ensure that 
aviation safety rules are effective and aviation safety risks are managed at a State level there needs to be a 
partnership and cooperation between service providers and States. 


2.2.13 This cooperation at the interface must have embedded attributes, which are inherent in all 
the activities of all actors and include: consistency; clarity of purpose and accountability; an acceptance of 
each organizations’ roles and responsibility; resource allocation; mutual trust and confidence; and a 
shared belief in the objectives to deliver positive outcomes. 


2.3 Working Definition 


2.3.1 The following definition was drafted as part of this working paper development to try and 
clarify the term SMS interface: 


SMS interface: This term refers to the interaction of the SMS of a Service Provider within its 
organization and one or more outside organizations to deliver a safe product or service. This 
includes: 


- the interaction between the SMS of different service providers, or  


- collaborative efforts of two or more different service providers, as well as with States, in 
carrying out specific SMS activities or tasks; 


- the collaboration between a service provider and an organization that does not have a SMS in 
carrying out specific SMS activities or tasks for the Service Provider.  


In some cases, and in particular in large organizations there will be internal interfaces that will need 
be addressed in a similar manner. 
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3. GOVERNANCE PRINCIPLES AT INTERFACES BETWEEN SERVICE PROVIDERS 


3.1 Management approach 


3.1.1 Although it might seem obvious at first glance, an organization may have many interfaces 
(internal and external) without being fully aware of their number and nature. 


3.1.2 This does not mean that all of these interfaces are safety critical and that they have to be 
managed through their SMS.  


3.1.3 When interfaces are safety critical, the service providers SMS should evaluate if safety at 
the interfaces is managed effectively and appropriate interface controls are in place. 


3.1.4 The management of safety at the interfaces can be summarized into three (3) essential 
steps. These consist of: 


a) identifying SMS interfaces. This is the first step service providers have to 
concentrate on regarding products or services that are not under the management of 
their SMS. The identification of these interfaces should be documented in the system 
description that sets out the scope of the SMS;   
 


b) assessing the safety impact of these interfaces. The service provider should then 
identify any hazards related to the interfaces and carry out a risk assessment. Based 
on the risks identified the service provider, in conjunction with the other 
organization, should determine and define an appropriate required risk 
control strategy; and 
 


c) managing and monitoring safety at the interfaces. Depending upon the type and 
criticality of interfaces, service providers should manage and monitor the interfaces, 
to ensure the safe provision of their services and products. This utilizes the existing 
safety risk management and safety assurance activities to ensure that the interfaces 
are managed effectively. Additionally, the service provider should consider whether 
a formal interface agreement is required and what form those agreements 
should take. 


4. INTERFACES WITH OTHER MANAGEMENT SYSTEMS 


4.1 There will be further interfaces between SMS and other management systems whether it 
is within the service provider or between organizations. 


4.2 Management systems include QMS, Compliance Monitoring Systems, Security 
Management Systems, Occupational Health Systems, Supply Chain Management Systems etc… 


4.3 All these management systems will be competing for resources and prioritization. The 
impact of each management system will need to be assessed for areas of commonality or conflict. 
Depending upon the core business of an organization there may be a negative safety impact or possibly a 
shared benefit, such as improved docking will improve the efficiency and effectiveness of maintenance 
activities but also reduce the risk of falling from height.  
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4.4 These interfaces are important as a management system may require a central governance 
approach to managing business safely. 


4.5 Here it is mainly to ensure that other management systems do not have a safety impact on 
the service providers and where they do there is appropriate interface management. 


5. INTERFACES SMS/SSP AT STATE AND MULTI-STATE LEVEL 


5.1 The State should consider how the service provider manages an SMS interface and as 
such on-going communication and mechanisms to identify and address safety risks common to both 
service providers and State(s) should be ensured.   


5.2 State level 


5.2.1 The significant role of the SSP is to identify and manage safety issues at a State level.  
This involves the exchange of information and resolution of safety matters relating to the safety 
performance of the service providers. This includes the following SSP activities: 


a) production of the regulatory provisions;  


b) including the oversight of the service provider’s SMS interface management; 


c) support of safety data exchange; 


d) sharing useful safety information that has been gathered as part of the SSP;  


e) safety data-driven targeting of oversight of areas of greater concern or need; and 


f) monitoring overall State safety performance. 


5.3 Multi-States level 


5.3.1 There will be benefits of knowledge transfer and sharing of safety information between 
States, starting first at regional level:   


a) development of common risk classification, taxonomies and data bases; 


b) use of RSOOs to create a forum for the exchange; 


c) sharing of tools developed by States with greater resources; 


d) providing assistance to smaller States with limited amounts of data; and 


e) create a multi-States safety oversight team to ensure effective oversight. 


6. ACTION BY THE SMP 


6.1 The SMP is invited to: 


a) review and agree on the principles of the evolution of safety to address safety issues 


at interfaces and the requirement for interfacing safety management systems as 


required; 
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b) review and agree on the principles of safety management systems interfacing i.e. the 


guidance principles; 


c) consider the working definition of an SMS interface in 2.3 of this working paper to 


decide whether it should be included in the SMM; 


d) consider the proposed guidance material in Appendix A of this working paper for 


Doc 9859, fourth edition; and 


e) consider the proposed text in Appendix B of this working paper as detailed guidance 


to be included in the ICAO Safety Management website. 


— — — — — — — —
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APPENDIX A 


 
PROPOSED TEXT FOR FOURTH EDITION OF  
DOC 9859, SAFETY MANAGEMENT MANUAL 


 


NOTES ON THE PRESENTATION OF THE PROPOSALS 
 


The text of the proposal is arranged to show new text highlighted with grey shading 
 


 


Note about the proposed content for the 4th edition of Doc 9859: as the ramifications of the proposed 
global approach are numerous, only the high level driving modifications are listed herewith. Further 
work that identifies all “repercussions” on Doc 9859 has been developed in the Appendix B. 


 
CHAPTER 2 – SAFETY MANAGEMENT FUNDAMENTALS 


Include in paragraph 2.2: 


f) The Total Aviation System Approach. From the 2000s into the future. As of today, many States 
and Service Providers have reached a high level of maturity with the implementation of their 
State safety programme or safety management systems.  However, safety management systems 
have focused more on their own safety performance and what they have control over rather than 
consider the wider context of the total aviation system.  Although this has improved safety, there 
have been numerous examples (accidents and incidents) showing that interfaces with other 
organizations have contributed to negative outcomes.  
 
This in turn has led to greater collaboration between service providers and in some cases between 
Service Providers and States.  This has also resulted in a number of initiatives that recognise that 
multiple Service Providers need to act together to address a safety issue through such as the 
ICAO Runway Safety Programme4 to promote the establishment of Runway Safety Teams5 at 
airports as an effective means to reduce runway related accidents and serious incidents. 
 
This all means that there needs to be greater focus on the interfaces between Service Providers 
and other organizations (including States) and the need to manage these interfaces to improve 
safety.    
 
States are starting to recognise the total aviation system in how they develop their SSP and 
manage safety risks that cut across different types of Serve Provider,  
 


                                                            
4 See the RUNWAY SAFETY GO-TEAM METHODOLOGY paper. The ICAO Runway Safety iKit contains available Runway Safety 
references and tools from the Runway Safety Programme partners: http://www.icao.int/safety/RunwaySafety/Pages/default.aspx 


 
5 ICAO Runway Safety Team Handbook, second edition – June 2015: “A successful Runway Safety Team requires all key stakeholders to 
cooperate in a collaborative manner. This document, therefore, is intended to serve as a reference for aerodrome operators, air traffic services 
organizations, commercial air operators, organizations representing the general aviation community, the regulatory authority, meteorological 
services and other stakeholders interested in improving runway safety. 


Proposed text to be inserted is highlighted with grey 
shading 


New text to be inserted 
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Figure 2.1 should evolve to consider the total aviation safety approach. 


 


Add to Paragraph 2.3.4:  


It is important to recognise that some of these defences sit within other organizations so it is important 
that where those defences sit outside the Service provider they are assesses and managed. This also means 
that latent conditions may exist externally within the interfacing organization rather than the Service 
Provider itself.  


 


Add to Paragraph 2.3.5:  


In Figure 2-3, the term “organizational Processes” must be understood to include the processes that are 
carried out by external organizations that contribute to delivering a safe product or service. 


 


Add to Paragraph 2.3.11: 


2.3.11 From the perspective of the organizational accident, safety endeavours should monitor both 
internal and external organizational processes in order to identify latent conditions and thus reinforce 
defences. Safety endeavours should also improve workplace conditions to contain active failures because 
it is the combination of all these factors that produces safety breakdowns 
 


Include in Section  2.7 Hazards: 


Hazards related to SMS interfaces with external organizations. 


2.7.12. Identifying hazards related to SMS interfaces should be carried out as a joint exercise with the 
other relevant organizations.  


 


CHAPTER 5 – SAFETY DATA AND SAFETY INFORMATION COLLECTION, ANALYSIS, 
SHARING AND EXCHANGE 


Include in appropriate section: 


States can benefit from the sharing of de-identified safety data between States. This requires formal 
arrangements between States that also address a services provider that is approved by more than one 
State. 


Support of Safety data exchange 


States should encourage organizations to exchange safety data either through trade associations or by 
establishing a State data sharing scheme either directly or through third parties.  This will benefit from the 
development of common taxonomies and tools to aid data sharing.  


 


Sharing safety data that has been gathered as part of the SSP 


Commented [s1]: Note for ICAO This figure currently 2.1 in 
the SMM edition 3 needs to be updated to include the total 
aviation safety approach.


Commented [s2]: Note to ICAO this should be inserted 
before 2.13.12 which focuses on OSHE hazards  
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Where best practice or lessons learnt is gained by the State from SMS oversight activities or where the 
Service Provider provides safety performance data to the State this could then be shared with the wider 
community. 


 


CHAPTER 6 – RISK-BASED APPROACHES TO MANAGING SAFETY 


Include highlighted text in section 6.4 Change Management  


Aviation organizations, including regulatory authorities, experience change due to expansion and 
contraction as well as changes to existing systems, contracted organizations or Service Providers, 
equipment, policies, programmes, services and regulations. Hazards may inadvertently be introduced into 
the aviation system whenever change occurs. Existing baseline safety risk mitigation processes may also 
be impacted. Safety management practices require that hazards resulting from change be systematically 
identified, and strategies to manage the consequential safety risks be developed, implemented and 
subsequently evaluated. Sound management of safety risks associated with change is a critical 
requirement of the SSP and SMS. 
 
CHAPTER 8  - STATE SAFETY MANAGEMENT RESPONSIBILITIES 


8.2    State safety policy, objectives and resources 


Include in 8.2.1  Primary aviation legislation 


The legislative framework should include provisions governing possible arrangements with regards the 
oversight of service providers that are based in more than one State or have multiple certificates issued by 
different States. 


8.3  State safety risk management 


Include shaded text in 8.3.2 Safety management system obligations  


The State establishes the safety requirements for a service provider’s SMS through the promulgation of 
regulations that define the required SMS framework components and elements. Within the SMS 
framework, the effective implementation of the safety risk management (SRM) component will ensure 
that service providers identify hazards and manage the related risks. Details of individual service 
provider’s procedures for hazard identification and risk management will be commensurate with the 
complexity of each organization and reflected accordingly in its SMS documentation. The State should 
also establish safety requirements that cover how the Service Provider manages its interfaces with other 
organizations including hazard identification and risk management. For non-regulated organizations such 
as subcontractors, it may be necessary for an SMS-approved organization to require (contractually), from 
such subcontractors, hazard identification and risk management processes, where appropriate. Where a 
subcontractor has an accepted SMS, the issue of necessary integration needs to be addressed. 
 


8.4 State safety assurance 


Include in 8.4.1  Surveillance obligations 


The State’s surveillance obligations should  include how Service Providers manage its SMS interfaces. 
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All provisions foreseen for safety data-driven targeting of oversight areas of greater concern or need 
apply in the context of Service Providers approved by more than one State. Should the service provider(s) 
be from or located in another State be concerned, appropriate coordination shall take place between the 
SSPs involved. 


 


8.5  State safety promotion 


Include in 8.5.1 Internal communication and dissemination of safety information 


Additional text: 


Where there are Service providers approved by more than one State then there needs to be appropriate 
lines of safety communication.  


Proposed new Section 8.6  SMS/SSP interfaces at State level 


 


The State should consider how a Service Provider is managing the SMS interfaces and develop 
mechanisms to identify and address safety risks common to both Service Providers and State(s)..   


 


State Responsibilities. 


A significant role of the State Safety programme is to identify and manage safety issues at a State level.  
This involves the exchange of information and resolution of safety matters relating to the safety 
performance of the Service Providers. Where there are good mechanisms in place at the interfaces with 
the SMS of the Service Providers there will be benefits for the SSP. This includes the gathering of data 
from the SMS of Service Providers will enable a greater picture of the overall State safety performance.   


This is enabled by the following SSP activities: 


a) Development of the regulatory provisions for SMS interfaces; 


b) including the oversight of the Service Provider’s SMS interface management; 


c) support of safety data exchange; 


d) sharing useful safety information that has been gathered as part of the SSP; 


e) monitoring overall State safety performance 


 


Development of the regulatory provisions 


Addressing safety issues associated with SMS interfaces is of paramount importance but can often be an 
area that is overlooked by Service Providers and Regulators.  This may create a challenge for State and 
the need to oversee adequately the SMS interfaces.  The State should consider highlighting the 
importance of the SMS interfaces through its regulations and supporting guidance material.   


Oversight of the SMS interfaces 


Oversight should address the following aspects: 


Commented [s3]: This is proposed to be a new section in 
the SMM in 8.6 for SSP implementation planning ? 
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a) development of processes and procedures to satisfy the operational requirements; 
b) hazard identification and risk management activities and associated documentation; 
c) effectiveness of the Service Provider to monitor and manage the SMS interfaces.  


 


 


Chapter 9 - SAFETY MANAGEMENT SYSTEM (SMS) 


9.2    Scope 


h) Other organizations that have an SMS interface with the Service Provider,  


Proposed text for 9.2.5 Interface Management 


Identification of SMS Interfaces 


Identification of the Service Provider’s interfaces 


In a first step Service Providers should concentrate on their own core business and consider the interfaces 
in relation with its core activity business. 


The identification of these interfaces should start with a review of the existing system description that sets 
out the scope of the SMS and should include internal and external interfaces. A review of these existing 
interfaces should be carried out to clearly identify the SMS interfaces and to confirm whether there are 
SMS interfaces not yet detailed in the system description.   


For a new Service Provider where a system description may not have been described, the organization 
should start describing its processes and analyse them to identify any SMS interfaces.   


Figure 1 is an example of how a Service Provider could map out the different organizations it interacts 
with to identify any SMS interfaces.   


 
Figure 1 – An example of the Potential SMS interfaces for an ATC Service Provider (non-exhaustive) 


 


Commented [s4]: SMP to consider whether this example is 
ok to use in SMM with additional examples on the ICAO 
Website 
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The above mentioned step should be complemented by requesting Heads of unit/ department to 
prepare a list of interfaces related to their activity.  The reason for this is that there may be interfaces 
based on a formal agreement but other units may not, like the numerous interfaces between an ATC 
unit providing Ground/Tower and Approach services and the Airport Authority who often provides 
all the facilities and supplies (building, electrical power, air conditioning etc.) to the ATS provider. 


Further to the identification of the Service Provider’s interfaces, there may be the need to describe 
whether this is a unique interface with a unique organization or a common interface with multiple 
organizations.  


Once the SMS interfaces have been identified the Service Provider should consider the type of SMS 
interface. This will need to consider what is provided by the outside organization and how that is 
used by the Service Provider.  


Things to consider are:  


 operational justifications; 
 whether the organizations involved has an SMS or another management system in place or 


not; 
 whether there are shared services; 
 critical nature of what is being provided by the external organization ; 
 whether there are common or shared risks that need to be managed.; 
 whether this is a data / information sharing interface and the criticality of confidentiality and 


data protection.  
 interaction that may require changes internal to SMS processes, procedures including 


resources or material for co-ordinated approach to implement of new technologies; 


Large organizations that have multiple sites and bases should do a similar mapping exercise for 
internal interfaces. (e.g. classically between technical and operational departments or air operator’s 
flight operations department and maintenance and engineering department).  This leads to the need to 
formally identify and describe the SMS interfaces to help establish effective processes to manage 
safety at the interfaces. 


Small organizations, where resources are limited, should keep focus on the interfaces that are critical 
to ensure the safety of their services or products, while ensuring that the management of safety of 
their internal interfaces is effective. 


 


Assessing the safety impact of the interfaces  


The Service Provider should then identify any hazards related to the interfaces and carry out a risk 
assessment. Based on the risks identified the Service Provider, in conjunction with the other 
organization, should determine and define an appropriate required risk control strategy. 


The Service Provider should use its existing hazard identification and risk assessment processes.  It 
should consider the operational environment of SMS interfaces and the different organization 
capabilities (human, procedure, equipment) that contribute to the safe delivery of the services or 
products in term of availability, functionality and performance.   


This activity should ideally involve any other organizations involved with the SMS interface as they 
may be able to contribute to the hazard identification process as well as determining the appropriate 
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risk control.  The risk control may be carried out by the external organization whereas the Service 
Provider will still be ultimately responsible to ensure it delivers a safe service or product.  


 
Managing and Monitoring safety at the interfaces 
Depending upon the type and criticality of interfaces, Service Providers should manage and monitor 
safety at interfaces to operate their SMS effectively, thus ensuring the safe provision of their services 
and products.  This requires safety risk management and safety assurance to ensure that processes 
and procedures that support the interfaces are effective. 


The Service Provider should also define which interfaces require formal agreements to be in place 
and what form those agreements should take. 


With regards to risk management activities, it is important to ensure effective hazard identification 
takes place because the management of risks relates to the level of visibility of hazards within related 
to the SMS interfaces.  The main objectives consist of the following: 


a) ensure that all hazards are identified i.e. both shared and non-shared hazards are identified;  
b) ensure that the risk assessment associated with shared hazards is agreeable to the 


organizations involved; and 
c) ensure that the need for action/mitigation/monitoring is agreed and risks mitigated in a way 


that does not affect any of the organizations provision of safe services or products. 
 


With regards to safety assurance activities, the monitoring of the SMS interfaces has to consider the 
type and criticality of the interfaces. The main objectives are to establish, formalise and maintain 
processes that ensure that the SMS interfaces are managed effectively. This consists of the following: 


a) establish processes to review organizations on a regular basis, ensuring a proactive 
management of change that may affect risks at the SMS interfaces and any related safety 
risks controls. 


b) effectively communicate these changes in a timely manner to the relevant organizations  
c) establish procedures to support communication and interaction across each of the interfaces; 
d) establish procedures to assure that requirements at the interfaces are monitored, reviewed 


and updated in a timely and orderly manner, to assure currency and relevance; and 
e) develop an internal system to track, assign and monitor safety issues and their associated 


mitigations. 
 


The process to manage the interface needs to be agreeable to each organization.  The identification of 
safety hazards, the assessment of safety risks and the mitigation strategy on both sides may be 
difficult to achieve as they depend on the type of interfaces and their critical nature.  


A collaborative effort is needed because the perception of risks may not be the same for each 
organization.  A joint identification of hazards may be necessary, because if they are not identified 
(and then not managed) this has the potential to increase safety risks. 


It is also important to recognise that each organization involved has the responsibility to identify and 
manage hazards that affect their own organization. This may mean the criticality of the interface is 
different for each organization as they may apply different risk classifications and have different risk 
priorities (in term of safety performance, resources, time etc).  As a result, the interface management 
may be different for either organization, but each organization has to accept any differences. 
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Although the focus of the SMS interfaces is limited to operational units/departments there may be a 
need to liaise to supporting departments within the Service Provider. These may be the commercial, 
finance or legal departments as these are responsible to incorporate safety terms and conditions into 
contracts with third parties, and human resources departments.  


There are also some large multi-national groups spread over several States with separate Service 
Providers that work collaboratively and share common SMS processes and activities. In such cases 
the organizational structure and its governance may have a safety impact on the safety of its services. 
The SMS interfaces between each of the Service Providers and the Parent Company need to be 
clearly defined.  


In absence of formal agreements there is greater need for coordination between the organizations to 
manage the interface.  Effective coordination should include: 


 clarification of each organization scope and role and respective accountabilities; 
 agreement of decisions regarding the actions to reduce risks or mitigation measures, in 


particular the responsibility and timescales, and their monitoring to be effective. 
 identification of what safety information needs to be shared and communicated timely; 
 what co-ordination should take place (task-force, regular meetings, ad-hoc or dedicated 


meetings) and when it should take place; 


Although the coordination is a means to ensure that the management of safety at interfaces is 
effective there may be limitations on an organization’s capability to manage this such as: 


 recognition of an organization own implication in risks impacting other(s) organization(s); 
 willingness of both organizations to accept that their own processes and procedures may 


have to change to improve the interface management, implement risk mitigations and 
monitoring the effectiveness of those mitigations; 


 number of interfaces to manage; 
 access to remote organizations or where activities are limited or ad-hoc; 
 resources involved to manage and analyse the information, the number of meetings required, 


etc… 


Regardless, all safety issues or safety risks should be documented and made accessible to each 
organization for sharing and review. 


Organizations can also join together in federations taking the opportunity to deal with common 
safety risks or safety concerns and bring operational safety benefits.  This will allow the sharing of 
lessons learnt and SMS tools and the pooling of safety data which will be valuable for small 
organizations. 


 


Operational safety benefits 


The interface management requires the availability of human resources and sometimes technical 
expertise to carry out safety monitoring.  This may represent a challenge for any organization 
involved and the actions taken have to be seen as a win-win solution and not to impair the SMS 
effectiveness.  Operational safety benefits may be achieved through an enhancement of safety 
reached by each organization as the result of shared ownership of risks and responsibility.  This can 
also allow transfer of knowledge and of working practices that could improve the effectiveness of the 
SMS of either organization. 
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9.3 SMS FRAMEWORK 


9.3.1  SMS Component 1. Safety Policy and Objectives 


9.3.24 A service provider is responsible for the safety performance of products or services provided by 
subcontractors that do not separately require safety certification or approval as well as any other 
organizations where there is an SMS interface. While all subcontractors may not necessarily be required 
to have an SMS, it is nevertheless the service provider’s responsibility to ensure that its own safety 
performance requirements are met. In any case, it is essential for the service provider’s SMS to interact as 
seamlessly as possible with the safety systems of subcontractors that provide products or services 
pertinent to the safe operation of aircraft. The interface between the organization’s SMS and that of the 
sub-product or subservice provider’s safety systems must address the identification of hazards, 
assessment of risk and development of risk mitigation strategies where applicable. The service provider 
should ensure that: 


a) there is a process to identify and manage the SMS interfaces of external organizations that support 
the safe delivery of the Service Providers activities.  


a) b) there is a policy clearly establishing a safety accountability and authority flow between the service 
provider and the subcontractor; 


b) c) the subcontractor has a safety reporting system commensurate with its size and complexity that 
facilitates the early identification of hazards and systemic failures of concern to the service provider; 


c) d) the service provider’s safety review board includes subcontractor representation, where 
appropriate; 


d) e) safety/quality indicators to monitor subcontractor performance are developed, where appropriate; 


e)  f) the service provider’s safety promotion process ensures subcontractor employees are provided 
with the organization’s applicable safety communications; and 


f)  g) any subcontractor or other organization with roles, responsibilities and functions relevant to the 
service provider’s emergency response plan are developed and tested. 


 


9.3.2  SMS Component 2. Safety Risk Management 


SMS Element 2.1    Hazard identification 


General guidance 


9.3.42 Safety risk management requires the service provider to develop and maintain a formal process to 
identify hazards that may contribute to aviation safety-related occurrences. Hazards may exist in ongoing 
aviation activities or be inadvertently introduced into an operation whenever changes are introduced to the 
aviation system. In this case, hazard identification is an integral part of the change management processes 
as described in SMS Element 3.2 — The management of change. Hazards may also exist as a result of the 
SMS interfaces with external organizations.  
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Implementation strategy 


9.3.49 The following may be considered while engaged in the hazard identification process: 


j) factors related to the SMS interfaces with other organizations.    


SMS Element 3.2    The management of change 


9.3.74 Aviation service providers experience change due to a number of factors including, but not limited 
to:  


d) changes to the SMS interfaces with external organizations.   


— — — — — — — — 
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PROPOSED DETAILED GUIDANCE FOR SMS INTERFACE MANAGEMENT FOR THE 


ICAO WEBSITE 


 


EXISTING CONTENT FROM DOC 9859, THIRD EDITION 


Appendix 1 to Chapter 4 - GUIDANCE ON THE DEVELOPMENT OF A STATE SAFETY 
POLICY STATEMENT 


n) establish the required partnerships with SSPs from other States when required.  


 


Appendix 6 to Chapter 4 - GUIDANCE ON ACCIDENT AND INCIDENT NOTIFICATION 
AND REPORTING 


(the check lists should be amended to reflect the proposed amendments made in this document) 


 


Appendix 7 to Chapter 4 - SSP GAP ANALYSIS CHECKLIST AND IMPLEMENTATION 
PLAN 


(the check lists should be amended to reflect the proposed amendments made in this document) 


 


Appendix 8 to Chapter 4 - SAMPLE CONTENT OF AN SSP DOCUMENT 


(the check lists should be amended to reflect the proposed amendments made in this document) 


 


Appendix 12 to Chapter 4- EXAMPLE OF AN SMS REGULATORY 
ACCEPTANCE/ASSESSSMENT CHECKLIST 


(the tables should be amended to reflect the proposed amendments made in this document) 


 


 


NEW CONTENT 


 


Defining the type of SMS interface 


The definition of the type of interfaces highlights the necessary working practices with respect to what 
is internal to an organization and what aspects are already in common to help manage the interface 
effectively.  This provides indications of the changes in level of services or products required and early 
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considerations on future mitigation strategy and helps identify which interfaces require official 
agreements to be formalised. 


Table 1 below presents three (3) main interfaces types. 


INTERFACE TYPES 


Operations  Two (or more) organizations need each other to ensure the operations e.g. 
ATSP and OAH interact to ensure Air Traffic Control on a daily basis  


Service 
provision 


Case where an organization depends upon the provision of an external 
service to perform its activities e.g. AOH and ATSP need MET services, an 
Aeroplane Operator needs ground handling services as well as an AMO to 
ensure the aircraft remain airworthy. 


Products Case where an organization depends on the provision of products to perform 
their activities  e.g. OAH depend on refuelling companies, ATC depends on 
power supply companies, OAH depends on DMA and on AMO, and ATC on 
ATM manufacturer… 


Table 1 - Interface types as “Degree of interconnectedness” – Applies also to internal interfaces. 


Other types of interface may be created, for instance for the sharing of information.  This 
agreement between organizations is rather used to improve communication and interaction across 
each of the interfaces. It supports the identification of best practices and ensures a pro-active 
management of safety at the interfaces and in general. 


Information 
sharing   


This is where similar service providers exchange safety information/data and 
share lessons learned either through code sharing agreements or trade 
associations. 


 


Other interfaces are subject to a business model (multinational groups) and/or regulatory 
evolution.  For instance, in large organization like multi-national group for Aeroplane Operators 
or the Single European Sky that leads to the implementation of Functional Airspace Blocks for 
regional ATSPs.  In that particular case, the management of safety at interfaces can be internal to 
the holding or/and external to each individual organization. 


Multinational 
group 


There are many multinational groups with separate organizations in 
different countries but with full or partially common SMS processes or 
separate SMS.  


 


Determining the Safety criticality of the SMS interfaces 


There are two (2) main categories of safety issues at interfaces, those with possible differed effect 
and those with possible immediate effects. These two (2) categories play an important role in the 
critical nature of the interfaces.  This is strongly linked to the chronology of the interaction with 
the involved outside organization with respect to the sequence of the operations of the Service 
Provider. 
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This leads to distinguish the following cases: 


 an organization that interacts with the Service Provider before the Service Provider starts 
its sequence of operations to provide its services or products - off-line operations; 


 an organization that interacts with the Service Provider during the Service Provider on-
going sequence of operations to provide its services - real-time operations. 


When an outside organization involves off-line, the hazards entailed by their services or products 
can be assessed before the start of the Service Provider’s sequence of operations.  Mitigation 
measures are implemented at both sides, the Service Provider and the outside organization, to 
prevent possible active failures during the operations - even though the real effectiveness of 
safety barriers is recognized only when the hazard occurred.  The safety criticality of interfaces is 
more dependent on the level of “assurance” of either organization, in particular outside 
organizations to satisfy the Service Provider’s operational safety requirements at the interface.  
For instance the services or products at the interfaces would need to be designed, constructed, 
repaired before its delivery to the Service Provider (Aeroplanes, ATC system, Training, 
Procedures, …..).  Hence there are parts of the SMS elements that are absolutely required to 
ensure a “safe design”, in particular safety assessments. 


Figure 1 below illustrates the chronology of the interaction with off-line organizations having in 
place an SMS or a QMS.  Careful attention must be exercised though and in particular with 
regards to training to ensure high levels of safety. This leads to having a special attention to 
training issues.   


 


Figure 1 – Role of the system assurance for off-line organization interface. 


When an outside organization involves in real-time operations, it is where errors and violations 
may take place leading possibly to undesired events while the Service Provider is on the side of 
on-going operations. Hence, the design, procedures or maintenance operations cannot be 
modified. These errors or violations do not act directly in the context of an undesired event 
occurring in real time operations, however they may have a great potential to produce latent 
failures or conditions into the real time operations.  


The case of real time operations is where the safety criticality at the interfaces is higher and needs 
careful attention. 


Figure 2 below illustrates the real time operations context at the interfaces between SMSs. It is 
about real time interfaces of human interaction captured with the SHELL model.  There is 
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extremely rare opportunity to verify the correctness of these interactions - apart from those 
verifications embedded in procedures themselves, and then to human/procedures interfaces.  
Hence, in case of safety events occurring during the operations only SMS reactive elements can 
address these issues, in particular the safety reporting and investigations process, lessons learned 
and continual adjustment of human safety performance variability6. 


 


Figure 2 - Real time interactions at interfaces. 


 


Table 2 below proposes a classification of the safety criticality of interfaces. 


SAFETY CRITICALITY OF INTERFACES 


Extremely critical The interface may have direct immediate safety effects 
with limited barriers in place (e.g. ATSP and OAH) 


Highly Critical The interface may have a direct safety effect without 
additional barriers or mitigations being put in place ; 
(e.g. AMO and OAH) 


Critical Issues at the interface level that have an indirect safety 
effect but with existing barriers or mitigations in 
place 


Non critical (self-explanatory) 


Table 2 – Safety criticality classification of interfaces 


 


SMS Interface agreements 


Table 3 below identifies some type of agreements at interfaces. Safety accountabilities and 
responsibilities need to be clearly established in a context where these would be shared.  


                                                            
6 More advanced than the SHELL model there are Human Factors approach that need to be considered to assess 
human interactions like: HFACS (Human factors Analysis classification system), HF Case (EUROCONTROL 
integration process), CWA (Cognitive work analysis), STAMP (System theoretic accident modelling and 
processes) can be used in risk assessment, HERA and SAT (situation analysis tool), HRA ACS (human 
reliability assessment based on Adaptive cognitive system), FRAM (Functional Resonance Accident model). 
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TYPES OF AGREEMENT AT INTERFACES 


Governance of SMS e.g. 
Functional Airspace Blocks 
for some regional ATSPs 
(European initiative) – 
Multinational groups 


The management of safety 
risks may be elected into one 
SMS structure or essential 
components of the SMS may 
be common. 


 


Common SMS areas Can take various type of 
agreements as detailed below  


 


e.g. ATSPs delegation of 
airspace 


Merging of some of the SMS 
activities as required 


Requires apply same 
processes and methods or at 
least a high degree of 
harmonisation.  In 
particular with regards to 
risk assessment and risk 
classification schemes 


e.g. Airspace restructuration 
involving various ATSPs or 
manoeuvring area involving 
ATSP/OAH/AOC 


Cooperation either permanent 
or occasional i.e. completion 
of SMSs activities required in 
a cooperative manner 


Requires a high degree of 
harmonisation. In particular 
with regards to risk 
classification schemes 


e.g. OAH planning to 
introduce a new aircraft type 
or OAH experiencing safety 
issues 


Exchange of the results of 
SMSs activities carried out 
separately 


Requires a high degree of 
harmonisation. In particular 
with regards to risk 
classification schemes 


e.g. (OAH) airlines acquiring 
a new type of aircraft wrt the 
manufacturer (DMA) or 
ATSP acquiring a new ATC 
system wrt ATM 
manufacturer 


Typical formal agreements 
through a contract 


Completion of a SMS activity 
requiring inputs from two (or 
more) SMSs 


 


Requires a high degree of 
harmonisation. In particular 
with regards to risk 
classification schemes 


Subordination 


 


Case where one (or more) of 
the organizations involved 
does not have an SMS. Should 
the need be justified, it could 
be envisaged that some of the 
staff of the organization(s) 
without SMS be coached to 
SMS techniques and methods 
so as to be able to interact in 
SMS activities. 


This might be required so 
as to ensure efficient 
cooperation of personnel 
from the organizations 
involved. 


 
Table 3 – Types of agreement at SMS interfaces 
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When an holding company is managed under a common SMS and processes, the sharing of data 
and information should be established through robust procedures to support communication and 
interaction across each of the interfaces. Also the maintainability of the SMS and mechanisms 
imposed by the interface with the States overseeing the different air operators may impact the 
effectiveness of the SMS, as some of or all individual organizations may not be registered in the 
same State.  The corporate safety policy should be committed to pro-active safety objectives to 
accommodate such tailoring requirements while maintaining the level of safety.  Additionally, 
safety related interfaces within other safety related entities of the same organization (financial, 
legal, resources,..) should be created to ensure the effectiveness of the SMS.  Thus, governance 
principles for corporate safety management may be elected to manage also the interface with 
other management systems and identify safety issues or safety risks that allow decision making. 


When the belonging individual organizations are the owners of their SMS and processes, sharing 
data and information between SMSs would be essential to ensure a pro-active and effective 
management of safety at the interfaces.  Additionally, safety impact on the individual 
organization services may depend upon the type of governance.  A corporate risk management 
may be elected to complement and harmonize the process for the identification of safety issues 
and for the assessment or safety risks at safety related interfaces between the SMS of the 
individual organization and the corporate safety risk management of the holding company. 


The above types of interface may implement complex mechanisms for both interfaces SMS/SMS 
and SMS/SSP that are not developed in detailed here in the present guidance 


 


Consideration of the operational costs and safety benefits of SMS Interfaces 


Service Providers may wish to assess the cost of the management of safety at the interfaces along 
with the operational safety benefits to set priorities and strategies.  The following tables may help 
in that consideration. Table 4 below details the expected operational safety benefits: 


EXPECTED OPERATIONAL SAFETY BENEFITS 


Completeness of the Risk 
management 


This will provide greater assurance that hazards are being 
identified and managed effectively.  


Consistency of the risk 
management 


This will ensure that mitigations put in place by the 
organizations involved are not conflicting or even 
worsening the safety issue for one of the organizations. 


Enhanced safety data exchange This will improve communication and the sharing of data 
between organizations. 


Enhanced SMS 
processes/methods/tools 


Harmonisation and standardisation of the methods and 
tools used by the most advanced organization. 


Improved Collaboration and 
communication. 


This will allow sharing of resources and activities such as 
joint Emergency Response Plan development and testing.  


Enhanced co-ordination approach 
of change  


This will allow identifying timelines in implementing 
associated technology within their processes. 


Table 4 - Expected operational safety benefits of SMS interfaces. 
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Possible additional benefits of managing SMS interfaces relate also to the emergency response 
plan and the contingency plan as they required the need to interface the SMS and ensure better 
identification of safety issues as specified in both cases, as they differ from normal operations 


 


Costs may be estimated using the headings shown in Table 5 below. 


INCURRED COSTS OF INTERFACE MANAGEMENT 


Requirements for new 
structures  and/or 
equipment and/or staff 


There might be a need for new equipment or technology, 
e.g. due to incompatibility of equipment such as 
databases, more personnel as well as the development of 
procedures to cover the interfaces  


Training requirements Training may be required for staff in all of the 
organizations to reflect the changes in processes and 
procedures.  Cost should include the developing and 
delivering of the training and the lost time from staff 
attending.  


Complexity of the 
interface process 


This depends in the first place on the safety level required.  
Then many other factors need to be considered such as the 
number of SMS interfaces to be managed (which actually 
reflects also on the two other criteria above), the 
geographical constraints, the gradient between the levels 
of maturity of the SMSs, differences between the 
organizations involved, this could be related to culture, 
language, type of business/activity etc. 


Resource requirements  Additional resources may be required for hazard 
identification, meeting attendance and interface 
monitoring.  This may increase with the remoteness of the 
organizations involved. 


Table 5 - SMS interface management cost estimation. 


 


Possible savings are listed in Table 6 below. 


SAVINGS THROUGH INTERFACE MANAGEMENT 


Synergies and effort 
reduction 


Shared benefits and improved efficiencies with reduction 
of the resources involved for either organization in 
duplicate or parallel activities. 


Cost sharing Avoiding duplication of costs e.g. costs of mitigations, 
process and tool development. 


Table 6 - SMS interfaces cost saving estimation 


 
— END — 
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Managing your interface 


 There are many risks at the organisational interfaces 


 These can be internal or external 


 Interfaces: 


 between people 


 between departments, sites and bases 


 between systems 


 between organisations 


 Some interfaces are about information exchange 
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Managing your interface 


 Identifying the interfaces 


 Assessing the criticality of the interface 


 Identifying the risks 


 Managing and monitoring the risks 


 Assessing the impact on other interfaces 


 Agreement on 


 Who is going to take action? 


 Who is going to monitor them? 


 What Information needs to be exchanged and how 
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Management of Contractors  


 Your contractors generate risks to your organisation 


 You need to know what they are 


 Have a look at their risk register 


 What is their reporting culture like? 


 Your contractors also protect you 


 Are they applying the risk mitigations you want 
them to? 


 How are you assessing it? 


 Assurance of your contractors 


 Compliance and Safety Risk Assurance 


 Communication and information exchange with your 
contractors 
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SECOND MEETING 
 


Montréal, 11 to 15 July 2016 
 


Agenda Item 5:  Consideration of proposals for enhanced safety management guidance material 


5.5: Interfaces 
5.7: Scalability 
5.9: Safety management systems 


 
DEVELOPMENT OF AMENDMENTS TO SMS PROVISIONS 


SYSTEM DESCRIPTION 
 


(Presented by SMP WG2) 
 
 


SUMMARY 
 


Action by the SMP is in paragraph 3. 
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1. INTRODUCTION 


1.1 This working paper proposes material for inclusion in the Safety Management Manual 
(SMM) (Doc 9859), fourth edition, Section 9.4.1, System Description, regarding development of a 
system description. 


2. DISCUSSION 


2.1 Because each organization is unique, there is no “one size fits all” method for safety 
management system (SMS) implementation. It is expected that each organization will implement an SMS 
that works for its unique situation. The fundamental requirements of an SMS in Appendix 2 of Annex 19, 
Amendment 1, describe what it is the SMS must accomplish. Each organization must define for itself how 
it intends to go about fulfilling the fundamental requirements. To accomplish this, it is important that each 
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organization prepare a system description that identifies its organizational structures, processes and 
business arrangements that it considers important to safety management functions related to, or in direct 
support of, the safe operation of aircraft. Based on the system description, the organization should identify 
or develop policy, processes, and procedures that establish its own safety management requirements.  


2.2 When considering a system description, it is important to understand what a “system” is 
in the context of SMS. A “system” is a set of things working together as parts of an interconnecting 
network. In an SMS, it’s any of an organization’s products, people, processes, procedures, facilities, 
services, and other aspects (including external factors) which are related to, and can affect, the 
organization’s aviation safety activities. Often, a “system” actually is a system of systems, which may 
also be viewed as a system with subsystems. These systems and their interactions with one another 
constitute the sources of hazards and the basis for analysis, assessment and control of the safety risks 
associated with identified hazards. The important systems include both those which could directly impact 
the aviation safety of a product or service and those which affect the ability or capacity of an organization 
to perform effective safety management. 


2.3 The defining characteristic of an SMS is that it enables aviation safety decision making. 
It is therefore necessary for an organization to define and understand the extent of its system(s) that can 
affect aviation safety. A system description serves to identify the features of the product, the service or 
the activities so that safety risk management (SRM) and safety assurance (SA) can be applied effectively. 
Importantly, it enables the organization to identify features of the organization that are not appropriate to 
require application of SRM and SA. This allows the organization to allocate safety management resources 
to sources of potentially significant safety risk, and avoid devoting resources to low or insignificant risk. 
Business processes that do not affect aviation safety do not need to be included in the system description. 
However, a service provider should diligently consider whether any particular business process might 
affect aviation safety. For example, decision-making with regard to information technology or personnel 
hiring policies might affect the capability of the organization to effectively manage aviation safety risk, 
while decision-making about selection of a health insurance provider for employees likely would not. The 
emphasis is on system-level safety management, i.e., that an organization is able to include relevant but 
disparate organization processes to manage aviation safety. When the system is described in this way, it is 
clear both to the organization and cognizant regulator exactly which parts of the organization and its 
processes and procedures are included in the SMS. 


2.4 The use of a system description enables considerable flexibility for an organization to 
deal with the great variety of business arrangements and interfaces that may be involved in the context of 
its operations, also referred to as its operating environment. The organization should assess its own 
arrangements and identify those that are related to, and can affect, the organization’s aviation safety 
activities and therefore are appropriate for inclusion in the system description. An example is how an 
organization elects to manage supplier or vendor interfaces. An organization might rely on a supplier’s 
own SMS for safety management related to the supplier’s product, or it might negotiate safety 
management terms and conditions as part of supplier contractual arrangements, or use another method. 
The emphasis of SMS requirements is on what must be accomplished, not on how it must be done. 


2.5 Implementation of SMS does not necessarily require an organization to change its 
existing processes, as it may have existing processes that meet some or all of the SMS requirements. 
These existing processes represent a set of baseline safety risk controls. In other words, these processes 
already contribute to managing aviation safety risk. Processes newly developed for the SMS complete the 
baseline set of safety risk controls. A system description should include identification of those processes 
and their relationship to the management of safety risk. 
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2.6 When an organization elects to make a significant or substantive change to the processes 
identified in the system description, the changes should be viewed as potentially affecting its baseline risk 
assessment. Thus, management of change is a critical feature of an SMS. The decision-making 
process(es) used to arrive at those changes should include application of SRM to the changes, and a 
review and update of the system description. SMS serves as a means to ensure that decision-making 
processes are and remain effective in managing aviation safety. It is neither possible nor desirable to 
subject all changes of any process to SRM. Only changes that potentially have a substantive impact on 
aviation safety management should be included. Generally, those will be changes to the policy, processes, 
and procedures identified in the system description as being important to aviation safety. Additional 
material regarding management of change appears in Chapter 6 of the SMM. 


2.7 As an organization gains experience with its SMS implementation, it may elect to apply 
safety management processes beyond the boundaries of the aviation safety management system 
description, to other areas. Although application of SMS processes beyond the system description is 
encouraged, it is not a requirement. It is not necessary for an organization to commit such SMS expansion 
to regulator oversight. 


2.8 A system description need not be a lengthy or complex document. It may comprise 
bulleted lists or references to policy or procedural instructions. A graphic depiction, such as a process 
flow chart or annotated organization chart, may be sufficient for some organizations. An organization 
should use a method and format that works for that organization and its personnel. 


3. ACTION BY THE SMP 


3.1 The SMP is invited to: 


a) consider the rationale proposed in this working paper for the development of 
guidance material; and 


b) consider the revisions to the SMM proposed in Appendix A to this working paper. 


— — — — — — — — 
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APPENDIX 


 
PROPOSED REVISION TO SMM 


 
 


9.4.1 System description 
 


9.4.1  A description of the organization’s system and processes and subsequent analysis are the 
first steps in defining the scope and applicability of the SMS. This exercise provides an opportunity to 
identify any gaps related to the service provider’s SMS components and elements and may serve as a 
starting point to identify organizational and operational hazards. The system description includes the SMS 
interfaces within the organization, as well as pertinent interfaces with other external organizations such as 
subcontractors. An overview of the system description and its accountability and reporting structure 
should be included in the SMS documentation. For large and complex organizations, details of basic 
systems and organizational procedures are addressed in the service provider’s relevant exposition or 
administrative manuals. In such cases, a brief outline together with an organizational chart with 
appropriate cross references may be adequate for the purpose of the system description. 
 
9.4.1.1  Because each organization is unique, there is no “one size fits all” method for SMS 
implementation. It is expected that each organization will implement an SMS that works for its unique 
situation. The fundamental requirements of an SMS in Appendix 2 of Annex 19, Amendment 1, describe 
what it is the SMS must accomplish. Each organization must define for itself how it intends to go about 
fulfilling the fundamental requirements. To accomplish this, it is important that each organization prepare 
a system description that identifies its organizational structures, processes, and business arrangements that 
it considers important to safety management functions related to, or in direct support of, the safe operation 
of aircraft. Based on the system description, the organization should identify or develop policy, processes, 
and procedures that establish its own safety management requirements.  
 
9.4.1.2  When considering a system description, it is important to understand what a “system” is 
in the context of SMS. A ‘system’ is a set of things working together as parts of an interconnecting 
network.  In an SMS, it’s any of an organization’s products, people, processes, procedures, facilities, 
services, and other aspects (including external factors) which are related to, and can affect, the 
organization’s aviation safety activities. Often, a “system” actually is a system of systems, which may 
also be viewed as a system with subsystems. These systems and their interactions with one another 
constitute the sources of hazards and the basis for analysis, assessment and control of the safety risks 
associated with identified hazards. The important systems include both those which could directly impact 
the aviation safety of a product or service and those which affect the ability or capacity of an organization 
to perform effective safety management. 
 
 
 
9.4.1.3  The defining characteristic of an SMS is that it enables aviation safety decision making. 
It is therefore necessary for an organization to define and understand the extent of its system(s) that can 
affect aviation safety. A system description serves to identify the features of the product, the service or 
the activities so that safety risk management (SRM) and safety assurance (SA) can be applied effectively. 
Importantly, it enables the organization to identify features of the organization that are not appropriate to 
require application of SRM and SA. This allows the organization to allocate safety management resources 
to sources of potentially significant safety risk, and avoid devoting resources to low or insignificant risk. 
Business processes that do not affect aviation safety do not need to be included in the system description. 
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However, a service provider should diligently consider whether any particular business process might 
affect aviation safety. For example, decision making with regard to information technology or personnel 
hiring policies might affect the capability of the organization to effectively manage aviation safety risk, 
while decision making about selection of a health insurance provider for employees likely would not. The 
emphasis is on system-level safety management, i.e., that an organization is able to include relevant but 
disparate organization processes to manage aviation safety. When the system is described in this way, it is 
clear both to the organization and cognizant regulator exactly which parts of the organization and its 
processes and procedures are included in the SMS. 
 
9.4.1.4  The use of a system description enables considerable flexibility for an organization to 
deal with the great variety of business arrangements and interfaces that may be involved in the context of 
its operations, also referred to as its operating environment. The organization should assess its own 
arrangements and identify those that are related to, and can affect, the organization’s aviation safety 
activities and therefore are appropriate for inclusion in the system description. Another example is how an 
organization elects to manage supplier or vendor interfaces. An organization might rely on a supplier’s 
own SMS for safety management related to the supplier’s product, or it might negotiate safety 
management terms and conditions as part of supplier contractual arrangements, or use another method. 
The emphasis of SMS requirements is on what must be accomplished, not on how it must be done. 
 
9.4.1.5  Implementation of SMS does not necessarily require an organization to change its 
existing processes, as it may have existing processes that meet some or all of the SMS requirements. 
These existing processes represent a set of baseline safety risk controls. In other words, these processes 
already contribute to managing aviation safety risk. Processes newly developed for the SMS complete the 
baseline set of safety risk controls. A system description should include identification of those processes 
and their relationship to the management of safety risk. 
 
9.4.1.6  When an organization elects to make a significant or substantive change to the processes 
identified in the system description, the changes should be viewed as potentially affecting its baseline risk 
assessment. Thus, management of change is a critical feature of an SMS.  The decision making 
process(es) used to arrive at those changes should include application of SRM to the changes, and a 
review and update of the system description. SMS serves as a means to ensure that decision making 
processes are and remain effective in managing aviation safety. It is neither possible nor desirable to 
subject all changes of any process to SRM. Only changes that potentially have a substantive impact on 
aviation safety management should be included. Generally, those will be changes to the policy, processes, 
and procedures identified in the system description as being important to aviation safety. Additional 
material regarding management of change appears in Chapter 6 of the Safety Management Manual. 
 
9.4.1.7  As an organization gains experience with its SMS implementation, it may elect to apply 
safety management processes beyond the boundaries of the aviation safety management system 
description, to other areas. Although application of SMS processes beyond the system description is 
encouraged, it is not a requirement. It is not necessary for an organization to commit such SMS expansion 
to regulator oversight. 


 
9.4.1.8 A system description need not be a lengthy or complex document. It may comprise bulleted lists 
or references to policy or procedural instructions. A graphic depiction, such as a process flow chart or 
annotated organization chart, may be sufficient for some organizations. An organization should use a 
method and format that works for that organization and its personnel. 


 
— END — 






image10.emf
SMP.2 - WP.12  Promotion of a positive safety culture.pdf


SMP.2 - WP.12 Promotion of a positive safety culture.pdf


(24 pages)  
SMP.2 - WP.12 Promotion of a positive safety culture eg.docx 


SAFETY MANAGEMENT PANEL (SMP) 
 


SECOND MEETING 
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Agenda Item 5:  Consideration of proposals for enhanced safety management guidance material 


5.1: Safety culture 
 


PROMOTION OF A POSITIVE SAFETY CULTURE 
 


(Presented by SMP/WG2) 
 


SUMMARY 
 


This working paper recommends guidance material regarding promotion of a 
positive safety culture for inclusion in ICAO Doc 9859, Safety Management 
Manual (SMM), fourth edition, new Chapter 3.  
 
This guidance supports the revised SARPs in Annex 19, Amendment 1 
regarding the promotion of a positive safety culture. 
 
Action by the SMP is in paragraph 4. 


REFERENCES 


Annex 19 — Safety Management, Amendment 1 
Doc 9859, Safety Management Manual (SMM) 
Job card SMP014 
 


1. INTRODUCTION 


1.1 Safety culture relates to the way in which safety is managed in the workplace. It both 
reflects and shapes the attitudes, beliefs, perceptions, values, and behaviours that managers and 
employees share and demonstrate in relation to safety. It is the means through which those personnel 
employed in an organization that operates in a safety-critical environment “breathe life” into their 
organization’s safety policies, processes and procedures documentation. All organizations operating in 
safety-critical industries already have a safety culture whether or not they are aware of what that safety 
culture is like. Whether or not the safety culture is a good one or not will determine what impact there 
might be on the organization’s service delivery. Many of the investigations into major accidents have 
shown that poor safety culture was a key element in creating the environment which made the accident 
more probable. Managers and personnel who simply follow checklists without questioning why they do 
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things the way they do; employees who never question the effectiveness of their safety processes and 
activities; or staff who regard safety as someone else’s job are all symptoms of an organization whose 
safety culture requires improvement. The difficulty is that many of these issues are not easily identified 
by managers or supervisors. Optimising safety culture is, therefore, one of the best ways for an 
organization to protect itself from developing behaviours and practices which may otherwise only 
manifest themselves for the first time in an accident investigation. 


1.2 The following Standards and Recommended Practices (SARPs) from Annex 19 — Safety 
Management, Amendment 1 include reference to “a positive safety culture”: 


3.2.3 State system and functions 


… 


3.2.3.3 Recommendation.— States should establish a safety policy and 
safety objectives that reflect their commitment regarding safety and facilitates 
the promotion of a positive safety culture in the aviation community. 


  


3.5.1 Internal communication and dissemination of safety information 


Recommendation.— States should promote safety awareness and the sharing and 
exchange of safety information to support, within the State aviation 
organizations, the development of a positive safety culture that fosters an 
effective SSP. 


  


3.5.2 External communication and dissemination of safety information 


Recommendation.— States should promote safety awareness and the sharing and 
exchange of safety information with the aviation community to foster the 
maintenance and improvement of safety and to support the development of a 
positive safety culture. 


 


5.3.5 States shall take necessary measures, including the promotion of a positive 
safety culture to encourage safety reporting through the systems referred to in 
5.1.2 and 5.1.3. 


 


Appendix 2 


1.1.1 The service provider shall define its safety policy in accordance with 
international and national requirements. The safety policy shall: 
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 a) reflect organizational commitment regarding safety, including the promotion 
of a positive safety culture; 


1.3 Job card SMP014 calls for the development of enhanced guidance on safety culture for 
both the State and service provider. 


2. DISCUSSION 


2.1 What is safety culture? The term “safety culture” originated after the Chernobyl disaster, 
which drew attention to the importance and impact managerial and human factors can have on safety 
performance. Safety culture is the safety “personality” of the organization, i.e. “it’s the way we do things 
around here”. Safety culture refers to the underlying (safety) values, beliefs and practices that make a 
business what it is. The concept explains how the lack of adequate knowledge and understanding of risk 
and safety among employees can contribute to such disasters. 


2.2 Management psychologist E. H. Schein describes culture as “a pattern of shared basic 
assumptions that a group learns as it solves problems”. Safety culture manifests itself through behaviour, 
group norms, standards and values, and the thinking habits of the organization. 


2.3 The “lay” definition in Cullen Report into the United Kingdom’s Ladbroke Grove rail 
crash suggests that safety culture is simply “the way we typically do things around here”. This relates to 
the full range of safety behaviours, from the wearing of safety equipment to the rigor applied to carrying 
out safety and quality inspections to the seriousness with which safety is discussed at the organization’s 
highest levels.  


2.4 It is important to distinguish between safety culture and organizational culture. 
Organizational culture refers to the underlying culture found in any type of organization, regardless of the 
industry or business realm within which it operates. Organizational culture is framed by such items as 
corporate mission, strategic direction, customer focus, core organizational values, etc.  Of course, air 
navigation service providers (ANSPs), airlines, aircraft and engine manufacturers, and airport operating 
authorities also have organizational cultures. However, one of the subsets of the organizational culture of 
entities operating in safety-critical industries is their safety culture. 


2.5 Why is safety culture important? The investigations into many high profile accidents 
have shown that a poor safety culture was one of the key factors in creating the conditions without which 
the accident could not have happened. Thus, improving safety culture is among an organization’s best 
defences against serious incidents or accidents. However, in order for organizations to improve their 
safety culture, it is first necessary to assess and understand the culture in which they are currently 
operating. As some organizations have found to their detriment, if you do not understand and manage 
safety culture, it will manage you. 


2.6 Several major accident reports have identified safety culture as a factor that decisively 
affected the outcome. These include the Piper Alpha oil-platform explosion (United Kingdom, Cullen, 
1990), the 1987 Kings Cross underground station fire (United Kingdom, Fennel, 1988), the sinking of the 
MS Herald of Free Enterprise passenger ferry (Belgium & United Kingdom, Sheen, 1987), and the 
National Aeronautics and Space Administration (NASA) Space Shuttle Accidents, Challenger (United 
States, Presidential Commissioner’s Report, 1986) and Columbia (United States, CAIB/NASA, 2003). 


2.7 The report into the Space Shuttle Challenger disaster identified numerous “flawed” 
decisions by NASA and Morton-Thiokol (manufacturer of the O-rings) management. These decisions, 
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which were symptomatic of a poor safety culture, were regarded by the investigation as contributing 
factors to the disaster. The accident was one which is typical of those that occur in poor safety cultures: 
the accidents are not a result of “operator error”; or chance environmental; or technical failures alone. 
Rather, they happen because of a breakdown in safety culture, which leads the organization’s safety 
policies and procedures to become significantly less effective. 


2.8 It is often argued that if hardware is manufactured and tested in line with technical 
requirements, the safety culture of the organization is irrelevant. In the case of the Challenger accident, 
Morton-Thiokol’s Solid Rocket Boosters and O-rings operated within design specification. However, the 
decision to launch was made based upon a “known unknown” scenario regarding O-ring performance. 
Thus, it can be seen how – in the absence of conclusive technical data, or where decisions must be made 
based on expert interpretation of performance at the “edge of design envelope” – safety culture is a key 
influencing factor. In an era where completely new materials and technologies are becoming more 
prevalent, such judgments are likely to become more commonplace. Therefore, even those organizations 
which rely significantly less on human judgment than on engineered performance and quality processes 
must be cognizant of the role that safety culture will play in assuring the right safety outcomes.  More and 
more we will see interaction failures of individual components that comply with their design 
specifications. Safety culture will be a catalyst to ensure organizations producing and using components 
can effectively interact to ensure safe outcomes. 


2.9 Why worry about safety culture if you already have an SMS? An organization’s safety 
culture is ultimately reflected in the way in which safety is managed in the workplace. Therefore, an 
organization’s SMS cannot consist solely of a set of policies and procedures which sit on a bookshelf. 
Nor can it hope to be effective if everyone in the organization is fully conversant with its contents, but 
does not act upon it appropriately. The SMS describes what needs to happen for safety to be handled in 
the workplace. How – and how successfully – those policies and procedures are implemented will be 
heavily influenced by the safety culture of the organization. Therefore, the better an organization’s safety 
culture, the more robust its SMS will be. 


2.10 In other words, in order to improve the robustness of their SMS, organizations need to 
improve their safety culture. This can only be done by first assessing and understanding the organization’s 
safety culture using one of the many tools that are available for this purpose. These can then be used to 
target continuous improvements relative to the organization’s baseline. However, regardless of the 
methodology used, the cycle of assessing, understanding, and continuously improving safety culture is 
key to improving the robustness of an organization’s SMS. 


3. GUIDANCE MATERIAL PROPOSAL 


3.1 Any given service provider or State safety authority will have a unique safety culture, as 
no two organizations are identical. The safety culture may well vary within the service provider or State 
safety authority depending upon location and scope of activities, and this variation may be appropriate for 
different activities. The guidance is not intended to be definitive, or offer a specific set of expectations for 
all service providers or State safety authorities to follow. Rather, it is intended to inform the reader with 
regard to the concept of safety culture and to assist their understanding of safety culture particularly with 
regard to the promotion of a positive safety culture. Appendix A to this working paper proposes safety 
culture material for inclusion in the ICAO Safety Management Manual (SMM) (Doc 9859), fourth edition, 
Chapter 3. 


3.2 The ICAO SMM, third edition, currently has material related to safety culture 
(Chapter 2.6) and this material, where appropriate, has been included in the revised material proposed for 







SMP/2-WP/12 
 


 


- 5 -


inclusion in ICAO SMM, fourth edition. For information, this text is included in Appendix B to this 
working paper with the text that has been reused shaded. 


3.3 Other sources of safety culture material that have been consulted in the preparation of 
Appendix A include: 


a) a synthesis of the literature on safety culture: definitions, characteristics, indicators 
and classification schemes, Montijn, C and de Jong, H; 


b) Safety Culture Leaflet – Federal Office of Civil Aviation (FOCA); 


c) FOCA Safety Culture Evaluation (Guidance to the FOCA Safety Culture Evaluation 
Tool); 


d) Safety Culture Framework for the ECAST SMS-WG (March 2009); 


e) Safety Culture in Air Traffic Management, A White Paper, Eurocontrol 
(December 2008); 


f) SMP – All WG Meeting Bern June 2014; Safety Culture and the Future 
Enhancements of ICAO Provisions Related to SMS Implementation; 


g) Safety Culture Definition and Enhancement Process, CANSO (2008). 


4. ACTION BY THE SMP 


4.1 The SMP is invited to 


a) agree on the proposed guidance material developed in Appendix A to this working 
paper; and 


b) note the reuse of existing safety culture material from ICAO SMM Edition 3 (shaded 
text) in Appendix B to this working paper. 


— — — — — — — — 
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1. Introduction 
 
Any given service provider or State safety authority will have a unique safety culture, as no two 
organizations are identical. The safety culture may well vary within the service provider or State safety 
authority depending upon location and scope of activities, and this variation may be appropriate for 
different activities. This guidance is not intended to be definitive, or offer a specific set of expectations 
for all service providers or State safety authorities to follow. Rather, it is intended to inform the reader 
with regard to the concept of safety culture and to assist their understanding of safety culture particularly 
with regard to the promotion of a positive safety culture. 
 
A State safety authority has an organizational culture similar to a Service Provider and in general all the 
safety culture principles apply to any organizations in the aviation system but there will be some 
difference in how safety culture is applied and what it will deliver depending on whether it is a service 
provider, a State safety authority or any other organization in the aviation system. As such the term 
“organization” encompasses both State safety authorities and service providers unless explicitly stated 
otherwise. 
 
Safety culture is an expression of how safety is perceived, valued and prioritised by management and 
employees in an organization as well as the relationship between a service provider and it State safety 
authority. A service provider’s safety culture can be strongly influenced by the organizations they 
interface with or are overseen by, particularly their State safety authority’s safety culture. Whether an 
organization realises it or not, it will have a safety culture that reflects the organization’s attitude and 
behaviours to safety and will exist at most levels within the organization. A healthy and positive safety 
culture reflects a real commitment to safety in the organization. It has been described as "how an 
organization behaves in relation to safety and risk when no one is watching". 
 
Safety culture is not something you get or buy; it is something that is developed over time. It can 
therefore be positive, negative or neutral. Its essence is in what people believe about the importance of 
safety, including what they think their peers, superiors and leaders really believe about safety as a 
priority. 
 
Safety culture, as a concept, is embedded in an organization’s culture which will be shaped by all those 
within that organization. A safety culture, therefore, includes the commonly held perceptions and beliefs 
of an organization towards safety and can influence the behaviour of the staff. A positive safety culture 
relies on a high degree of trust and respect between personnel and management and must therefore be 
created and supported at the senior management level. A positive safety culture can take time and effort to 
establish and yet can be easily damaged. 
 
Safety culture can also have a direct impact on safety performance. If someone believes that safety is not 
really important to themselves, the service provider or State safety authority, even temporarily, then 
workarounds, cutting corners, or making unsafe decisions or judgements may well be the result, 
especially when risk is perceived as low and there is no obvious danger. It is also important to recognise 
that individuals, who are involved in adverse events, as long as these are not of malicious intent, should 
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be treated in a fair and just way. Organizations that investigate these events and learn from their 
outcomes, as well as respecting those involved, will be recognised as having a just culture. 
 
Therefore, organizations should recognise that safety culture is embedded into its organizational culture 
and that embedded within the safety culture there should be a just culture. This is illustrated below: 
 
 


 
Figure 1 - Relationship between Organizational Culture, Safety Culture and Just Culture 


 
 


2. We already have Safety Management (including a Safety Management System) so why do we 
need to address safety culture too? 


 
A Safety Management System (SMS) or State Safety Programme (SSP) enables an organization to 
manage safety in a consistent and systematic approach. This needs competent management and staff to 
execute it. Positive safety cultures distinguish themselves through having clearly defined policies, 
procedures, accountabilities and responsibilities understood at all levels, and clear lines of reporting to 
facilitate effective communication regarding safety issues. 
 
Without a positive safety culture there may be low levels of safety reporting so there will be limited 
information available. Even when there appears to be a healthy level of safety reporting there is no 
guarantee that the information is complete as there may still be areas of underreporting, as such the level 
of safety reporting in itself does not necessarily mean that a positive safety culture exists. This may result 
in senior management making key business decisions without being aware of the real safety picture. 
Hazards may go unreported and risk mitigations may not get carried out by frontline staff. 
 
Procedures and processes may not always be followed, particularly if people believe that safety is not a 
priority. Where would people get such an idea? The answer, ultimately is from their peers, but more so 
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their superiors, including the person at the head of an organization. To ensure the required commitment to 
safety, organizational leaders must show that safety is their priority. So, service providers need a positive 
safety culture to have an effective SMS in order to achieve acceptable safety performance whereas a state 
safety organization is in charge of promulgating the rules and guidance material that will effectively help 
to drive a national safety culture regarding aviation, so there is a need for a positive and effective safety 
culture within the State safety authority. 
 
 


3. What are the characteristics of a positive safety culture? 
 
A broad definition of safety culture is “Safety culture is the set of enduring values, behaviours and 
attitudes regarding safety issues, shared by every member at every level of an organization”.  This 
can be further elaborated in a more detailed definition of safety culture (this is one description, but is not 
necessarily the only description): 


 
“Safety culture refers to the extent to which every individual and every part of the organization: 
 


 is aware of the risks and known hazards induced by its activities; 
 is continuously behaving to preserve and enhance safety; 
 is willing and able to adapt itself when facing safety issues; 
 is willing to communicate safety issues; and 
 consistently evaluates safety related behaviours throughout the organization.” 


 
Safety culture has various elements, strongly interacting with each other, which makes the term safety 
culture real and provides a framework. Each element represents a foundation upon which an 
organization’s safety culture is built. These elements are then broken down into more detail.  There is no 
single safety culture model available that is suitable for all organizations and as such an organization 
should select and adapt a safety culture model that is most appropriate for their use. By way of illustrating 
differing safety culture models two generic safety culture models are described further below. 
 
Firstly, as illustrated in Figure 2, a model where safety culture elements considers commitment to safety, 
adaptability, awareness, behaviour with respect to safety, information and justness: 
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Figure 2 – A possible Safety Culture Model 
 
Since safety culture is founded by the attitudes, behaviours and beliefs of humans, it is not easily changed. 
The shift towards a more mature, positive safety culture makes great demands on time and a continuous 
commitment by management and all staff. Different measures addressing the various elements of safety 
culture are needed. Each element is further elaborated in the table below in terms of a general description 
of each element along with examples of enablers and disablers for each element. 
 


Element 
 


General Description Enablers Disablers 


Commitment to 
safety  


Commitment to safety 
reflects the extent to which 
appropriate levels within 
the service provider has a 
positive attitude towards 
safety and recognizes its 
importance. Senior 
management should be 
genuinely committed to 
achieving and maintaining 
a high level of safety and 
give employees motivation 
and the means to do so as 
well.  


 Management leads safety 
culture and is actively 
motivating its employees 
to care for safety, not just 
by talking but by acting 
as role models 


 Management provides 
resources for a range of 
safety related tasks (e.g. 
training) 


 Continuous safety 
management oversight 
and governance is 
established  


 Management is 
actively demonstrating 
that profit, cost 
reduction and 
efficiency come first 


 Investments to 
improve safety are 
often made when 
required by regulations 
or after accidents 


 Neither oversight nor 
governance with 
regards to safety 
management is 
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established  
Adaptability  Adaptability reflects the 


extent to which employees 
and the management are 
willing to learn from past 
experiences and are able to 
take action necessary in 
order to enhance the level 
of safety within the service 
provider.  


 Employee input is 
actively encouraged 
when addressing safety 
issues 


 All incidents and audit 
findings are investigated 
and acted upon 


 Organizational processes 
and procedures are 
questioned for their 
safety impact (high 
extent of self-criticism) 


 A clear proactive 
approach to safety is 
demonstrated and 
followed 


 Employee input on 
safety issues is not 
sought from all levels 
of the employees 


 Actions are often taken 
only after accidents or 
when required by 
regulations  


 Organizational 
processes and 
procedures are 
considered adequate as 
long as no accident 
occurs (lack of self-
criticism)  


 A reactive approach to 
safety is demonstrated 
and followed 


Awareness  Awareness reflects the 
extent to which employees 
and management are aware 
of the aviation risks faced 
by the organization and its 
activities. 
From a State safety 
authority perspective 
personnel are aware of both 
the safety risks induced by 
their own activities and the 
organizations they oversee. 
Employees and 
management should be 
constantly maintaining a 
high degree of vigilance 
with respect to safety 
issues.  


 An effective way of 
hazard identification has 
been established 


 Investigations seek to 
establish the root cause 


 The organization stays 
abreast of important 
safety improvements, 
and adapts itself 
accordingly as necessary 


 The organization 
systematically evaluates 
if safety improvements 
are implemented and 
working 


 Where appropriate 
members of the 
organization are well 
aware of the safety risks 
induced by their 
individual actions and 
company operations 


 No effort is spent on 
hazard identification 


 Investigations stop at 
the first viable cause 
rather than seek the 
root cause 


 The organization does 
not stay abreast of 
important safety 
improvements 


 The organization does 
not evaluate if safety 
improvements are 
implemented properly 


 Where appropriate 
members of the 
organization are not 
aware of the safety 
risks induced by their 
individual actions and 
company operations 


Behaviour  
with respect to 
safety  


Behaviour with respect to 
safety reflects the extent to 
which every level of the 
organization behaves such 
as to maintain and improve 
the level of safety. The 
importance of safety should 
be recognized and 


 The employees motivate 
themselves to act safely 
and by acting as role 
models  


 Continuous monitoring 
of safe behaviour is 
practised 


 Employees are not 
punished for 
intentional unsafe 
behaviour to the 
benefits of other 
interests 


 The working 
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processes and procedures 
needed to maintain it 
should be put in place. 


 Intentional unsafe 
behaviour is not tolerated 
by management and 
colleagues 


 The working conditions 
support aviation safety at 
all times 


conditions provoke 
behaviour and work-
arounds that are 
detrimental to aviation 
safety 


 No monitoring of 
aviation safety within 
the organization’s 
products or services is 
practised  


 Mutual criticism to the 
benefit of aviation 
safety is not welcomed 


Information  Information reflects the 
extent to which information 
is distributed to all 
necessary people within the 
organization. Employees 
should be enabled and 
encouraged to report 
aviation safety concerns 
and receive feedback on 
their reports. Work 
information related to 
aviation safety has to be 
communicated 
meaningfully to the right 
people in order to avoid 
miscommunication that 
could lead to hazardous 
aviation system situations 
and consequences. 
The State safety authority is 
open to share aviation 
safety related information 
to all service providers. 


 An open and just 
aviation safety reporting 
environment exists 


 Employees are provided 
with aviation safety 
relevant information in a 
timely manner in order to 
allow for safe aviation 
operations or decisions 


 Management/Supervisors 
regularly check whether 
aviation safety relevant 
information is 
understood and acted 
upon 


 Knowledge transfer and 
training with regards to 
aviation safety is actively 
practiced (e.g. sharing of 
lessons learned) 


 A blaming safety 
reporting environment 
is evident  


 Safety relevant 
information is 
withheld  


 Safety communication 
is not monitored for its 
effectiveness 


 No knowledge transfer 
or training is provided 


 


Justness  
(Just Culture)  


Justness reflects the extent 
to which behaviour and 
reporting of aviation safety 
issues (including errors) are 
encouraged or even 
rewarded and unsafe 
behaviour is discouraged. 


 There is a distinction 
between acceptable and 
unacceptable behaviour, 
which is known to all 
employees 


 Occurrences (including 
accidents and incidents) 
investigations consider 
individual as well as 
organizational factors 


 Good aviation safety 
performance is 
recognized and rewarded 
on a regular basis 


 There is no identifiable 
distinction between 
acceptable and 
unacceptable 
behaviour 


 Employees are 
systematically and 
rigorously punished 
for human errors 


 Accident and 
occurrence 
investigations focus on 
individual factors only 


 Good safety 
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 Willingness of people to 
report events they have 
been involved in 


performance and safe 
behaviour is taken for 
granted 


 
Secondly, as illustrated in Figure 3, a model of safety culture elements that consists of just culture, 
reporting culture, informed culture, learning culture and flexible culture: 
 
 
 
 


 
 


Figure 3 – A second Safety Culture Model 
 
Safety Culture 


(elements) 
Description Explanation 


Just Culture An atmosphere of trust in which people 
are encouraged to provide essential 
aviation safety-related information. 
Errors and unsafe acts will not be 
punished if the error was unintentional. 
However, those who act recklessly or 
take deliberate and unjustifiable risks will 


An informed culture relies on a reporting 
culture which in turn relies on a just 
culture. Employees must clearly 
understand and recognise that it is 
unacceptable to punish all errors and 
unsafe acts regardless of their origins and 
circumstances while it is equally 
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Safety Culture 


(elements) 
Description Explanation 


still be subject to disciplinary action. unacceptable to give blanket immunity 
from sanctions to all actions that could, 
or did, contribute to organizational 
situations that could, or did, contribute to 
aviation incidents or accidents. A 
prerequisite for delivering a just culture is 
an agreed set of principles for the 
difference between acceptable and 
unacceptable actions and behaviour. 


Reporting 
Culture 


Managers and personnel freely share 
critical safety information without the 
threat of punitive action. Cultivating an 
atmosphere where people have 
confidence to report aviation safety 
concerns without fear of blame. 
Employees must know that 
confidentiality will be maintained and 
that the information they submit will be 
acted upon, otherwise they will decide 
that there is no benefit in reporting. 


The issue is not whether the organization 
has a reporting system as such; it is 
whether, as a matter of practice, errors, 
near misses, hazards and risks are 
reported. A reporting culture depends, in 
turn, on how the organization handles 
blame and punishment. If blame is the 
routine response to error, then reports 
will not be forthcoming. If, on the other 
hand, blame is reserved for truly 
egregious behaviour, involving 
recklessness or malice, reporting in 
general will not be discouraged. 


Informed culture Those who manage the aviation operation 
or product have current knowledge about 
the human, technical, organizational and 
environmental factors that determine the 
safety of the operation or product as a 
whole. The organization collects and 
analyses relevant data, and actively 
disseminates safety information. 


Management fosters a culture where 
people understand the hazards and risks 
inherent in their areas of operation or 
product. Personnel are provided with the 
necessary knowledge, skills and job 
experience to manage aviation safety 
within their sector of aviation, and they 
are encouraged to identify the threats to 
aviation safety and to seek the changes 
necessary to overcome them. An 
informed culture relies on having a strong 
reporting culture. 


Learning Culture An organization must possess the 
willingness and the competence to draw 
the right conclusions from its safety 
information and have the will to 
implement major reforms. The 
organization is able to learn from its 
mistakes and make changes. It will also 
ensure that people understand the SMS 
processes at an appropriate personal 
level. 


Reports are only effective if an 
organization learns from them. Learning 
will occur from both reactive and 
proactive safety assessments and is 
promoted as an inherent organizational 
willingness to adapt and improve. 


Flexible Culture A culture in which an organization is able 
to reconfigure itself in the face of high 
tempo operations or certain kinds of 
danger. The organization and the people 
in it are capable of adapting effectively to 


A culture of safety is flexible, in the 
sense that decision making processes 
vary, depending on the urgency of the 
decision and the expertise of the people 
involved. 
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Safety Culture 
(elements) 


Description Explanation 


changing demands. 
 
 


4. Safety Culture Maturity 
 
Safety culture can be described by levels of maturity which in turn can describe if an organization has an 
improving or positive safety culture. One example uses five levels, see Figure 4, to describe the maturity 
of the safety culture present in an organization (other maturity models are available): 
 


 
Figure 4 – One Example of Safety Culture Maturity Levels 


 
A pathological culture is a safety culture which is the least evolved; whereas a generative culture is the 
most mature. In terms of safety culture maturity an organization that considers it to be “pathological” 
should seek to improve immediately.  
 
 
In aspiring to a generative safety culture, if considered appropriate for the organization, it will be 
necessary to increase maturity through reactive, calculative and proactive safety maturity levels.  Each of 
these levels is described further: 
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Pathological Culture (also known as emerging culture) 
 
In a pathological safety culture, safety is defined in terms of technical and procedural solutions 
and compliance with regulations and is not seen as a key business risk. There is a “who cares” 
approach to safety with many accidents seen as either “not going to happen to them” or as an 
unavoidable part of the job. Most frontline staff are uninterested in safety and may only use safety 
as the basis for other arguments (e.g. a change in shift patterns). 
 
Reactive Culture (also known as managing) 
 
In a reactive safety culture, safety is generally regarded as a burden that is imposed from 
Authorities, regulations or the general public. Safety is taken into account to meet the 
requirements imposed by the regulations. Action is taken only to satisfy the law, or after a safety 
occurrence, in which case it mainly consists of identifying and punishing the directly responsible 
person(s). Only in case of severe safety occurrences, it becomes a topic of communication and 
measures are taken to prevent recurrence. There is only willingness to take action against an 
existing safety risk when it is too late. Behaviour is barely influenced by safety considerations. 
Unsafe behaviour to the benefit of other interests is allowed. 
 
Calculative Culture (also known as involving) 
 
In a calculative safety culture, safety is taken into account in management’s decision making, but 
in itself safety is not a core value. Action is only taken after a safety occurrence, and next to 
identifying directly responsible person(s), it also aims at investigating the organizational 
processes that might have played a role. A safety reporting system is installed to meet legal 
requirements, and is only used for gathering information in the aftermath of safety problems. 
There is a general awareness of the safety risks induced by its operations, and the organization is 
willing to take measures if these become too large. The behaviour of the workforce is influenced, 
amongst others, by safety considerations. There are situations in which unsafe behaviour in the 
benefit of other interests is allowed, but in general there is a mutual expectation of safe behaviour. 
 
Proactive Culture (also known as cooperating) 
 
In a proactive safety culture, safety is considered as a priority. Safety is a core value of the 
organization and plays an important role in decision making at management level as well as in 
day-to-day operations. The safety reporting system is not only used for detecting severe safety 
issues, but also for issues with less or no impact on safety. Safety reports only have consequences 
for the direct responsible(s) if there appear to be intentional actions or negligence. The operations 
are regularly assessed on their level of safety, and safety measures are thoroughly evaluated after 
implementation. After a safety occurrence, the first concern of management is to prevent 
recurrence. Consideration is given not only to the individual but also to organizational factors. 
There is a general awareness of the safety risks induced by the operation, and action is taken to 
reduce them as much as possible. 
 
Generative Culture (also known as continually improving) 
 
In a generative safety culture organizations set very high standards and attempt to exceed them. 
They use failure to improve, not to blame. Management knows what is really going on, because 
the workforce tells them. People are trying to be as informed as possible, because it prepares them 
for the unexpected. This state of "chronic unease" reflects a belief that despite all efforts, errors 
will occur and that even minor problems can quickly escalate into system-threatening failures. An 
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organization at the generative level will tend to be characterised by a need to seek further 
improvement even in the absence of incidents. A full range of indicators will be used, however, 
safety is not driven by numbers, but by a core value that safety is an integral part of the operation. 
Safety improvement is seen as an investment, not a cost. Typically, employees will feel 
comfortable and safe in airing issues and will have an almost absolute confidence and trust in 
their management team. 


 
The collaborative nature of aviation activities and their complexity, procedures and data mean that most 
parts of an organization are related in some way or another to delivering safe outcomes. Safety culture 
should be meaningful to most individuals within an organization as it influences how people think; how 
people talk and how people act. Safety culture can be observed in all aspects of organizations activities: 
procedures, processes, documents, ideas, principles, rationale, goals, targets, behaviours, anecdotes and 
conversations. 
 


5. Safety Culture and National Culture 
 
National culture differentiates the characteristics of particular nations, including the role of the individual 
within society, the manner in which authority is distributed, and national priorities with respect to 
resources, accountabilities, morality, objectives and different legal systems. From a safety management 
perspective, national culture influences the organizational culture and plays a large part in determining 
the nature and scope of regulatory enforcement policies, including the relationship between regulatory 
authority personnel and industry personnel, and the extent to which safety-related information is 
protected. 
 
Organizational culture may therefore be significantly affected by the national cultures present among the 
members of its workforce. 
 
When applying a safety management programme, managers should closely assess and consider the 
differences in the national cultures of their personnel. For instance, safety risk perceptions can differ 
greatly between different national cultures. Safety-related aspects, including communication and 
leadership styles as well as the interaction between supervisors and subordinates, may need to reflect a 
multicultural workforce. 
 


6. Safety Culture, Safety Reporting and a Just culture 
 
Reporting culture emerges from personnel beliefs about, and attitudes toward, the benefits and 
disadvantages associated with reporting systems and the ultimate effect on their acceptance or utilization 
of such systems. It is greatly influenced by organizational, professional and national cultures and is one 
means for judging the effectiveness of a safety system. A positive reporting culture aims to differentiate 
between intentional and unintentional deviations and determine the best course of action for both the 
organization as a whole and the individuals directly involved. 
 
The success of a reporting system depends upon the continuous flow of information from front-line 
personnel and the feedback to the front-line personnel. Policies that distinguish wilful acts of misconduct 
from inadvertent errors are essential to assure the effective reporting of systemic safety deficiencies. A 
culture that fails to distinguish unintentional errors/mistakes from acts of wilful misconduct will inhibit 
the reporting process. If personnel avoid reporting for fear of punishment, management does not gain 
important safety information. 
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Overall, personnel must believe that they will be supported in any reports made by them in the interests 
of safety (including personal mistakes) but individuals should understand that intentional unilateral 
breaches of safety policy by them will not be accepted. A voluntary reporting system should be operated 
in accordance with appropriate non-punitive policies and, where practical, be confidential. Employees 
reporting anonymously is often a sign that while employees want to identify potential hazards they are 
yet to feel confidence in the confidentiality of the reporting system and the safety culture of the 
organization. An increase in confidential reports and a reduction in anonymous reports is usually a sign 
that the organization is making progress towards a more positive safety culture. The system should also 
provide feedback to personnel for the reports received. This requires secure and easy access to safety 
reporting systems, active safety data collection and analysis and management taking appropriate action 
and a means for communication feedback. 
 
Safety information should be collected solely for the improvement of aviation safety, and information 
protection is essential in ensuring the continued availability of information. This may be realized through 
a safety reporting system that is confidential, voluntary and non-punitive. The benefits are twofold. Often 
personnel are the closest to safety hazards, so the reporting system enables them to actively identify these 
hazards. At the same time, management is able to gather important safety hazard information and also 
build trust with personnel. 
 
Once the data have been collected and stored, that information must be processed in order to substantiate 
the implementation of appropriate actions that should be communicated to front-line personnel in a 
timely manner. 
 


7. Promotion and assessment of a safety culture 
 
The promotion of the safety culture starts at the top of the organization with visible safety leadership 
from the Accountable Executive. It is communicated through the safety policy and through training and 
other promotional material. It needs constant reinforcement so it becomes the way the organization does 
business. The promotion of a safety culture must be positively reinforced by everyone in the 
organization, including the accountable executive, who initially sets and actively promotes that culture. 
 
The effectiveness of a safety culture can be assessed and monitored through the use of tangible metrics. 
Most organizations are in a position to introduce tools or surveys to carry out an internal safety culture 
assessment. Concurrently, industry organizations and/or regulators may consider developing promotional 
schemes (e.g. a safety culture award) to encourage service providers to participate in a voluntary 
assessment of their organizations. The parameters to be assessed in an assessment should include 
organizational factors and outcomes that are beyond conventional regulatory requirements, but which are 
nevertheless pertinent to an organization’s safety culture, and therefore have an impact on its safety 
performance. This is the main purpose of an assessment. It serves to supplement traditional regulatory 
oversight by addressing organizational factors (latent conditions) that are otherwise beyond regulatory 
oversight. 
 
Dependent upon the maturity of the service provider’s safety culture there are means by which the 
service provider can assess the effectiveness of their safety culture (self or independent assessment) as 
well as drivers for the assessment (improvement or management of change): 
 


Self-Assessment: The safety culture of an organization could be estimated through simple web-based 
self-assessment questionnaire. These questionnaires could include questions relating to their 
management commitment to safety with regard to the language of managers, their behaviour 
with regard to safety and service delivery and their responsibilities to safety issues. It could also 
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include information relating to the organization’s successful provision of resources in terms of 
facilities, people and training. 


 
Independent Assessment: The safety culture of an organization may be assessed independently 


through a combination of questionnaires, interviews and workshops against a model of good 
safety culture. These safety culture elements may include the assessment of individual 
responsibilities and the degree to which operational staff and managers are willing and able to 
intervene or challenge their colleagues. It may also include evaluation of individuals at all levels 
within the organization regarding risk assessment and mitigation. This element may assess the 
degree to which the organization shares safety related information throughout its workforce. 
The sharing of information extends to the support within and between teams to enhance team 
working. 


 
Improvement: Action plans can be developed to reinforce and strengthen areas of organizational 


behaviours which underpin safety culture. The significance of key aspect of organizational 
behaviour to safety culture can be promoted at an individual, team and organizational level. 
Comparison to baseline data on safety culture can be used to assess progress. The capacity of 
the organization to understand and learn from incidents is also part of this improvement. The 
effectiveness and timeliness of feedback on observations and investigations is also important, as 
is the organization’s response to those involved in incidents. 


 
Management of Change: Staff concerns about such issues as increased workload, job security and 


increased training requirements are associated with significant change in an organization. This 
can have a negative impact on safety culture. The impact of significant change on safety culture 
can be monitored and tracked more closely during periods of change to ensure that a positive 
safety culture is maintained. The degree to which staff feels involved in the development and 
evaluation of change in operations and their understanding of their role in these changes is also 
extremely important. 


 
It should be noted that safety culture can vary across an organization between differing departments and 
across different locations. The safety culture assessment results may help to identify these differences and 
actions to improve the safety culture may be required across different parts of the organization. 
 


— — — — — — — — 
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REUSE OF EXISTING SAFETY CULTURE MATERIAL FROM ICAO SMM EDITION 3 


 
The following text on safety culture is sourced from ICAO SMM Edition 3 and the text which is reused 
in the proposed safety culture material for new Chapter 3 of ICAO SMM Edition 4 is highlighted below. 
Whilst a significant amount of the reused text has been copied verbatim it has been necessary to amend 
some of the text in order to reflect the style and readability of the new material as proposed for new 
ICAO SMM Chapter 3. 
 


2.6 SAFETY CULTURE 
 
2.6.1 Culture is characterized by the beliefs, values, biases and their resultant behaviour that are shared by 
members of a society, group or organization. An understanding of these cultural components, and the 
interaction between them, is important to safety management. The three most influential cultural 
components are organizational, professional and national cultures. A reporting culture is a key component 
of these different cultures. The mix of cultural components may vary greatly among organizations and can 
negatively influence effective hazard reporting, collaborative root-cause analysis and acceptable risk 
mitigation. Continuous improvement in safety performance is possible when safety becomes a value 
within an organization as well as a priority at the national or professional level. 
 
2.6.2 A safety culture encompasses the commonly held perceptions and beliefs of an organization’s 
members pertaining to the public’s safety and can be a determinant of the behaviour of the members. A 
healthy safety culture relies on a high degree of trust and respect between personnel and management and 
must therefore be created and supported at the senior management level. 
 
2.6.3 A healthy safety culture actively seeks improvements, vigilantly remains aware of hazards and 
utilizes systems and tools for continuous monitoring, analysis and investigation. It must exist in State 
aviation organizations as well as in product and service provider organizations. Other characteristics of a 
healthy safety culture include a shared commitment by personnel and management to personal safety 
responsibilities, confidence in the safety system, and a documented set of rules and policies. The ultimate 
responsibility for the establishment and adherence to sound safety practices rests with the management of 
the organization. A safety culture cannot be effective unless it is embedded within an organization’s own 
culture. 
 
2.6.4 Organizational culture refers to the characteristics and safety perceptions among members 
interacting within a particular entity. Organizational value systems include prioritization or balancing 
policies covering areas such as productivity versus quality, safety versus efficiency, financial versus 
technical, professional versus academic, and enforcement versus corrective action. 
 
2.6.5 The greatest potential for the creation and maintenance of an effective, self-sustaining culture for the 
management of safety is at the organizational level. The organization is a major determinant of the 
behaviour in which persons will engage while performing management or operational activities during the 
delivery or oversight of aviation activities. Organizational culture sets the boundaries for accepted 
executive and operational performance by establishing the norms and limits. Thus, organizational culture 
provides a cornerstone for managerial and employee decision making. 
 
2.6.6 Organizational culture has the potential to affect the following: 
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a) interactions between senior and junior members of a group; 
 
b) interactions between industry and regulatory authority personnel; 
 
c) the degree to which information is shared internally and with the regulatory authorities; 
 
d) the prevalence of teamwork in the regulatory authority or industry organization; 
 
e) reactions of personnel under demanding operational conditions; 
 
f) the acceptance and utilization of particular technologies; and 
 
g) the tendency to take punitive measures in reaction to operational errors within a product or 
service provider or by the regulatory authorities. 


 
2.6.7 Organizational culture is also affected by factors such as: 


 
a) business policies and procedures; 
 
b) supervisory behaviour and practices; 
 
c) safety improvement goals as well as minimum tolerance levels; 
 
d) management’s attitude toward quality or safety issues; 
 
e) employee training and motivation; 
 
f) the relationship between the regulatory authorities and product and service providers; and 
 
g) policies on work/life balance. 
 


2.6.8 The way in which management deals with day-to-day safety issues is also fundamental to improving 
organizational culture. Collaborative interaction between front-line personnel and their safety and quality 
counterparts, as well as the representatives of the regulatory authority, is indicative of a positive 
organizational culture. This relationship should be characterized by professional courtesy, while 
maintaining respective roles as necessary to ensure objectivity or accountability. 
 
2.6.9 An effective way to promote safe operations is to ensure that an organization has developed an 
environment where all staff feel responsible for safety. This becomes evident when staff consider the 
impact on safety in everything they do, report all hazards, errors and threats and support the identification 
and management of all their associated risks. In addition, management must create an environment in 
which personnel are aware of safety risks, are given sufficient systems to protect themselves and are 
assured protection when they divulge safety information through the safety reporting system. An effective 
safety culture serves as a method to synchronize diverse national and professional cultures within the 
context of the organization. 
 
2.6.10 Professional culture differentiates the characteristics of particular professional groups (i.e. the 
characteristic behaviour of pilots vis-à-vis that of air traffic controllers, civil aviation authority personnel 
or maintenance engineers). Through personnel selection, education, training, on-the-job experience and 
peer pressure, etc., professionals tend to adopt the value system and develop behaviour patterns consistent 
with their peers or predecessors. An effective professional culture reflects the ability of professional 
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groups to differentiate between safety performance issues and contractual or industrial issues. A healthy 
professional culture may be characterized as the ability for all professional groups within the organization 
to collaboratively address safety performance issues. 
 
2.6.11 National culture differentiates the characteristics of particular nations, including the role of the 
individual within society, the manner in which authority is distributed, and national priorities with respect 
to resources, accountabilities, morality, objectives and different legal systems. From a safety management 
perspective, national culture plays a large part in determining the nature and scope of regulatory 
enforcement policies, including the relationship between regulatory authority personnel and industry 
personnel, and the extent to which safety-related information is protected. 
 
2.6.12 National culture forms an intrinsic component of personal beliefs that inherently shapes the safety 
perspectives of individuals prior to their membership within an organization. Organizational culture may 
therefore be significantly affected by the national cultures present among the members of its workforce. 
 
2.6.13 When applying a safety management programme, managers should closely assess and consider the 
differences in the national cultures of their personnel. For instance, safety risk perceptions can differ 
greatly between different national cultures. Safety-related aspects, including communication and 
leadership styles as well as the interaction between supervisors and subordinates, may need to 
accommodate a multicultural workforce. 
 
2.6.14 Reporting culture emerges from personnel beliefs about and attitudes toward the benefits and 
potential detriments associated with reporting systems and the ultimate effect on their acceptance or 
utilization of such systems. It is greatly influenced by organizational, professional and national cultures 
and is one criterion for judging the effectiveness of a safety system. A healthy reporting culture aims to 
differentiate between intentional and unintentional deviations and determine the best course of action for 
both the organization as a whole and the individuals directly involved. 
 
2.6.15 The success of a reporting system depends upon the continuous flow of information from front-line 
personnel. Policies that distinguish wilful acts of misconduct from inadvertent errors, providing for an 
appropriate punitive or non-punitive response, are essential to assure the effective reporting of systemic 
safety deficiencies. Not only is an “absolute no blame” culture unreasonable, it is not even feasible. While 
management gains safety information, the system will be ineffective if it interferes with appropriate 
punitive actions. Conversely, a culture that fails to distinguish unintentional errors/mistakes from acts of 
wilful misconduct will inhibit the reporting process. If personnel avoid reporting for fear of punishment, 
management does not gain important safety information. 
 
2.6.16 Overall, personnel must believe that they will be supported in any decisions made in the interest of 
safety but must also understand that intentional breaches of safety policy will not be tolerated. Therefore, 
a voluntary reporting system should be confidential and operated in accordance with appropriate non-
punitive policies. The system should also provide feedback to personnel on safety improvements achieved 
as a result of the reports received. This objective requires secure and easy access to safety reporting 
systems, active safety data collection and management’s proactive treatment of the data. 
 
2.6.17 Safety information should be collected solely for the improvement of aviation safety, and 
information protection is essential in ensuring the continued availability of information. This may be 
realized through a safety reporting system that is confidential, voluntary and non-punitive. The benefits 
are twofold. Often personnel are the closest to safety hazards, so the reporting system enables them to 
actively identify these hazards. At the same time, management is able to gather pertinent safety hazard 
information and also build trust with personnel. 
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2.6.18 Once the data have been collected and stored, that information must be processed in order to 
substantiate the implementation of appropriate actions that should be communicated to front-line 
personnel in a timely manner. 
 


Promotion and assessment of a safety culture 
 
2.6.19 The effectiveness of a safety culture can indeed be measured and monitored through the use of 
tangible metrics. In a mature safety culture environment, it can be anticipated that organizations may be in 
a position to introduce a mechanism to conduct an internal organization safety culture (OSC) assessment. 
Such an assessment may be further enhanced using the more technically involved and sector-specific 
organization risk profile (ORP) assessment. Concurrently, industry organizations and/or regulators may 
consider developing promotional schemes (e.g. a safety 
culture award) to encourage product and service providers to participate in a voluntary OSC/ORP 
assessment of their organizations. The parameters to be assessed in an OSC/ORP assessment should 
include organizational factors and outcomes that are beyond conventional regulatory requirements, but 
which are nevertheless pertinent to an organization’s safety culture, and therefore have an impact on its 
safety performance. This is the main purpose of an OSC/ORP assessment. It serves to supplement 
traditional regulatory oversight by addressing organizational factors (latent conditions) that are otherwise 
beyond regulatory purview. An OSC assessment checklist would tend to be more generic in content while 
an ORP checklist would be more customized to the nature of the organization’s operations. An illustration 
of a possible sector-specific OSC/ORP assessment checklist is provided in Appendix 1. 
 


— END — 
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Report on EASA Performance Base Regulations WG 


  


Summary: 


 
The promotion of safety management principles at all levels (EASP/SSP and SMS) calls for an 


evolution in regulatory approach typically referred to as ‘Performance Based Regulation’, with the 


goal to better focus on critical safety outcomes and increase regulatory efficiency.  


 


Performance based rules are claimed to be more efficient than prescriptive rules, however, their 


implementation shall be carefully assessed, considering the issue to be addressed, which may be 


related to safety, efficiency, level playing field or environmental protection.  


 


The advantages and drawbacks of different types of rules, in particular in relation to how they can 


be overseen, their effects on international harmonisation and the level playing field, need to be 


considered.  


 
This paper proposes the main elements to serve as a basis for defining an EASA Performance Based 


Regulations Policy.    
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1. Introduction 


The EASA Working Group ‘Performance Based Regulations’ (hereafter referred to as ‘PBR WG’) was 


tasked to elaborate a proposal for an Agency’s regulatory policy in support of safety management and 


specifically addressing issues related to regulatory design. Four meetings were held between February 


and May 2015. 


The feasibility and possible options for the introduction of a Safety Performance Scheme (SPS) with 


safety performance indicators and targets (such as the ATM/ANS performance scheme) covering all 


aviation domains being the subject of a study launched by the European Commission, this topic has 


not been addressed by the WG. 1 


The PBR WG took due account of the comment analysis following A-NPA 2014-12 consultation related 


to ‘Reinforcing the performance-based approach’. In relation to the introduction of a performance 


based approach a significant number of comments highlight the prerequisites for effective 


implementation of PBR as follows:  


- the implementation of Safety Management Systems (SMSs) across all domains, based on 


common SMS design standards, supported by an effective Just Culture environment; and  


- a mature European aviation regulatory system, including effective management systems for 


authorities as well as a mature oversight capabilities and safety culture throughout the system;  


- the consideration that the prescriptive rules should be kept as a foundation of the system and 


only be complemented by PBR; 


- a clear preference for user friendly and simple prescriptive rules for certain domains (General 


Aviation).  


The benefits of Performance Based Regulations are threefold: 


• Resilience, 


• Flexibility, 


• Safety Management. 


Resilience: 


Stability of rules is an important aspect of regulatory design at times where changes are 


accelerating. The increased complexity in operations and aviation activities, the emergence of 


new business models, fast and proliferating technologic development require a regulatory 


framework capable of anticipating and self-adapting to changes.  


Flexibility: 


By focussing on safety outcomes, performance based rules are often claimed to be more 


efficient than prescriptive rules and are promoted as providing flexibility and encouraging 


innovation by not restricting a priori the means to control specific risks.  


Safety management  


By providing a flexible implementation framework, performance based rules allow organisations 


to better allocate resources to critical safety areas identified under their SMS and the SSP.  


                                                 
1  The group reviewed the final draft report and found that it did not provide sufficient insights into aspects of   


   and decision making with regards to regulatory design. 
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2. DRAFT PBR POLICY : 


One of EASA’s high level objectives is to promote a consistent, performance based approach to safety 


management across the whole aviation system by articulating the European Aviation Safety 


Programme along the three pillars of Safety Management, namely Regulations, Oversight and Safety 


Promotion. 


To support the evolution towards a performance based approach to managing aviation safety EASA 


issued a paper laying down general principles and key concepts for ensuring a harmonised European 


approach in that area (ref. A Harmonised European Approach to a Performance-Based Environment 


(PBE)).  


 


2.1 TERMINOLOGY 


Prescriptive rule: A rule which specifies what needs to be done and how. 


Performance based rule: A rule which specifies what the outcome should be instead of how to achieve 


the outcome. 


 ‘Performance based rules’ come in different shapes and variants, which can generally be associated 


with one of the below categories:  


 


Objective based rule: only the objective is defined, not the means to achieve it. 


Example:  “Records must be stored in a manner that ensures preservation and traceability 


throughout the entire lifecycle.” 


 


Process based rules: specific organisational requirements and/or processes are prescribed as 


enablers of a desired outcome.  


Example: “The operator shall establish, implement and maintain a management system that 


includes the identification of aviation safety hazards entailed by the activities of the operator, their 


evaluation and the management of associated risks, including taking actions to mitigate the risk and 


verify their effectiveness.” 


 


Performance-standard based rules: a set of performance metrics (quantitative and qualitative) is 


defined based on which to determine whether a system is operating in accordance with expectations 


Example: “ATM performance scheme 2. Performance targets at national and/or functional airspace 


block level: Capacity — minutes of en-route Air Traffic Flow Management delay per flight.” 
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2.2  POLICY ELEMENTS:  


 


1. The introduction of performance based elements in regulations shall be gradual and be part of 


the overall change management process to implement safety management policies and processes 


in accordance with ICAO Annex 19.  


2. Any new rules with a medium or low safety criticality should preferably be proposed in the form 


of objective based IRs with corresponding AMC and supported by GM, where relevant.  


3. For each Implementing Rule the objective shall be clearly spelled out, whether the option is to 


issue a prescriptive or a performance based rule.  


4. Combinations of prescriptive and performance based elements shall be determined depending 


on context and domain.  Inclusion of prescriptive elements shall be balanced with the need to 


ensure resilience of Implementing Rules.   


5. As far as practicable objective based Implementing Rules shall be issued with associated AMCs or 


CS to enable competent authorities to establish compliance as part of their oversight and to assess 


alternative means of compliance.  


6. The introduction of process based rules shall be supported by agreed oversight methodologies 


(AMCs and guidance material) for the assessment of process effectiveness and related outcomes.  


7. Where feasible, performance-standard based rules with common performance indicators and 


targets may complement, rather than replace prescriptive, process-based or objective-based 


rules. 


8. International harmonisation and mutual recognition are important elements to consider when 


determining the level of prescription or the balance between prescription and performance 


elements for a given problem.  


9. As part of the new Rulemaking Process, the determination of prescriptive and performance based 


elements shall be supported by a dedicated impact assessment considering: 


o safety criticality of non-compliance  


o impact on international harmonisation and mutual recognition 


o efficiency 


o proportionality & flexibility 


o risk management capability of regulated entities – applicability of EASA management 


system requirements/ SMS in the area under consideration.   


10. The established safety criticality of existing implementing rules shall be monitored through ex-


post evaluation where relevant.   
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Annex 


WG Tasking and work report 
 


The EASA Working Group ‘Performance Based Regulations’ (hereafter referred to as ‘PBR WG’) was 


tasked to elaborate a proposal on the Agency’s regulatory policy in support of safety management and 


specifically addressing issues related to regulatory design.  


 


The policy is sought to set clear criteria for the Agency’s rulemaking process focussing on aspects of 


regulatory design, and what changes and general principles to apply to meet the expectations of a 


performance based approach to managing aviation safety. The policy is not intended to override the 


principles of a regulatory impact assessment to be performed case by case. In the context of addressing 


regulatory design for effective safety management it is important to highlight that not all safety actions 


of the regulator necessarily take the form of regulations. In a performance-based environment, non-


regulatory instruments such as safety promotion, safety communication, training etc.. as an alternative 


or a complement to aviation safety regulations will play a more prominent role.  


 


The PBR WG, led by SM.2, included the EASA Safety Performance Expert, representatives of the 


rulemaking and standardisation functions within airworthiness (initial and continuing), air operations, 


aircrew, aerodromes and ATM/ANS, as well as of the Agency’s Legal department. Four meetings were 


held between February and May 2015.  


 


The PBR WG identified and discussed the suitability, feasibility and pros and cons of different options 


within a spectrum of regulatory tools ranging from fully prescriptive to fully performance standard 


based rules. This was supported by a review of relevant literature (cf. Appendix 1) . The result of this 


assessment is included in Appendix 2. The feasibility and possible options for the introduction of a 


Safety Performance Scheme (SPS) with safety indicators and targets (such as the ATM/ANS 


performance scheme) covering all aviation domains being the subject of a study launched by the 


European Commission, this topic has not been addressed by the WG. 2 


 


The PBR WG further considered the two levels of regulated entities, competent authorities and 


industry (persons and organisations) respectively within the EU/EASA system. While the PBR policy 


should equally apply to both those levels3, it is more relevant to industry.  


 


The issue of performance based regulatory design is intrinsically linked with that of how regulations 


are overseen in the field, in particular in relation to the expertise, competence and skills of oversight 


staff to establish compliance and assess safety outcomes. While the WG took note of the on-going 


work led by EASA Flight Standards (FS.5) in the area of Risk- and Performance Based Oversight 


(RBO/PBO), no specific recommendations could be considered for this policy proposal.  


 


Effective regulatory design further depends on elements such as effective stakeholder consultation, 


logical rule structure, use of clear, plain language, consistency in terminology, accessibility, 


                                                 
2   The group reviewed the final draft report and found that it did not provide sufficient insights into aspects of   


    and decision making with regards to regulatory design. 


3   This is in line with the  outcome of the consultation on A-NPA 2014-12, the adoption of a more performance based 


approach to standardisation has been suggested as one of the priorities for the future EASA system.  
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comprehensiveness,  traceability etc….. The PBR WG coordinated its work with the Agency WG 


responsible for the review of the rulemaking process, to ensure that both initiatives are mutually 


supportive.   


The PBR WG took due account of the comment analysis following A-NPA 2014-12 consultation related 


to ‘Reinforcing the performance-based approach’. In relation to the introduction of a performance 


based approach a significant number of comments highlight the prerequisites for effective 


implementation of PBR as follows:  


- the implementation of Safety Management Systems (SMSs) across all domains, based on 


common SMS design standards, supported by an effective just culture environment; and  


 


- a mature European aviation regulatory system, including effective management systems for 


authorities as well as a mature oversight capabilities and safety culture throughout the 


system.  


 


Moreover, commenters recommend a progressive and proportionate approach by gradual transition 


towards PBR. A number of stakeholders caution that the implementation of PBR will be more resource-


intensive and will negatively affect safety, international harmonisation and level playing field.  The 


majority of commenters stress that the prescriptive rule system should be kept and only be 


complemented by PBR. Some are of the opinion that for certain organisations, like new market 


entrants, small or less mature organisations (with or without effective SMS), mainly prescriptive rules 


should apply.  Some stakeholders (e.g. General Aviation) expressed a clear preference for  prescriptive 


rules over process- or performance based rules, due to concerns about equity and fairness (the 


assessment of organisations’ safety & risk management capabilities will be more challenging and 


supposedly less objective) and the burden of having to locally define detailed means of compliance or 


performance standards for reaching the safety objective or target defined by the rule.  


Finally, the issue of ‘Performance Based Regulations’ was also discussed with EASA’s main counterparts 


through the Safety Management International Collaboration Group (SMICG) at the opportunity of the 


last two Steering Committee meetings; however, no recent initiatives in this area could be identified.   


PBR Policy -  Background:  


 


An important aspect of regulatory design is to ensure resilience of rules at times where progress in 


digital communications, computer science and other disciplines open the way to an innumerable 


number of technical alternatives and the number of available choices tends to proliferate, with ever 


increasing complexity (technical and organisational, e.g. new business models) and density of air 


operations. Therefore, essential safety elements are generally defined at the level of Implementing 


Rules, while non-essential implementation aspects should be included as AMC or GM. The increased 


complexity in operations and aviation activities, with multiple interactions between the elements of 


the system, requires authorities and organisations to implement effective management systems. 


 


It is widely recognised that prescriptive rules are appropriate to address risks that are well known and 


which call for a common response. These ‘command and control’ type of rules represent the traditional 


way of regulating that contributed to achieving the significant improvements in aviation safety we have 


experienced over the last decades, where  accidents and occurrences were to a large extent the result 


of some “common causes”.  
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Although it cannot be assumed that all common cause hazards have been or even can be ultimately 


addressed, it is widely accepted that fewer accidents will be related to broadly distributed exposure 


factors; accidents and incidents will typically become more “random” in terms of causation, with 


causes becoming more specific and unique to given operators, aircraft, events, regions, etc. …. To 


address these random causes, a proactive approach is required that will rely on organisational 


capability to effectively manage risks, stemming both from common cause hazards or random causes.  


 


The promotion of organisational capability to manage risks at all levels and in particular to effectively 


control both common and random cause type of risks call for a different regulatory approach typically 


referred to as ‘Performance Based Regulation’ focussing on safety outcomes. Performance based rules 


are often claimed to be more efficient than prescriptive rules in areas with multiple risk sources. They 


are also promoted as providing flexibility, allowing better allocation of resources and encouraging 


innovation by not restricting a priori the means to control specific risks or to reach specific regulatory 


objectives.   


 


Performance based rules may come in different forms. They may consist of very loosely defined 


objectives, targets or ultimate goals or very narrowly defined and specific objectives that support the 


ultimate goal, mostly related to safety. Under the broad designation ‘Performance based rules’ the 


PBR WG identified the following types that are representative of the ‘new style’, encouraged by a 


number of regulatory reformers:  


 


• Objective based rules: only the safety objective is defined, where such objective does 


not necessarily need to be primarily related to safety. Objective based rules are 


expected to provide flexibility and increase ‘resilience’ of regulatory material in times of 


rapid technological changes and evolution in markets and business models.  


o Such objective based rules may or may not be complemented with specific AMCs or 


industry standards which may include ‘prescriptive’ elements, while allowing for 


alternative means.  


o Objective based rules may focus on providing flexibility with an equivalent level of 


safety and/or enhancing safety performance, while these goals may not always be 


linked. 


o Under objective based rules oversight tends to be based on published AMCs or 


industry standards that constitute a baseline, hence the risk to fall back into the 


prescriptive category with a tendency to generate a substantial body of detailed, 


prescriptive quasi regulation or standards.  


  


• Process based rules (a variant of objective based rules): specific systems and processes 


are prescribed to ensure proper functioning of the organisation. These allow redefining 


the relation with the oversight authority, e.g. to determine the ‘degree of freedom’ 


(level of authority involvement) allowed. SMS or quality system requirements are typical 


examples, they often take the form of organisational system and process requirements 


for identifying responsibilities and accountabilities, for hazard identification, risk 


assessment and mitigation, safety assurance, for qualification and training  etc….  
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o Process based rules allow regulated entities to define their own, unique 


“prescriptions” for the regulated processes, generally laid down in the form of 


organisational manuals and standard operating procedures.  


o Oversight of process-based rules significantly differs from oversight of prescriptive 


rules and requires analytical capabilities & skills to assess systems and processes in 


context.   


 


• Performance-standard based rules: These rules use a set of performance metrics 


(quantitative and qualitative) to determine whether a system is operating in accordance 


with expectations.  


o Imposing specific indicators and related performance targets is  the ‘purest’ 


form of performance -standards based rules. 


o In their ‘purest’ form such rules would be overseen merely by monitoring 


relevant performance indicators and checking for the achievement of target 


levels.  


o Information costs for the oversight of such rules are expected to be higher than 


with other types of rules as implementing a performance scheme would require 


extra resources and expertise, not only during transition. 


o Some caution should be applied to extensively relying upon performance 


targets and resource intensive data capture, analysis & reporting. The negative 


effects of ‘target culture’ in complex socio-technical systems are well 


documented (e.g. while individual targets may seem plausible on their own, 


pursuing them in isolation may result in unintended consequences). Also, a 


performance scheme with discrete indicators based on occurrence data may 


detract focus from an essential function of safety management, which is the 


identification of system vulnerabilities and emerging issues.    


 


Together with the traditional prescriptive rules, these categories make out the ‘regulatory toolbox’ 


from which to choose and determine the right balance between prescription and performance 


elements for a given issue.  


 


As a high level classification EASA rules can be divided into:  


 


o EASA Authority requirements applicable to Member States’ competent authorities and to 


EASA for those areas for which it is the competent authority;  


 


o EASA Organisation requirements applicable to regulated organisations (service providers in 


ICAO terminology).  


 


o EASA ‘Technical requirements’ on how to perform certain activities, including training syllabi 


and qualification standards for aviation personnel and complemented with certification 


specifications depending on the area.  
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While the PBR policy is proposed to equally apply to all three, it may be expected that depending on 


the area, some of the categories will be more prominent, e.g. process-based rules are more relevant 


in the area of EASA Authority- and Organisation requirements than in the area of technical 


requirements.  


 


Safety management and performance  


 


SMS and SSP lay the foundation for a performance based approach to the management of aviation 


safety, as they require EASA, Member States and organisations to foster organisational safety risk 


management capabilities and proactively manage safety with better focus on safety outcomes. 


Therefore, any evolutions in regulatory design must take due account of the maturity of European 


aviation system in terms of SMS & SSP/EASp implementation.  


 


What is more, the design of a regulation is only part of the ‘performance equation’: While a regulation 


may be written with the intent to promote innovation, drive performance, encourage flexibility, or 


minimise compliance costs, the reality of any type of regulation rests on how regulatory agents enforce 


the regulation and assess performance in the field.   


 


In particular: 


o reluctance to approving alternative means of compliance may cancel the effects of a flexible 


regulatory design.  


o Inability or lack of methodologies to assess the performance of systems and processes may  


not allow realising the full potential of SMS (organisational risk management capabilities).  


 


International harmonisation  


 


Regulations are not designed in isolation. International harmonisation and mutual recognition are 


important elements to consider when determining the level of prescription or the balance between 


prescriptive and performance elements for a given problem.  


 


Where relevant, the assessment of existing or future ICAO SARPs must feed into this determination. It 


is important to recognise that ICAO standards can generally be considered as minimum standards, as 


they are designed to fit the needs of all ICAO Contracting States. Whenever there is good reason EU 


rules may seek to provide for higher standards and therefore may go beyond ICAO standards. On the 


other hand, it is agreed that ICAO standards transposed in an EASA AMC as opposed to an IR  do not 


justify the need to notify a difference.   


 


In the area of product certification, manufacture and maintenance industry sets high expectations in 


ensuring equivalency between EU/EASA standards and those of our main counterparts (FAA, TCCA). In 


those areas the EASA rulemaking programming and task processing procedures already cater for a 


minimum level of coordination; however, the determination of the level of prescription or the correct 


mix between prescriptive and performance-based elements must take due account of equivalent 


regulations in place with our main counterparts. Depending on the area this may require an in-depth 


analysis.  
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Appendix 1 


 


Bibliographic references:  


“Process and performance based regulation: challenges for regulatory governance and regulatory 


Reform” 


Abstract – Author: Rex Deighton-Smith 


 


“Performance-Based Regulation and Regulatory Regimes” 


Peter J. May 


Center for American Politics and Public Policy - University of Washington (2003) 


 


“Performance-Based Regulation: Prospects and Limitations in Health, Safety, and Environmental 


Protection”  


Regulatory Policy Program Report No. RPP-03 (2002) - Harvard University, John F. Kennedy School of 


Government.  


Authors: Coglianese, Cary, Jennifer Nash, and Todd Olmstead 


 


“The Attractions of Risk-based Regulations – accounting for the emergence of risk ideas in 


regulation” 


Bridget M.Hutter -  London School of Economics and Political Science – March 2005 
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Appendix 2 – assessment of different regulatory options   


 
Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


Suitability and 


feasibility of each 


option 


• risks that are well 


known and which call 


for a common response 


– this requires detailed 


identification of all 


possible hazards and 


their contributing 


factors - all hazards are 


addressed at the same 


level, through 


prescriptive measures. 


• acceptance of the  


common response to 


the risk identified must 


be easy to obtain 


• the risk created by the 


derogation is acceptable 


/manageable  
 


• objectives that can be 


clearly formulated 


• consensus on what 


constitutes an acceptable 


means of compliance 


• agreed and controlled 


processes to approve 


altMOC (for example: 


ARX/ORX.GEN.120, CRI or 


DOARI) 


• consensus on which 


Industry standards are 


acceptable and 


continuous monitoring of 


the standard  


• agreed process to 


accept/monitor  industry 


standards 


 


 


• objectives that  can be 


clearly formulated  


• multiple risk sources 


and consequently a 


large array of possible 


risk controls (e.g. 


organisational changes) 


 


 


• multiple risk sources 


and consequently a 


large array of 


possible risk controls 


• outcomes that can be 


clearly formulated 


and measured  


• mature risk 


management 


capabilities / mature 


SMS/SSP 


• agreement on what 


constitutes 


representative  and 


pertinent Safety 


Performance 


Indicators (SPIs) , 


ability to derive 


common SPIs 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


NB: It may be expected 


that for those cases an 


ICAO standard exists 


and its implementation 


may be essential for 


safety and/or 


international 


harmonisation. 


 


 


• agreement on what is 


an acceptable level of 


safety / safety 


performance at 


organisation/sector/


national level 


COMPARATIVE ADVANTAGES 


Control & 


accountability  


• emphasises control  


 


• control and accountability 


in case of altMOC 


• emphasises 


accountability for 


results  


 


• emphasises 


accountability for 


results  


 


Accessibility,  


acceptability & 


dissemination 


• all rule material is 


available in all official EU 


languages  


 


• using industry standards 


should result  in  


stakeholders taking  


“ownership” of the 


regulation. 


better dissemination of 


lessons learned and best 


practice 


• all implementing rule 


material is available in all 


• all rule material is 


available in all official 


EU languages  


 


• all rule material is 


available in all official 


EU languages 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


official EU languages, 


while AMCs or industry 


standards are usually 


available only in English 


Clarity & 


predictability  


• High predictability of 


regulatory expectations  


 


• Predictability of 


regulatory expectations 


• Limited predictability of 


regulatory expectations 


• Limited predictability 


of regulatory 


expectations beyond 


the KPI focus area 


Legal certainty  & 


enforcement 


 


 


• strong legal certainty 


concerning application 


and enforcement  


• AMC compensates the 


potential lack of legal 


certainty for application 


and enforcement of the 


rule 


• AMCs provide a 


presumption of 


compliance and are 


binding on an individual 


basis   


• lack of legal certainty 


concerning the way to 


comply, may create 


confusion whether the 


regulated person 


complies with the 


objective. 


• enforcement is more 


challenging as the 


compliance with the 


rule is not a simple ‘yes 


or no’ answer. 


• lack of legal certainty 


concerning the way 


to comply, may 


create confusion 


whether the 


regulated person 


complies with the 


objective. 


 


• enforcement is more 


challenging as the 


compliance with the 


rule is not a simple 


‘yes or no’ answer.. 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


Consistency • High consistency in 


implementation  


 


• Consistency in 


implementation  


 


• Expected lower 


consistency in 


implementation due to 


different interpretations  


 


 


Flexibility • Only through 


derogations and BR 


Article 14 flexibility 


provisions  


• More flexibility through 


altMOC  


• Encourages innovation 


 


• provides maximum 


flexibility on means to 


comply 


• encourages innovation  


• encourages 


innovation  


 


Efficiency and 


effectiveness 


• ‘one size fits all’ 


approach  


• relying on industry 


standards may be more 


cost-effective than  


developing standards in-


house   


• some ‘learning 


potential’  for Safety 


Risk Management  by 


the authority and 


organisations  


• potential to ensure 


better cost-


effectiveness to reach 


regulatory objectives  


 


• ‘learning potential’  


for Safety Risk 


Management  by the 


authority and 


organisations  


• potential to ensure 


better cost-


effectiveness to 


reach regulatory 


objectives  


• potential to 


continually improve 


the level of safety 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


Reactivity 


(rulemaking 


process) 


• low: IR amendment 


process is very heavy. 


• regulatory expectations 


being  expressed mainly 


in form of AMCs ,  these 


can be adapted much 


faster than in the case of 


IR-   


• this allows making the IR 


more stable,  


• it also allows quicker 


reaction, through the 


AMC, to address safety 


issues related to novelties 


(emerging risks) 


 


• low: IR amendment 


process is very heavy. 


• Depending on how 


SPIs are mandated 


(IR, AMC) 


Justification of the 


rule (rulemaking 


process) 


• RIA is rather 


straightforward :  


minimum number of 


different options 


• RIA requires different 


options to determine the 


right IR/AMC balance and 


the scope and content of 


AMC  material and 


related impacts  


• In the case of generally 


accepted industry 


standards , safety , 


• rather complex RIA -  


while direct and indirect 


safety benefits may not 


be easy to establish in 


quantitative terms, 


industry may claim high 


implementation costs 


• complex RIA – while 


direct and indirect 


safety benefits may 


not be easy to 


establish in 


quantitative terms, 


industry may claim 


high implementation 


costs, in particular in 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


economic and social 


impacts would still need 


to be assessed 


 


relation to the 


obligation to collect 


data and report on 


SPIs.  


OVERSIGHT 


oversight focus • input (what you have in 


place, not how it 


performs) 


• input and process • system, process and 


outcome (qualitatively 


and quantitative) 


• effectiveness of SMS 


• outcome (mainly 


quantitative) 


oversight mainly 


through 


• audits and inspections 


(check-list type 


oversight) and direct 


verification of 


compliance 


 


• audits and assessment  


 


• audit and assessment of 


processes 


• system assessment and 


eventually SPI 


monitoring 


 


• SPI /Key Performance 


Indicator monitoring 


• SMS assessment, incl. 


audits of the process 


to collect data and to 


report 


 


oversight capability • biased towards 


monitoring adherence 


to rules that are easy to 


observe 


• requires different skills 


for inspectors – promotes 


a systemic view  


• more potential for  third 


party auditing (e.g. IAQG, 


ISO, IATA, IS-BAO) 


• requires different skills 


for inspectors -  


promotes a systemic 


view 


• more potential for of  


third party auditing (e.g. 


IAQG, ISO, IATA, IS-BAO) 


• requires system 


safety experts and 


safety analysts   


• biased towards 


monitoring what can 


be measured instead 


of what is important. 


DISADVANTAGES  FROM THE PERSPECTIVE OF REGULATED ENTITIES 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


flexibility • no flexibility / no 


proportionality – 


smaller, less complex 


entities will be 


confronted with the 


exact same 


requirements as large 


entities. 


• extensive and detailed 


AMCs in the form of 


technical standards bear 


the risk these will gain the 


status of quasi-regulation 


depending on how the 


competent authority will 


deal with alternatives  


 


• flexibility to develop 


their own AMC based 


on their experience 


• flexibility to develop 


their own AMC based 


on their experience 


Quality and 


accessibility of rules 


 • AMCs do not get the 


same scrutiny as IR 


material  


• AMCs and Industry 


Standards are only issued 


in English  


 


  


Compliance costs  • smaller entities may find 


it difficult to develop 


alternative means of 


compliance 


 


• regulated entities need 


to develop their own 


AMCs – creates costs – 


comparatively higher for 


small entities  


• ‘de-centralisation’ of 


activities means that 


• information costs for 


developing safety 


metrics  and 


measurement 


systems and for 


collecting data  







 EASA PBR WG  


Report on Performance Based Regulations 


 June 2015 


 


 


 


Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


lessons learned are less 


likely to be shared with 


all relevant entities. 


 


Standardisation  • findings are made 


against clear rules, 


‘black or white’ 


situation. 


• equity and fairness:  


different competent 


authorities may have 


different ‘standards’ for 


acceptance of alternative 


means of compliance and 


for  


applying enforcement 


measures   


 


• decreased predictability 


of regulatory 


expectations –  


• concerns about 


consistency, equity and 


fairness:  


competent authorities 


will have more 


‘discretion’ to interpret 


the objectives, decide 


which means of 


compliance are 


acceptable and  


apply enforcement 


measures   


 


• decreased 


predictability of 


regulatory 


expectations   


  


RISKS AND DISADVANTAGES FROM THE PERSPECTIVE OF THE REGULATOR 


Safety impact • does not allow proactive 


safety management  


  • limited incentives for 


regulated entities to 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


• limited incentives for 


regulated entities to go 


beyond compliance  


 


go beyond safety 


targets (ALOS) 


 


Risks • safety criticality of 


compliance findings may 


not be properly 


addressed 


 


• inability to assess 


alternative means of 


compliance  


• requires minimum 


performance criteria to 


be defined 


• may lead to lengthy 


discussions on what the 


performance  criteria 


should be rather than 


focusing on checking 


performance  


 


• de-regulation & 


regulatory ‘capture’ 


(influence and 


pressures from 


regulated persons) 


• potential for safety 


gaps depending on 


what safety metrics 


are chosen and how 


they are measured  


 


 


Impact on 


resources  


 • requires resources and 


competence to assess 


alternative means of 


compliance and industry 


standards, but overall it 


may be more cost-


effective   


• requires more resources 


and different 


competence to assess 


means of compliance 


developed by regulated 


entities (no ‘benchmark’ 


in form of an Agency 


• information costs  for 


developing safety 


metrics  and 


measurement 


systems 


• developing robust 


KPIs will be 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


 AMC or industry 


standard) 


 


extremely 


challenging, as will 


populating them with 


accurate data and 


continually evolving 


the KPIs to match the 


needs of the activity. 


 


 Industry standards   • as large organisations are 


generally better 


represented in Industry 


bodies they may  


influence  standards 


setting for their benefit 


(and to get smaller  


organisations ‘out of 


business’  


• possible overreliance on 


third-party certification 


schemes 


• industry capture of third-


party certification 


schemes  
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


 


 


OTHER CONSIDERATIONS 


Effect on level 


playing field  


• same rules for all 


regulated persons  - no 


proportionality,  


• disproportionate 


impacts on smaller, less 


complex entities. 


• depending on the 


discretion applied by the 


competent authority  


• demand on 


standardisation  


• fully at the discretion of 


the competent authority 


– very high demands on 


standardisation  


• common KPIs should 


ensure level playing 


field, provided 


representative  KPIs 


can be developed 


and  


• individually agreed 


SPIs have the 


potential for 


different treatment  


Effect on bilateral 


agreements 


 


• no effect on bilateral- 


facilitates agreements 


such as  BASAs which 


are based upon 


sufficiently similar 


aircraft certification 


systems on the same 


standards 


 


 


• different assessment of 


certification system and 


compliance 


determination is required 


• TIP/MIP must address the 


regulatory comparison 


• more difficult to achieve 


due to the absence of 


common implementation 


standards 


• different assessment of 


certification system and 


compliance 


determination is 


required 


• TIP/MIP must address 


the regulatory 


comparison  


• more difficult to achieve 


due to the absence of 


• different assessment 


of certification 


system and 


compliance 


determination is 


required  


• TIP/MIP must 


address the 


regulatory 


comparison more 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


 


 


• requires more resources 


to evaluate different 


methods of 


implementation 


common 


implementation 


standards 


• requires more resources 


to evaluate different 


methods of 


implementation 


 


 


difficult to achieve 


due to the absence of 


common 


implementation 


standards 


• requires more 


resources to evaluate 


different methods of 


implementation 


• possible 


incompatibility of the 


two systems, not 


possible to 


determine 


equivalency in 


certain areas 


 


Political/strategic 


aspects 


• not in line with ‘Smart 


Regulation’ principles  


but 


• public opinion may have 


a preference for 


prescriptive rules 


• easier to adapt and buy-


in is easier to obtain, in 


particular from large 


stakeholders  


• budget/resource 


constraints may lead to 


• easier to adapt and buy-


in is easier to obtain, in 


particular from large 


stakeholders 


• promotes 


performance 


management 


• negative public 


perception following 


a major accident 
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Dimensions A. Prescriptive  


All elements at the level of 


IR , possibility of ‘by 


derogation’ clauses 


B. objective based  


with related AMC  


or related industry standard 


- includes ‘process based’ 


C. objective based  


No related AMC /industry 


standards - includes 


‘process based’ 


D. Fully performance 


based  


Related KPIs are 


available  


increased use of industry 


standards  


 


• negative public 


perception following a 


major accident  
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*

Why choose this type of regulation?

		Different regulatory approaches are suitable to address different types of safety or security issues



Background on Management Systems

		If we know the problem...		...and we know the solution...		...we can use a Prescriptive Regulation

		Ice on airplane 
wings reduces lift		De-icing fluid removes ice		De-icing fluid must 
be used in icy conditions

		If we know the problem...		...but there are many possible ways to achieve the solution...		...we can use a Performance-Based Regulation

		Automobile rollovers 
cause fatalities		There are many ways to 
design an automobile roll cage		Roll cages must withstand 
collisions of at least 35km/h

		If we don’t know the problem, or only know the root cause...		...and there are many possible solutions...		...we can use a Management-Based Regulation

		Poor attention to safety
leads to accidents		Numerous ways to focus staff and management attention on safety		Companies must 
implement an SMS to assess and 
mitigate their own unique risks























*
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Resource Material for Section 3 Component 1 Learning Objective 3.doc
Resource Material for Learning Objective:  To evaluate how organizations set safety objectives as the basis for safety performance monitoring and measurement

· What is performance measurement?


· Measures an organization’s progress towards achieving its safety objectives and targets

· Comprises 3 principal activities:


· Establishing what should be measured


· Determining how it will be measured


· Monitoring to:


· Compare changes in performance


· Determine if the right things are being measured


· Ensure goals are being accomplished


· Reasons for safety performance measurement

· Informs management decision-making


· Informs allocation of resources


· Proves the worth of corrective / mitigation actions


· Regulatory requirement


· Relationship between objectives, targets, and indicators (see diagram and example below)

· Objectives establish the context for targets and indicators

· Performance targets and indicators are established to achieve safety objectives

· Monitoring the indicators against the targets verifies safety performance

· Performance measure is the degree to which objectives are achieved

· The organisation establishes:


· Safety policy

· Safety objectives:  Prioritize high-consequence, high level outcomes

· Safety targets:  Specific progress the organisation wants to achieve

· Safety indicators:  Measures and metrics of actual performance


· Considerations in setting objectives


· Identification of hazards


· Clear assessment of risks


· Prioritization of risks


· Assessment of control effectiveness


· Considerations in setting targets


· Who sets / accepts the targets; issues of accountability

· Align targets to safety and business objectives of the organization

· Commensurate with size of organisation and complexity of activities

· 
Relevance to organisation 


· 
Realistic and achievable

· Organisation’s safety risk tolerance


· Cost / benefit of implementation


· Regulatory requirements


· Public expectations

· Types of targets:  fixed, improvement ratio

· Other factors

· Amount and availability of data to support indicators and targets 


· Issues of timescales / periodicity

· Assumptions on past performance


· Objectives and targets need to evolve:  objectives and targets are not set in stone, and the organisation needs to learn 


· Objectives and targets are not an end:  they are a means to making management and safety decisions

Relationship between objectives, targets, and indicators



[image: image1.emf]Targets


• Targets set to achieve each safety objective


• Specific, measurable, time-based targets 


• Measured & monitored by safety performance indicators


• How the organization will measure progress 


• Correspond to each safety objective & target


• Snap-shot expressed in numerical values, for trend & target monitoring


Indicators


Objectives


• Short high-level statements of the organization’s safety priorities 


• Consistent with the safety policy


• Address the organization’s risk priorities




Example of Objective, Target, Indicators

· Objective

· To eliminate recurrent non-conformances

· Target

· Reduce repeat internal audit findings to less than 10% of total findings by Jan. 1, 2016

· Action Plan

· Adopt a committee approach to review, develop & implement CAPs to address causal factors within an average of 30 days of audit report issuance 

· Indicator

· # of findings in the CAP database

· # of repeat findings expressed as a % of the total # of findings

· # of days to implement a CAP divided by total # of findings, expressed as an average

		

		1







Targets





Targets set to achieve each safety objective


Specific, measurable, time-based targets 


Measured & monitored by safety performance indicators





How the organization will measure progress 


Correspond to each safety objective & target


Snap-shot expressed in numerical values, for trend & target monitoring


Indicators


Objectives





Short high-level statements of the organization’s safety priorities 


Consistent with the safety policy


Address the organization’s risk priorities


























Don’t get hung up on terminology – it is not consistent throughout industry or business – some schools of thought have goals above objectives and some are the opposite.  The depicted structure harmonizes with TC and ICAO hierarchy with objectives at a higher level than goals, but it doesn’t really matter to us what they call these things as long as they have them!


Indicators or measures may also be referred to as metrics or parameters – we don’t care if they call them frogs & tadpoles as long as they get the picture that each of the depicted categories are needed for a successful and effective safety performance system.


Sources:


 TPEC’s Surveillance Workshops, Module 10, Slide 22 & 23 (#5667689)


2) Hong Kong's SMS Guide - CAD 712, Pages 9,10,33,38: 


http://www.cad.gov.hk/reports/CAD712/CAD%20712_Nov_%2007.pdf


3) SMS e-course Module 6


Goals/targets should be:


A reduction of events or upper limit which should not be exceeded in the long term, in order to demonstrate a safe operation


A minimum # of activities that should be completed to ensure safe operations, such as training or auditing


Indicators


Should be easy to benchmark and consistent with industry best practice





Safety Management International Collaboration Group’s SMS Evaluation Tool (http://www.skybrary.aero/index.php/SM_ICG_SMS_Evaluation_Tool), pg.19:


3.1.6  Safety objectives and targets are specific, measurable, agreed to, relevant, and time-based.”








65
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(6 pages)  
SMP.2 - WP.13 Coordination of service providers emergency response planning.docx 


SAFETY MANAGEMENT PANEL (SMP) 
 


SECOND MEETING 
 


Montréal, 11 to 15 July 2016 
 


Agenda Item 5:  Consideration of proposals for enhanced safety management guidance material 


5.9: Safety management systems 
 


COORDINATION OF SERVICE PROVIDERS’ EMERGENCY RESPONSE PLANNING 
 


(Presented by SMP WG2) 
 
 


SUMMARY 
 


Action by the SMP is in paragraph 3. 


REFERENCES 


Annex 19 — Safety Management 
Doc 9859, Safety Management Manual (SMM) 
Job card SMP009 Rev 3 


 


1. INTRODUCTION 


1.1 Amendment 1 of Annex 19 — Safety Management clarified Appendix 2 element 1.4 by 
limiting its applicability to a service provider, “required to establish and maintain an emergency 
response plan for accidents and incidents in aircraft operations and other aviation emergencies.” This 
working paper proposes material for the Doc 9859, Safety Management Manual (SMM) fourth edition to 
note the limitation on applicability and to note the consequent exclusion of organizations having no 
requirement to establish and maintain an emergency response plan from that applicability. 


2. DISCUSSION 


2.1 Annex 19 establishes in Chapter 2, Applicability: 


“The Standards and Recommended Practices contained in this Annex shall be 
applicable to safety management functions related to, or in direct support of, the safe 
operation of aircraft.” 
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2.2 Amendment 1 of Annex 19 establishes through Standard 3.3.2 that States shall require 
that certain service providers under their authority implement an SMS. 


2.3 Annex 19, First Edition, noted in its Foreword that: 


“This Annex consolidates material from existing Annexes regarding SSP and safety 
management systems (SMSs), as well as related elements including the collection and 
use of safety data and State safety oversight activities. The benefit of drawing together 
this material into a single Annex is to focus States’ attention on the importance of 
integrating their safety management activities.” 


2.4 The intent to consolidate material was incomplete in the First Edition, as noted in 
Chapter 2, Note 2, which indicated in part that, “Supplementary safety management provisions specific to 
individual service providers or operators are contained in other Annexes, as referenced in this Annex.” 
Consolidation was completed with Annex 19, Amendment 1, which deleted the statement from the Note 
(the remainder of the Note became Note 3 with Amendment 1). 


2.5 Amendment 1 of Annex 19 establishes at Appendix 2 element 1.4: 


“The service provider required to establish and maintain an emergency response plan 
for accidents and incidents in aircraft operations and other aviation emergencies shall 
ensure that the emergency response plan is properly coordinated with the emergency 
response plans of those organizations it must interface with during the provision of its 
products and services.” and 


“Note 2.— Within the context of this Annex, the term “service provider” refers to 
those organizations listed in Chapter 3, 3.3.2.1 and does not include international 
general aviation operators.” 


2.6 Element 1.4 thus applies only to those service providers listed in Chapter 3, 3.3.2.1 that 
are required to establish and maintain an emergency response plan. Annex 19 does not establish a 
Standard and Recommended Practice (SARP) that specifies the creation or development of emergency 
response planning. Therefore, element 1.4 applies only to those service providers required by national 
regulation to establish and maintain an emergency response plan. 


2.7 Emergency response planning provides the basis for a systematic approach to managing 
the organization’s activities related to the safe operation of aircraft in the aftermath of a significant 
unplanned event or during an on-going emergency situation that is itself related to operation of aircraft. 
The overall objective is the safe continuation of operations and the return to normal operations as soon as 
possible. By its nature, an emergency is a sudden, unplanned situation or event requiring immediate 
action, and which exists for a limited period of time. Therefore, “coordination of emergency response 
planning” refers to planning for activities that take place within a limited period of time during which an 
unplanned aircraft operational emergency situation exists. It includes the period of time required to  
re-establish “normal” operations following the emergency. 


2.8 For organizations responsible for the type design or manufacture of aircraft, engines or 
propellers, business interruptions (for example, natural disasters, hostile attacks of facilities, or fires) do 
not constitute an aircraft operational “emergency” for which “emergency response planning” is 
appropriate in the context of a regulated SMS. Interruption of the business activities of a type design or 
manufacture organization is distantly removed from contribution to an aircraft accident. 
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2.9 The coordination of emergency response planning applies to coordination of a service 
provider’s emergency response plan with the plans of other organizations it must interface with during the 
provision of its services. In some situations, an organization that engages in emergency response activities 
might benefit from information provided by an organization responsible for the type design or 
manufacture of aircraft, engines or propellers. Examples might include an aircraft rescue and firefighting 
unit for accident first response activities, or an accident investigation authority for investigation activities. 
In such cases, provision of information occurs before or after the limited time during which the 
emergency situation exists. Thus, provision of such information is not within the meaning of an 
“emergency response plan” that an organization responsible for the type design or manufacture of aircraft, 
engines or propellers must coordinate. Further and for the same reasons, provision of such information 
does not constitute “interface with” other organizations that must be accomplished during the provision of 
a type design or manufacture organization’s services. 


2.10 During design and type certification, an organization responsible for the type design or 
manufacture of aircraft, engines or propellers may conduct engineering flight test operations. While those 
operations encompass a broad range of hazards that are unique to such operations, they are outside the 
scope of international commercial air transport operations established in Annex 6 — Operation of 
Aircraft. Therefore, such operations are not appropriate to be subjected to a requirement to establish or 
coordinate emergency response planning. Engineering flight test operations conducted with the 
participation of regulatory agency personnel or designees generally are required to be subjected to risk 
management. Among the typical requirements are project planning, descriptions of emergency procedures 
to be accomplished, reporting of significant events, and an accident response plan. Thus, these operations 
already typically are conducted in a manner that significantly exceeds safety requirements for  
non-commercial operations. Additional requirements for coordination of emergency planning are 
not warranted. 


2.11 Airworthiness issues that might arise during production or engineering flight test, even 
issues that might affect in-service aircraft, are dealt with using the same process(es) used to deal with 
airworthiness issues otherwise discovered during the normal course of business. Therefore, the exercise of 
those processes does not constitute “emergency response” for which coordination of planning would 
be required. 


2.12 During production and airworthiness certification activities, an organization responsible 
for the type design or manufacture of aircraft, engines or propellers may conduct production flight test 
operations. Production flight test operations normally occur within the confines of a quality system. The 
products and articles under test normally are subjected to numerous inspections during assembly, and 
before and after flight. Thus, these operations already are conducted in a manner that significantly 
exceeds safety requirements for non-commercial operations. Additional requirements for coordination of 
emergency planning are not warranted. 


2.13 Organizations responsible for the type design or manufacture of aircraft, engines or 
propellers may engage in airworthiness activities with regard to their products or articles. Some of those 
activities take place after occurrence of an aircraft accident or incident. For example, a design 
organization may need to consider whether accident or incident investigation findings indicate a need for 
airworthiness action. Those activities are part of existing regulatory responsibilities and are normal 
activities for such an organization. Therefore, those activities, even if they occur after an aircraft accident, 
do not constitute “emergency response” on the part of type design or manufacture organizations. 


2.14 A variety of non-commercial aviation operations may be conducted by organizations 
responsible for the type design or manufacture of aircraft, engines or propellers. Such operations include 
corporate transportation, sales and demonstration, ferry, air shows and displays, or aerial photography. 
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These flight operations are typical of flying operations that might be undertaken by virtually any non-
commercial operator. There is therefore no basis for any requirement that an organization responsible for 
the type design or manufacture of aircraft, engines or propellers prepare emergency response planning for 
such operations. 


3. ACTION BY THE SMP 


3.1 The SMP is invited to: 


a) consider the rationale proposed in this working paper for the development of 
guidance material; and 


b) consider the revisions to the SMM proposed in Appendix A to this working paper. 


 


— — — — — — — —
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APPENDIX A 


 
PROPOSED REVISION TO SMM 


 
1. Appendix 12 to Chapter 4, Table 4-A12-1, SMS Element 1.4 


Add to first column, “Does not apply to service providers that are not required to establish and 
maintain an emergency response plan for accidents and incidents in aircraft operations and other 
aviation emergencies” 


 
2. Appendix 12 to Chapter 4, Table 4-A12-2, SMS Element 1.4 


Add to first column, “Does not apply to service providers that are not required to establish and 
maintain an emergency response plan for accidents and incidents in aircraft operations and other 
aviation emergencies” 


 
3.  


5.3.359.3.x The applicability of emergency response planning extends to pProviders of 
aviation products that may be attributable to, or affected by, an aviation safety occurrence. The 
product provider’s typically use processes that are may be generally called “contingency product 
support” and include emergency airworthiness action, alert services, and aircraft accident on-site 
support. These processes generally are conducted in the normal course of business regardless of 
whether an aircraft operational emergency situation exists, and therefore are not considered to be 
within the scope of emergency response for which emergency response planning is required. The 
product provider need not change the name of these product support processes to ERP processes; 
however, they must be nevertheless may note appropriately such processes in the organization’s 
SMS documentation. 
 


4. 5.5.3 9.3.x Phase 2 
Coordination of emergency response planning – Element 1.4 (Does not apply to service 


providers that are not required to establish and maintain an emergency response plan for 
accidents and incidents in aircraft operations and other aviation emergencies) 


 
5. Appendix 3 to Chapter 5 9.3.x 


2. Emergency response planning provides the basis for a systematic approach to managing 
the organization’s activities related to the safe operation of aircraft in the aftermath of a 
significant unplanned event or during an on-going emergency situation. The overall objective is 
the safe continuation of operations and the return to normal operations as soon as possible. By its 
nature, an emergency is a sudden, unplanned situation or event requiring immediate action. 
Therefore, “coordination of emergency response planning” refers to planning for activities that 
take place within a limited period of time during which an unplanned aircraft operational 
emergency situation exists. It includes the period of time required to re-establish “normal” 
operations following the emergency. 
 
While there is a tendency to think of emergency response planning with respect to aircraft or 
aerodrome operations, usually as a result of an aircraft accident, the expectation can equally be 
applied to other aviation service providers. In the case of ATS providers this may include a 
major power outage or loss of radar, communications or other major facilities. For a maintenance 
organization it may involve a serious breach of airworthiness requirements resulting in the 
grounding of a fleet (AOG). For a design and manufacturing organization, a serious design 
deficiency may result in a global AOG that requires emergency re-design, modification, 
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production and retrofitting actions (emergency airworthiness directives) to address such a crisis. 
Where there is a possibility of an organization’s aviation operations or activities being 
compromised by other crises or emergencies originating from external sources, such as a public 
health emergency/pandemic, these scenarios should also be addressed in its aviation ERP as 
appropriate. Hence, aAn ERP is essentially an integral component of an organization’s safety 
risk management procedure to address all possible safety- or quality-related emergencies, crises 
or events that its product or services could contribute to or be associated with. The ERP should 
address all possible/likely scenarios and have appropriate mitigating actions or processes put in 
place so that the organization, its customers, the public and/or the industry at large may have a 
better level of safety assurance as well as service continuity. 
 
Annex 19 does not establish a SARP that specifies the creation or development of emergency 
response planning. The Annex does establish the standard that service providers required to 
establish and maintain an emergency response plan for accidents and incidents in aircraft 
operations and other aviation emergencies shall ensure that the emergency response plan is 
properly coordinated with the emergency response plans of those organizations it must interface 
with during the provision of its products and services.” Therefore, the standard applies only to 
those service providers required by national regulation to establish and maintain an emergency 
response plan. 


 
 


6. Appendix 4 to Chapter 5 
15. Emergency/contingency response plan (Does not apply to service providers that are not 
required to establish and maintain an emergency response plan for accidents and incidents in 
aircraft operations and other aviation emergencies) 
 


7. Appendix 7 to Chapter 5, Table 5-A7-1, Element 1.4 
Element 1.4 — Coordination of emergency response planning (Does not apply to service 
providers that are not required to establish and maintain an emergency response plan for 
accidents and incidents in aircraft operations and other aviation emergencies). 
 
 


— END — 
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